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Pós-graduação em Ciência da Computação

NEURAL NETWORKS FORECASTING AND
CLASSIFICATION-BASED TECHNIQUES
FOR NOVELTY DETECTION IN TIME

SERIES

Adriano Lorena Inácio de Oliveira

TESE DE DOUTORADO

Recife
December, 2004



Universidade Federal de Pernambuco
Centro de Informática
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ABSTRACT

Novelty detection can be defined as the identification of new or unknown data that a
machine learning system is not aware during training. Novelty detection algorithms are
designed to classify input patterns as normal or novelty. These algorithms are used in
several areas such as computer vision, machine fault detection, network security and fraud
detection.

The behavior of many systems can be modeled by time series. Recently, the problem of
detecting novelties in time series has received great attention, with a number of different
techniques being proposed and studied, including techniques based on time series forecast-
ing with neural networks and on classification of time series windows. Forecasting-based
time series novelty detection has been criticized because of the not so good performance.
Moreover, the small amount of data available in short time series makes forecasting an
even harder problem. This is the case of some important auditing problems such as ac-
countancy auditing and payroll auditing. Alternatively, a number of classification-based
methods have been recently proposed for novelty detection in time series, including meth-
ods based on artificial immune system, wavelets and one-class support vector machines.

This thesis proposes a number of neural networks methods for novelty detection in
time series. The methods proposed here were developed aiming to detect more subtle
novelties that can be of great concern in fraud detection in financial systems. The first
method aims to enhance forecasting-based novelty detection by using robust confidence
intervals. These intervals are used to overcome the main limitation of forecasting-based
novelty detection, namely, the selection of a suitable threshold for detecting a novelty.
The proposed method was applied to some real-world time series with good results.

Two methods based on classification are also proposed in this thesis. The first method
is based on negative samples whereas the second method is based on RBF-DDA neural
networks and does not need negative samples for training. The simulation results on a
number of real-world time series show that the RBF-DDA based method outperforms the
negative samples one. Moreover, the classification performance of the RBF-DDA method
does not depend on the test set size whereas the performance of the negative samples
method depends on the size of the test set.

In addition to the novelty detection methods, this thesis proposes four different meth-
ods for improving the generalization performance of RBF-DDA neural networks. The
proposed methods are evaluated using six benchmark classification datasets and the re-
sults show that they considerably improve RBF-DDA performance and also that they
outperform MLPs and AdaBoost and achieve results similar to k-NN. These methods
were also used in conjunction with the method for novelty detection in time series based
on negative samples and the results show that they are also valuable for improving per-
formance of novelty detection in time series, which is the main subject of this thesis.
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CHAPTER 1

INTRODUCTION

This thesis reports on the investigation of methods for the effective detection of novelties
in time series. Time series data appear in virtually every area of human knowledge.
Examples of time series include electrocardiograms, daily values of stocks and monthly
sales of companies. Novelties in time series can be informally defined as unexpected
values or sequences of values. Applications of time series novelty detection include the
detection of failures in a machine and the detection of frauds in a financial system. The
methods proposed in this work were designed especially for the latter application.

In classification problems, novelty detection is the ability of the classifier to reject
patterns that do not belong to any of the classes of the training set [MS03a, MS03b].
This is a very important issue in many practical problems such as scene analysis [SM04]
and intrusion detection in computer systems [RLM98]. In scene analysis with neural
networks, for example, it is important to design the network to recognize images that
cannot be classified into none of the classes of the patterns available during training.
Popular neural networks architectures such as multilayer perceptrons (MLPs) do not
have this inherent ability and therefore additional mechanisms must be designed to make
these networks detect novelties properly [MS03a, MS03b, Vas95, VFB95]. A number of
approaches for novelty detection in classification problems have recently appeared in the
literature. Among these methods, some are based on statistical methods [MS03a], others
on artificial neural networks [MS03b, Mar03], and others on support vector machines
(SVMs) [SWS+00, STC04].

Time series forecasting, the prediction of future values of a given time series based
on its previous values and, maybe, other variables, is the most common type of time
series analysis. Nevertheless, the detection of novelties in time series has gained recent
interest with a number of methods proposed in the literature [MP03, ONM04e, ONM04b,
ONM04d, ONM04a, ONM03, OABS03, GD02, GDK02, STZ00, KLC02]. The problem of
novelty detection in time series is referred under various names in the literature including
anomaly detection [GD02, GDK02] and surprise detection [KLC02].

The applications of time series novelty detection techniques are very important. One
example is the detection of faults in machines. In this case, the dynamic behavior of a
machine is modeled by a signal that is, in fact, a time series. This is the case for example
for mill machines [DF96]. A novelty detection system would learn the normal behavior of
the machine through the time series. Later, the system would be able to detect novelties
which, in this case, would mean machine breakage [DF96].

Fraud detection in financial systems is another important application of time series
novelty detection. Examples of this application include the detection of frauds in payroll
systems [OABS03] and in accounting systems [Kos00, Kos03]. The monthly earnings in
a payroll and the accounts in an accounting system are time series. In a fraud detection

1
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application, the normal behavior of these series would be learned by a novelty detection
system. Later, the system would be used to detect abnormal behavior which, in this case,
could mean fraud.

1.1 MOTIVATION

The work reported on this thesis started with a real-world application in mind: the
automatic detection of frauds in payroll systems [OABS03]. This is a very important
application because personnel represent a significant portion of the total budget of an
organization, be it public or private. In Brazil, the government spends about 50% of its
revenue with personnel. Auditing of these expenses is one the responsabilities of Brazilian
States and federal Court of Accounts. These organizations give special attention to this
kind of auditing due to its financial importance.

Organizations usually employ payroll information systems to manage their personnel
payment. These information systems are responsible for payroll calculation, data man-
agement and reports generation. Several earnings and deductions such as base salary,
vacation, overtime and health insurance, are taken into account in the calculation of the
net income of an employee. In Brazil, normally there are hundreds of different types of
earnings and deductions in government payrolls.

Fraud detection in payrolls is the aim of a specialized team of auditors. They audit
payrolls by analyzing data stored in payroll information systems. In such audits, audi-
tors take into account a set of laws that regulate inclusion or exclusion of earnings and
deductions to employees and the formulas used to calculate the payroll. Payroll auditing
becomes complex due to the increasing volume of data to be analyzed and of legal regu-
lations to be considered. In practice, in most works it is not possible to make all auditing
tests. Consequently, techniques for selecting the most important cases to test should be
applied.

The work is carried out by auditors through the use of rules that they build based
on the laws that regulate payrolls. There are some software tools that help auditors in
theirs tasks such as ACL [acl] and IDEA [ide] tools. These tools are limited because in
fact they only help in the development of database queries.

A possible improvement for audit software tools would be the use of intelligent systems
that would learn a set of rules based on previous frauds. The problem with this approach
is that it is difficult to identify previously all the possible types of frauds that can take
place. Moreover, new types of frauds can be created during the use of the system and
therefore these auditing software tools would not be able to detect them. Those difficulties
also arise in intrusion detection systems, which are used to detect attacks in computer
networks [RLM98].

The methods introduced in this thesis can be used to help building automatic fraud
detectors that can be applied, for example, in payroll auditing. Instead of being based
on rules, a system based on the methods proposed here would learn the normal behavior
of each earning and deduction of a payroll. Based on that, it could be used to detect
abnormal behavior which, in this case, would be considered fraud. The same idea could
be applied to audit systems whose behaviors can be modeled by one or more time series,
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Figure 1.1. Intelligent system for fraud detection in financial systems: training phase.

for example, accounting systems [Kos00]. The advantage of systems based on this idea
is that they would be able to detect any kind of fraud. As an alternative to enhance
performance of audit tools, the system based on time series novelty detection could be
combined with the more traditional rule based systems.

Another example of application for the methods proposed in this thesis would be
an intelligent fraud detector system for electrical power consumption. In this case, the
system would be fed by time series representing the monthly eletrical power consumption
of individual customers. The system should firstly be trained by using historical data
free of frauds. One novelty detector should be used for each customer. Subsequently,
the system would be used to identify customers whose behavior more likely represented
deviations from normality. A specialized auditor would then further investigate those
customers in order to verify whether the fraud indeed took place.

An architecture for an intelligent system built using the methods proposed in this
thesis is depicted in figures 1.1 and 1.2. Figure 1.1 illustrates the training phase, whereby
each time series of the financial system under analysis is fed to a different novelty detector.
Each time series is assumed to be free of frauds and therefore each novelty detector learns
to recognize the normal behavior of the respective time series in the training phase. In
other words, we assume that each time series has been analyzed before and that they
represent the normal behavior.

Figure 1.2 illustrates the intelligent system for fraud detection in financial systems in
operation. After the training phase the system can be put in operation. Suppose that
the system is used to detect frauds in payroll systems. In this case, each earning and
deduction is represent by a monthly time series and in many cases there are hundreds of
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Figure 1.2. Intelligent system for fraud detection in financial systems: system in operation.

them in a company or organization. Furthermore, the company or organization can have
hundreds or even thousands of employees.

The system described here could be used to analyze earnings or deductions per em-
ployee or the total value of the earnings and deductions considering all employees of the
company. In both cases, after the training phase the system would be fed with new values
of each time series to be analyzed. In many practical cases, auditing takes place annually.
In this case, the final decision provided by the system would consist of a list of months
and earnings (or deductions) whose behavior is more likely to represent fraud. Using this
information, an auditor would focus his investigations in these cases.

1.2 STATE OF THE ART

Novelty detection can be defined as the process of finding novel patterns in data
[SM04, GDK02]. These patterns represent truly new events and cannot be classified into
one of the classes defined from previous examples. Novelty detection systems must be
able to classify patterns as normal or novelty. However, in many practical cases there is
only normal patterns available to train the classifier, so it is important to design novelty
detection systems that overcome this limitation.

The first research efforts on novelty detection were related to classification problems.
A number of techniques have been developed for these problems based on statistical
pattern recognition or neural networks. Recently, reviews of these techniques have ap-
peared in the literature [MS03a, MS03b, Mar03]. Different neural networks architec-
tures and methods have been used for novelty detection including multilayer perceptrons
(MLPs) [SM04, Bis94, Vas95, VFB95, VFB94], radial basis function networks (RBFNs)
[FRTT94, ABK+00, Vas95], self-organizing maps (SOM) [EKT00, LV02, MSN02, Mar01],
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support vector machines [TD01, DI02], Hopfield networks [BBGC99, CH01], etc.
Early approaches for novelty detection in classification tasks were based on the neg-

ative training approach [Vas95]. The idea of this technique is to artificially generate a
number of patterns, referred as negative samples, to represent novelties in the training
phase. These patterns are added to the training set to form an augmented training set.
Subsequently, a classifier is trained with the augmented training set. This technique has
obtained reasonable performance in some cases, especially when the negative samples
were carefully selected [Vas95]. However, it has been shown that it may fail because
it is unrealistic to expect that randomly selected patterns will accurately represent the
input space where novel patterns will fall [Vas95]. This has motivated the development
of techniques that do not depend on negative samples.

Radial basis function networks (RBFNs) are a natural candidate for novelty detec-
tion without negative training, because the processing units of these networks compute
localized functions of the pattern space and therefore patterns falling outside of the lo-
calized regions created by an RBFN after training are naturally interpreted as novelties
[Vas95, MS03b]. On the other hand, MLPs separate training classes by using hyper-planes
forming open boundaries between classes instead of around classes. However, a number
of modifications have been proposed to make MLPs construct closed class boundaries
and thus be able to detect novelties - also called spurious patterns - without the need for
negative samples during training [Vas95, MS03b]. It has been shown that MLP networks
combined with additional mechanisms have performance similar to RBF networks on an
optical character recognition task [Vas95]. RBF networks have the advantage of being
faster to train. On the other hand, the modified MLPs have smaller number of processing
units and therefore they are less complex from a computational point of view [Vas95].

There has been an increasing interest in time series novelty detection because this kind
of data appear in virtually every application domain; novelty detection for this kind of
data has been applied in areas such as machine failure detection [GD02] and auditing, that
is, fraud detection [Kos00, Kos03, OABS03]. A number of different techniques have been
proposed and investigated, including techniques based on time series forecasting with
neural networks [ONM04e, Kos00, OABS03], artificial immune system [DF96, GD02],
wavelets [STZ00], Markov chains [KLC02] and one-class support vector machines [MP03].

There are some methods in the literature for novelty detection in time series based on
time series forecasting [ONM04e, Kos00, Kos03, OABS03]. The basic idea behind these
methods consists in training a forecasting model, such as a neural network, with historical
data from a time series and use the trained model to predict future values. Subsequently,
if a value predicted by the forecasting model deviates significantly from the observed
value then the system would detect a novelty which, in some domains such as auditing,
would mean fraud. In a simple approach, one must previously define a threshold to be
used for novelty detection. Differences between predicted and observed values beyond
the previously selected threshold indicate a novelty.

This approach has been applied to accounting auditing [Kos00] and payroll auditing
[OABS03]. However, it is criticized because of the not so good performance given the
complexity of time series forecasting [KLC02, GDK02]. Performance of neural networks
in time series forecasting depends on the amount of data used for training them. In many
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important auditing problems the available data is limited, for example, in an accounting
auditing work there were only 66 samples available for both training and testing [Kos00];
in a payroll auditing problem the number of samples was 84 [OABS03]. This makes
forecasting an even harder problem. The definition of a suitable value for the threshold
for detecting novelties is also a difficult point for forecasting-based novelty detection
techniques [OABS03].

A number of classification-based methods for novelty detection in time series have
been proposed to overcome the limitations of forecasting-based methods. These methods
are able to classify a given window from a time series into normal or novelty. Methods
based on artificial immune systems have appeared in the literature for classification-based
novelty detection in time series [DF96, GD02, GDK02, DG02]. Artificial immune systems
are a recent class of computational intelligence technique inspired on the mammal immune
systems [DAO97, Das97]. Methods based on artificial immune systems use the principle
of negative-selection, that is, negative samples are used to represent novelties [Vas95].
The artificial immune systems ideas are used to generate detectors, which are used to
detect novelties.

Another approach for classification-based novelty detection detection in time series is
based on a data structure termed TSA-tree [STZ00]. TSA is constructed by recursively
applying wavelet transforms [BGG97] on the original time series. A limitation of TSA-
tree is that its size is larger that the original time series. Shahabi et al. address this
problem by proposing the use of a sub-tree of TSA-tree, termed OTSA-tree, which is
equal in size to the original time series and can be used to reconstruct the original time
series with no error [STZ00]. Nevertheless, it is argued that this method cannot detect
short novel patterns embedded in normal signals [MP03].

The problem of detecting surprise patterns in time series through classification is also
tackled by the TARZAN algorithm [KLC02]. This algorithm is based on converting the
time series into a symbolic string. Next, a suffix tree is used to efficiently encode the
frequency of observed patterns and a Markov model is used to predict the expected fre-
quency of previously unobserved patterns [KLC02]. The problem with this method is that
the procedure for discretizing and symbolizing real values in time series can potentially
loose meaningful patterns in the original time series.

More recently a method based on one-class support vector machines was proposed
for time series novelty detection via classification of a time series window, that is, a
sequence of values from the time series [MP03]. This method does not need negative
samples for training. Time series windows are used to generate vector patterns and
novel events are interpreted as outliers of the “normal” distribution. Support vector
machines are powerful classifiers based on the method of structural risk minimization
[STC04, Vap95, CV95, Hay98]. One-class support vector machines are trained only with
the normal patterns that form the time series, that is, they are all from the same class.
Thus, they appear as a natural technique for novelty detection. This method has a
potential limitation in that the sensitivity of the algorithm depends on the value of one
of its parameters [MP03].

All classification-based techniques mentioned before were designed and tested on time
series modeling physical processes, such as a mill machine [GD02], the power demand for
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a Dutch research facility [KLC02] and the time series model of a laser used in the well
known Santa Fe Institute Competition [MP03, WG94, Wan94]. On the other hand,
the forecasting-based methods have been designed and tested on financial time series
[ONM04e, Kos00, Kos03, OABS03]. The classification-based methods proposed in this
work were also designed for these kinds of series and tested on real-world time series
obtained from financial systems such as payroll and accounting systems. As discussed
before, in many practical cases these series are much shorter than the time series con-
sidered in previous classification-based techniques [GD02, KLC02, MP03]. Moreover, the
detection of frauds in financial data requires algorithms designed to detect more subtle
novelties.

A limitation shared by all classification-based methods for novelty detection in time
series is that these methods are not capable of detecting a novelty in a single point of the
time series, because such methods are designed to detect novelties in windows of a time
series. An example is in need to make this point clearer. Suppose that a classification-
based method is used for novelty detection in a financial system with monthly time series.
In addition, suppose that the window length selected was w = 6. If such a system was
used in practice it could indicate that a novelty took place in the whole window, yet
it would not be capable to indicate the particular month (or months) in which there
was novelty. Such a capability is very important and particularly desirable for novelty
detection applications in financial systems. For other applications, such as machine fault
detection, this issue is not important, since in this domain the change in the behavior
of the time series modeling the machine can only be detected effectively using a window
from the time series [GD02].

1.3 OBJECTIVES

The main objective of the research reported on this thesis was to investigate and
present methods for detection of novelties in time series. The methods investigated
in this work are all based on neural networks. They can be divided into two classes:
forecasting-based and classification-based methods. The methods proposed in this work
are designed to deal with the kind of time series that appear in auditing problems such
as accounting auditing [Kos00, Kos03] and payroll auditing [OABS03].

Forecasting-based novelty detection systems have the ability to detect novelties on a
particular point in time. For example, in the case of monthly time series those methods
can detect a novelty in a particular month. Classification-based methods, on the other
hand, can only detect a novelty on a time series window. A system of this kind with
window size w = 12 applied to a monthly time series can only detect novelties in a year
but cannot indicate in which particular month (or months) the novelty has happened.

The problem with forecasting-based novelty detection methods is the choice of a suit-
able value for the threshold for the detection, as commented in subsection 1.2. Nev-
ertheless, due to the important capability of these methods, that is, the capability of
detecting single point novelties in time series, it is important to investigate techniques
for improving them. This work proposes and investigates a method based on the use of
robust confidence intervals [Mas95] as a means for selecting the thresholds to be used to
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detect novelties in time series [ONM04e].
Two methods for novelty detection in time series based on classification are also

proposed in this work [ONM03, ONM04a, ONM04d, ONM04b]. The first method is based
on the use of artificially generated patterns added to the training set. There are two kinds
of artificial patterns: random normal patterns and random novelties (negative samples).
In our methods, we propose to use an envelope defined around each time series windows in
order to defined the boundary between normal and novelty regions. Normal patterns lie
inside the envelope whereas novelty patterns lie outside of it. After training, a classifier
is used to discriminate normal and novelty time series windows [ONM03]. A number
of different classifiers including MLPs, RBF-DDA [BD95, BD98], committee machines
combining these classifiers, and support vector machines are considered as classifiers and
their performance is compared in this task [ONM04a, ONM04b].

The main disadvantage of the method commented above is that its performance de-
pends on the number of artificial patterns introduced in the training set. This has mo-
tivated the proposition of a novel method based on RBF-DDA and that does not need
artificial patterns for training [ONM04d]. The classification-based methods proposed in
this work are compared using some real-world time series.

The classifier is the most important part of the novelty detection methods based on
classification proposed in this work. Thus, the performance of the classifier is fundamental
to the novelty detection performance. This has motivated an investigation of methods
proposed to improve RBF-DDA generalization performance on classification tasks. This
classifier was selected for investigation because it has a number of advantage including
the effective use of all training data for training, the fast training, and its constructive
nature [BD95, BD98]. These advantages have motivated the implementation of this neural
network model in hardware [LSP+96, KS02] and has also motivated recent efforts towards
improving it with respect to the complexity of the networks constructed [Pae04]. Four
methods were proposed in this thesis for improving RBF-DDA generalization performance
[ONM04c, OMNM04, OMM05a, OMM05b].

The first method is based on the selection of the optimal value of one of the parameters
of the DDA algorithm, namely, θ− [ONM04c]. The selection of the optimal value is made
by evaluating the classifier on a validation set. Experiments reported later on this thesis
show that this method considerably improves performance on some datasets, however
it produces larger networks than the default RBF-DDA. This has motivated further
investigations in order to propose methods that improve DDA generalization without
increasing the complexity of the networks. Three different methods were proposed in
this direction. The first one builds an RBF network using DDA and then makes a final
weights adjustment on RBF-DDA networks. It also improves RBF-DDA performance
with the advantage of producing smaller networks than the first method.

The second method aiming at improving RBF-DDA without increasing the networks
combines a data reduction algorithm with the adequate selection of one of the parameters
of DDA (θ−) in order to improve generalization performance [OMNM04].

Finally, a third method, which we call RBF-DDA-SP, that is RBF-DDA with selec-
tive pruning, is proposed and investigated in this thesis [OMM05a]. RBF-DDA-SP was
inspired in the recent work of Paetz, which proposed RBF-DDA-T [Pae04]. RBF-DDA-T
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Figure 1.3. This thesis investigates the problem of novelty detection in time series. Methods
based on both forecasting and classification are proposed to tackle this problem. In addition,
this thesis proposes methods for improving classification performance of RBF-DDA in order to
improve classification-based novelty detection methods.

is a modification of RBF-DDA which introduces on-line pruning, that is, pruning during
each epoch of training. RBF-DDA-T produces much smaller networks than RBF-DDA,
yet it introduces a small degradation in classification performance [Pae04]. On the other
hand, RBF-DDA-SP, proposed in this thesis, prunes the network only at the end of train-
ing and prunes only a portion of the neurons which cover only one training pattern. The
experiments reported this thesis show that RBF-DDA-SP produces networks whose size
is between RBF-DDA-T and RBF-DDA. Moreover, the results show that RBF-DDA-SP
markedly outperforms both RBF-DDA and RBF-DDA-T regarding classification perfor-
mance [OMM05a].

It is important to stress that the main objective of this thesis is the investigation
of novelty detection methods for time series. This is the main problem addressed by
this thesis, as shown in figure 1.3. This thesis has proposed both forecasting-based and
classification-based methods to tackle this problem. In addition, this thesis has also pro-
posed four methods for improving RBF-DDA in order to improve one the methods for
classification-based novelty detection in time series. The results obtained are compared to
those obtained by other classifiers in this thesis and they show that the proposed modifi-
cations to RBF-DDA leads to considerable improvements in performance. [ONM04b]. In
addition, the methods proposed for improving RBF-DDA were also applied to a number
of benchmark classification datasets from the UCI machine learning repository [BM98]
in order to show that they improve results on different benchmark classification datasets
as well as in the time series novelty detection task.
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1.4 OVERVIEW OF THE THESIS

This thesis is organized in seven chapters in total. In this chapter, the motivations for
carrying out this research are presented together with a brief overview of works recently
carried out that have relation with the subject of the thesis. A more detailed review of
related works is reported on chapter 3 of this thesis.

Chapter 2 reviews a number of classification algorithms as well as time series fore-
casting algorithms that are used in subsequent chapters of this thesis together with the
novelty detection algorithms proposed. The classifiers presented in this chapter are the
multilayer perceptron (MLP) neural network, the radial basis functions network (RBF)
and committee machines. A number of alternative training algorithms used in conjunc-
tion with these neural networks are discussed. This chapter also discusses classical time
series forecasting techniques such as ARIMA and exponential smoothing as well as neu-
ral networks architectures for time series forecasting such as MLPs and Elman neural
networks.

In chapter 3, a number of novelty detection techniques are reviewed. This chapter
begins discussing novelty detection techniques for classification problems. These tech-
niques have been introduced first and aim at improving the reliability of neural networks
with respect to the rejection of spurious patterns. Next, a number of recent techniques
proposed for novelty detection in time series are reviewed. Both forecasting-based and
classification-based time series novelty detection methods are presented in this chapter.

In chapter 4, four alternative methods for improving RBF-DDA performance on clas-
sification tasks are presented. Simulation results using six benchmark datasets from the
UCI machine learning repository are given. Performance of the improved RBF-DDA
classifiers based on these methods are compared to that of the original RBF-DDA. They
are also compared to results available in the literature obtained using other classifiers on
these datasets, such as MLPs, kNN and support vector machines.

Chapter 5 presents two novel methods proposed in this work for novelty detection in
time series based on classification. Both methods are designed to classify an input time
series window as normal or novelty. They are based on the notion of envelope introduced
in this chapter. The envelope is used to defined normal and novelty regions. One of the
methods is based on negative samples whereas the other does not need them for training.
The former method can be used with any classifier. In this chapter we consider RBF-DDA
with default parameters; the improved RBF-DDA classifier proposed in chapter 4; MLPs;
and committee machines of these networks as classifiers. On the other hand the second
method is inherently based on RBF-DDA neural networks. This chapter also presents
simulations results aiming at comparing the proposed methods. Simulations were carried
out using a number of real-world time series, including short time series.

Chapter 6 presents alternative methods proposed in this work for improving forecasting-
based novelty detection in time series. The use of absolute values for the threshold instead
of relative ones is discussed. Additionally, the use of robust confidence intervals as a nat-
ural way to establish thresholds is proposed. This method is applied to a number of
real-world time series.

Finally, chapter 7 discusses the main contributions of this thesis. The limitations of
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the methods proposed here are also presented in this chapter. A discussion of directions
of possible future research to be carried out is also presented.



CHAPTER 2

CLASSIFICATION AND TIME SERIES FORECASTING
TECHNIQUES

2.1 INTRODUCTION

This chapter reviews the classification algorithms and time series forecasting tech-
niques used in the thesis. This work uses artificial neural networks for both classification
and time series forecasting. Artificial neural networks (ANNs) are a class of computa-
tional models inspired on the human brain. ANNs were designed to solve problems for
which traditional computing does not perform well, including perception problems such
as face and speech recognition [Hay98, BLC00]. ANNs main characteristics include their
highly distributed nature and their ability to learn from previous examples.

In this work two ANN architectures are considered for classification problems: the
multi-layer perceptron (MLP) and radial basis functions networks (RBFNs) [Hay98,
BLC00, Nab01]. These neural network models are reviewed together with a number
of training methods used in conjunction with them. A discussion about the different
properties of these classifiers is also included in this chapter. This chapter also discusses
a number of different ways to combine these classifiers by using classifiers referred as
committee machines [Hay98]. Particular emphasis is placed on the dynamic decay ad-
justment algorithm (DDA) for RBF networks. This is a fast constructive algorithm for
building and training RBF networks. This thesis proposes four different methods for im-
proving DDA classification performance (in chapter 4). This is the reason for a detailed
exposition of the DDA algorithm here.

In this work we also use Support Vector Machines (SVMs) for classification and there-
fore this chapter also presents a brief review of this technique. Support Vector Machine
is a more recent technique for classification and regression which has achieved remarkable
accuracy in a number of important problems [CV95, Vap95, STC04, CST00, A.03].

This chapter also discusses the use of neural networks for time series forecasting. Time
series forecasting is a very important problem with application in various areas. A number
of techniques have already been developed for tackling this problem, including exponential
smoothing and ARIMA, sometimes referred as classical techniques [Cha89, Mas95]. The
classical techniques work by building linear combinations of past values in order to forecast
future values of time series. On the other hand, neural networks models include non-
linearities, which can help to produce more powerful models for some kinds of time series
[Cha89, Mas95, ZPH98].

In this chapter two artificial neural network models for time series forecasting are
presented: multi-layer perceptron (MLP) and Elman networks [Elm90]. The MLP model,
initially presented as a classifier in this chapter, can also be used successfully for time
series forecasting with small modifications. The same algorithms used for training MLPs

12
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Figure 2.1. McCulloch-Pitts (MCP) neuron model

for classification can also be used to train these networks for time series forecasting. In
MLPs the temporal processing is located only in the network input. This limits the
application of these networks to the prediction of stationary time series. In order to use
this architecture for forecasting of non-stationary time series, it is necessary firstly to
pre-process the time series in order to make it stationary. Differentiation is the most
common technique used for this purpose [Cha89, Mas95, ZPH98].

Elman networks are a kind of partially recurrent neural network architecture [Elm90,
Hay98]. Elman neural networks were designed for temporal processing applications and
are a powerful architecture for time series forecasting [Hay98, BLC00, KLSK96]. Elman
networks have context units, whose nodes make recurrent connections between hidden
and input layers. Recurrent connections provide hidden nodes inputs with past values
of their own outputs. This adds memory to the network and provides better temporal
processing performance. Algorithms originally employed for MLP training were adapted
for training these networks.

2.2 NEURAL NETWORKS FOR CLASSIFICATION

2.2.1 Multi-Layer Perceptrons – MLPs

The multi-layer perceptron (MLP) is the most popular neural network architecture.
The MLP has its origins on the perceptron, proposed by Frank Rosenblatt in 1958 [Ros58].
The perceptron is historically very important because learning in artificial neural networks
was introduced for the first time in this model. The artificial neuron model used in the
perceptron was developed previously by McCulloch and Pitts [MP43]. This model is
depicted in figure 2.1 and is referred as the MCP neuron model. Although the model
was developed in 1943, the training algorithm was developed only in 1958 by Rosenblatt
[Ros58].

The MCP neuron model works by computing the weighted sum of its inputs. Next, the
output y is computed by using an activation function. In the original model the activation
function is a hard limit, which produces binary output. In this case, the output is 1 only
if the weighted sum of the inputs is greater than a threshold θ. Mathematically,
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Figure 2.2. Left: AND function (linearly separable). Right: XOR function (non-linearly
separable)

y =

{ ∑n
i=1 xiwi ≥ θ∑n
i=1 xiwi < θ

(.)

where n is the number of inputs of the neuron, wi is the weight associated to input xi

and θ is the threshold of the neuron.
The perceptron can be used to solve classification problems, however it is a limited

model since it can only solve linearly separable problems. Linearly separable problems
are classification problems that can be solved by using a hyperplane in order to set
the boundary between two regions. The logical AND function shown in the left chart
of figure 2.2 is a very simple example of linearly separable problem in two dimensions.
For two dimensional problems, the equation that defines the MCP operation (eq. .)
produces the line x1w1 +x2w2 = θ. The weights w1 and w2 and the bias θ define the line.
There are other pattern recognition methods which solve classification problems by using
hyperplanes. Examples of such methods include Fisher’s linear discriminant and linear
support vector machines (SVMs) [A.W02, TK03, DHS00, CST00, STC04].

The problem with linear methods is that most practical real-life problems are not
linearly separable. This includes the simple XOR logical function depicted in the right
chart of figure 2.2. It is clear that no single line can separate the two classes in this case.

The weights of the MCP neuron are adjusted in order to adequately solve a given
problem. The weights are learned by the training algorithm using the training patterns.
Rosenblatt has shown that the MCP neuron can be trained iteratively by adjusting the
weights according to

−→w (t + 1) = −→w (t) + η × e(t)×−→x (t) (.)

where e(t) is the output error, that is, the difference between the desired output d and
the output produced by the network, y(t); and η is the learning rate, that is, the rate at
which the weights are adjusted. Rosenblatt has proved that this training algorithm always
converges to the solution if the problem is linearly separable [Ros62, BLC00, Hay98].
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2.2.1.1 MLP Architecture The multi-layer perceptron (MLP) was proposed in or-
der to solve non-linearly separable problems. The idea consists in adding at least one
hidden layer to build a multi-layer network. Figure 2.3 shows a multilayer perceptron with
one hidden layer and three output units. The neurons of the hidden layer are responsible
for creating hyperplanes whereas the output neurons combine these hyperplanes in order
to build more complex boundary regions [Hay98, BLC00, Nab01]. An MLP with a single
hidden layer with two neurons and one output neuron is able to solve the XOR problem
[Hay98, BLC00]. A possible solution created by such network is depicted in figure 2.4.
In this case, each line is created by a hidden neuron. The output neuron combines the
outputs from the hidden neurons to generate the solution depicted in figure 2.4.

It was proved that MLPs with a single hidden layer are capable of approximating any
continuous functions [Cyb89] and that MLPs with two hidden layers can approximate any
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mathematical function [Cyb88]. MLPs with a single hidden layer are the most widely
used architecture. However, in some cases the use of two or more hidden layers can
easy network training [BLC00]. Most MLP architectures are fully connected, that is, all
feedforward connections between adjacent layers are present, as in figure 2.3. There has
been, however, an increasing number of works aiming at optimizing MLP architecture
by using techniques such as evolutionary computing [SM02, BM01, Yao99], tabu search,
and simulated annealing [YdSL02, YLdS02b, YLdS02a]. These techniques generate MLP
architectures that are not fully connected aiming at improving classification performance.
These are global optimization techniques designed to overcome the main limitation of
back-propagation, the traditional training technique for MLPs, which often finds solutions
that are only local minima of the error function instead of the desired global minimum
[WTT+04, Yao99, BLC00].

The input units of an MLP do not perform any transformation in the input signals.
They exist only to receive the input signals and distribute them to the neurons of the first
hidden layer. Every connection in an MLP has a weight whose value is learned during
the training phase. In addition, each neuron has a bias whose value is also learned during
training. These values depend on the data used for training the network.

Each unit of the hidden and output layers initially computes a weighted sum of its
n inputs net =

∑n
i xiwi. Subsequently, an activation function is used to produce the

output of the neuron. The activation function uses net as its input. A number of different
activation functions have been proposed for use with the MLP [Hay98]. The hard limit
activation function cannot be used in this case because in most learning algorithms the
gradient of the activation function must be computed. The problem is that the hard limit
is not continuous and therefore does not have derivative. The sigmoid logistic and the
hyperbolic tangent are the most frequently employed activation functions. The sigmoid
logistic computes the output y as

y =
1

1 + exp(−net)

where net is weighted sum of the neurons inputs. The hyperbolic tangent computes the
output as y = tanh(net). In fact the hyperbolic tangent is a kind of sigmoid function.
The main difference between the hyperbolic tangent and the sigmoid logistic is that the
latter produces continuous values between 0 and +1 whereas the former produces values
between -1 and +1.

The number of inputs of an MLP depends on the dimensionality of the problem. For
example, in an optical character recognition task with characters represented by 8 × 8
pixels, the network has 64 inputs. The number of outputs depends on the number of
classes. There are a number of alternative ways of coding the outputs [Hay98]. This
thesis uses the commonest way, that is, 1 − of − n coding. In this case, the number of
units in the output layer matches the number of classes. Each unit in the output layer
represents a class. After training, the MLP is used to classify a given pattern commonly
by using the winner-takes-all approach. In this approach, the unit with the highest
activation gives the class.
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The number of units of the hidden layer also depends on the problem. This number
can greatly influence the classification performance of the network. There are some
heuristics for selecting the number of hidden of units based on the characteristics of the
training data [BLC00]. However, they do not work for all cases. If few hidden units are
used the network may not be capable of learning a good solution for the problem. On
the other hand, if the number of units is large for the task, a problem called overfitting
may occur. In overfitting, the training algorithm adjusts the weights and bias excessively
and the network behaves as if it had memorized the training data. The problem is that
in practical pattern recognition problems a good generalization performance is of great
concern. Generalization means that the network will be able to classify correctly patterns
that were not part of the training data. A number of techniques exists for improving
generalization [BLC00, Hay98, Nab01]. Some of them are discussed in this chapter in
conjunction with training algorithms for MLPs.

2.2.1.2 Training MLPs with Back-Propagation The limitations of the percep-
tron were known in the 1960’s. The proposal to use a multi-layer architecture in order to
overcome these limitations and solve non-linearly separable classification problems was
also from this period. However, no method for training the MLP was available. The
first successful training method for MLPs, known as back-propagation, was made popular
only in 1986 [RHW86, RM86]. In fact this method has been proposed before for different
purposes [BH69, Wer74, LeC85].

The back-propagation algorithm is based on error correction as was the case of the
perceptron training algorithm. During training, the error of the output units is known
because the desired outputs are known in supervised training. However, the errors of the
hidden units are not known directly. Thus, a method for estimating these errors would
have to be developed. Back-propagation tackles this problem by estimating the error of
each hidden unit as the error of the nodes of the adjacent units connected to it weighted
by the weights of the respective connections.

The back-propagation algorithm consists of two phases: a forward and a backward
phase. In the forward phase a pattern from the training set is presented at the network
inputs. Next, the units of the first hidden layer compute their outputs. These outputs
are used by the next hidden layer to compute the respective outputs. This procedure is
carried out until the output layer units compute their outputs. Now the outputs produced
by the network are compared to the desired outputs and the errors are calculated. In
the backward phase, these errors are used to adjust the weights of the connections to
the output layer. Subsequently, they are used to estimate the error on the hidden layer
connected to the output layer, as described above. If the network has more than one
hidden layer, this procedure is carried out until the first hidden layer (the one to which
the input layer is connected).

The objective of the back-propagation training algorithm is to minimize the sum of
squared errors (SSE) on the training set. The SSE E is given by

E =
1

2

p∑
j=1

k∑
i=1

(dj
i − yj

i )
2 (.)
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where p is the number of training patterns, k is the number of output units, di is the
desired value of the ith output and yi is the value produced by the network on the ith
output.

For a complete derivation of the back-propagation algorithm see [RHW86, RM86,
Hay98, BLC00]. In this algorithm the weights and bias are adjusted, in each training
epoch t, according to

wji(t + 1) = wji(t) + η × δj(t)× xi(t) (.)

where η is the learning rate. If j is an output neuron, δj is given by δj = (dj−yj)f
′(netj),

where netj is the weighted sum of the inputs of the neuron and f ′(.) is the partial
derivative of the activation function with respect to netj. On the other hand, if j is a
hidden neuron, δj is given by

δj = f ′(netj)
∑

l

∂lwlj

One of the problems of the back-propagation training algorithm is that the choice of
the learning rate η has an important effect on training performance. If this value is too
small, too many epochs are needed to reach an acceptable solution. On the other hand,
a large learning rate will possibly lead to oscillation, preventing the error to fall below a
certain value, that is, the minimum error can possibly not be reached. The best η value
depends on the problem.

A number of alternative training algorithms have been proposed in the literature
since back-propagation. This includes other algorithms also based on gradient-descent
that aim at accelerating training and/or not being dependent on the learning rate. Back-
propagation with momentum, QuickProp and Rprop are examples of improved gradient-
descent algorithms [BLC00, Hay98, RB93]. There are also a number of training algorithms
based on second order optimization, such as scale conjugate gradient and the Levenberg-
Marquadt [Hay98, Zel98]. Second order techniques generally find a better way to a (local)
minimum than first order techniques but at a higher computational cost.

The main problem of these traditional training techniques is the local minima problem
[WTT+04, BLC00, Hay98]. These algorithms were designed to find a minimum, which
is not guaranteed to be the global minimum. They often stop training at a local minima
of the error function and are thus unable to find the global minimum. More recently,
a number of works have tackled the local minima problem by using global optimization
techniques such as genetic algorithms [SM02, Yao99] or by modifying back-propagation
[WTT+04].

2.2.1.3 The Rprop Training Algorithm In this work, MLPs are trained by the
resilient back-propagation algorithm (Rprop) [RB93]. The Rprop is a local adaptive learn-
ing algorithm whose main idea consists in eliminating the harmful influence of the size
of the partial derivative on the weight update ∆wij(t). As a consequence, only the sign
of the derivative is considered to indicate the direction of the weight update. The size
of the weight change is exclusively determined by a weight-specific update value ∆ij de-
scribed below. In practical applications Rprop can train MLPs much faster than standard
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back-propagation. Moreover, the former training algorithm has a few parameters that do
not much influence results whereas the latter is strongly influenced by the value of the
learning rate.

In Rprop each weight of the neural network has its individual update value ∆ij. In
each training epoch, every weight is updated using

wij(t + 1) = wij(t) + ∆wij(t)

where ∆wij(t) is given by

∆wij(t) =


−∆ij(t), if ∂E(t)

∂wij
> 0

+∆ij(t), if ∂E(t)
∂wij

< 0

0, else

(.)

The update values ∆ij are adapted during training based on the local behavior of the
error function E, according to equation .. This equation can be interpreted as follows.
Every time the error partial derivative changes its sign (from consecutive epochs), the
update value is decreased by a factor η−. If the derivative maintains its sign, the update
value ∆ij is slightly increased by the factor η+ in order to accelerate convergence in
shallow regions.

∆ij(t) =


η+ ×∆ij(t− 1), if ∂E(t−1)

∂wij
× ∂E(t)

∂wij
> 0

η− ×∆ij(t− 1), if ∂E(t−1)
∂wij

× ∂E(t)
∂wij

< 0

∆ij(t− 1), else

(.)

The Rprop algorithm includes a number of parameters, but is has been shown that
their choice is rather uncritical, that is, the network performance and training time only
slightly depends on the values of the parameters. Thus, the use of the default values
of these parameters is recommended [RB93]. At the beginning of training all update
values ∆ij are set to an initial value ∆0. There are also two parameters for restricting
the upper and lower limits for the update values. These parameters are ∆max and ∆min.
The default values for these parameters are ∆0 = 0.1, ∆max = 50.0 and ∆min = 10−6. It
has been shown that good choices for the increase and decrease factors of equation .
are η+ = 1.2 and η− = 0.5, respectively [RB93].

2.2.1.4 Criteria for Stopping Training The generalization performance of a classi-
fier is very important in practical applications. Generalization is the ability of a classifier
to correctly classify patterns that were not used for training. If an MLP is trained for
an excessive number of epochs the network can simply “memorize” the training data,
which can result in poor generalization capabilities. This problem is called overfitting.
It is very difficult to set the number of epochs that should be used for training an MLP
for a given problem. This number is also problem dependent like the learning rate of
back-propagation. A number of alternative criteria for stopping training were proposed
in order to overcome this difficulty.
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Figure 2.5. Typical behavior of validation set and training set errors during training

Early stopping is one of the most popular techniques used to avoid overfitting in
MLP training [Hay98, Pre94]. In this technique, the training data is divided into disjoint
training and validation sets. During training, the weights and bias of the neural network
are adjusted using only data from the training set. The performance of the network on
the validation set is computed periodically during training. This performance is used to
estimate the generalization performance of the network, since validation patterns are not
used for adjusting weights. The network is trained until the validation error reaches a
minimum. Typically, the error on the validation set decreases when training starts, but
then increases. This indicates that the network may be overfitting the training data.

A possible stopping criteria would be to stop training at the first increase of the
validation error. This, however, can make training stop sooner than desirable because
there may be oscillations on the validation error, as shown in figure 2.5. The GL5 criterion
from Proben1 [Pre94] was proposed to overcome this problem. This criterion is defined
as follows. Let Eopt(t) be the lowest validation set error (sum of squared errors - SSE
- on this set) obtained up to training epoch t. Let Eval(t) be the validation error at
epoch t. The generalization loss GL(t) at epoch t is defined as the relative increase of the
validation error with respect to the minimum Eopt(t). The GL(t) in percent is defined as:

GL(t) = 100×
(

Eval(t)

Eopt(t)
− 1

)

The GL5 stop criterion states that training stops when GL(t) > 5, that is, when the
validation error at epoch t is 5% above the minimum validation error obtained up to
epoch t.

A second criterion referred as the training progress criterion is also proposed in
Proben1 [Pre94]. The training progress Pk(t), measured in parts per thousand, is eval-
uated after a training strip k. A training strip of length k is a number of consecutive
epochs n + 1 · · ·n + k, where n is divisible by k. The training progress Pk measures how
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much the average training error during the strip is larger than the minimum training
error during the strip. The stopping criterion from Proben1 states that training must
stop when the training progress Pk < 0.1 per thousand. The training progress is given
by

Pk(t) = 1000×
( ∑

t′∈t−k+1···t Etr(t
′)

k mint′∈t−k+1···t Etr(t′)
− 1

)

where Etr(t
′) is the sum of squared errors on the training set at epoch t′. The training

progress criterion states that training must stop when the training error is not decreasing
significantly anymore. The training progress does not take validation error into account.
Proben1 proposes to use this criterion and the GL5 simultaneously.

For small datasets the use of training data exclusively for validation can mean loosing
important information for learning. In order to tackle this problem, a simple generaliza-
tion of the above method (also referred as simple validation), m-fold cross-validation, can
be used [DHS00]. In this technique, training data is divided into m disjoint sets of (ap-
proximately) equal size. Training is carried out m times. In each training instance, one of
the m subsets is reserved for testing and for the evaluation of generalization performance
(usually the sum of squared errors or the classification error on this set). The estimated
performance is the mean of these errors. This procedure can be used in conjunction with
any classifier. For MLPs trained with back-propagation, cross-validation can be used to
select the optimal learning rate and maximum number of training epochs to be used for
a given dataset.

2.2.1.5 The RpropMAP Training Algorithm The RpropMAP training algorithm
is also referred as Rprop with adaptive weight-decay. It is an extended version of the
Rprop algorithm that uses a weight-decay regularizer whose weighting parameter λ is
computed automatically within the Bayesian framework [Mac92a, Mac92b, Nab01, Zel98].
Weight decay is an heuristic method used to simplify a network and avoid overfitting.
It is found that in many practical cases this technique can improve generalization per-
formance [DHS00, Nab01, Hay98]. Weight decay is one of the methods based on the
idea of complexity regularization. In these techniques, the objective of training is not to
minimize the error, but to minimize the total risk, expressed as

R(−→w ) = Es(−→w ) + λEc(−→w ) (.)

where Es(−→w ) is the performance measure (training error), which depends on the network
and the training data, and Ec(−→w ) is a term used to penalize the complexity of the
classifier. The latter term depends only on the parameters of the classifier, which are the
weights in the case of neural networks. λ is referred as a regularization parameter. The
total risk presented above is based on Tikhnov’s theory of regularization [Hay98], which
is used as a base for a number of methods for simplifying neural networks, including
weight decay [Hay98].

Training with weight decay is very simple. During training, after each weight update,
every weight is decayed or shrunk according to wnew = λ × wold. Weight decay is used
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together with a number of training algorithms, including back-propagation and Rprop
[Zel98]. In practical applications the selection of λ may be troublesome. The RpropMAP
tackles this program by automatically computing this value using Bayesian methods.

The RpropMAP algorithm uses adaptive weight decay. In this case, the value of
the weighting parameter is adapted during training. In RpropMAP this is done by
using the MAP (maximum a posteriori) approach [DHS00, Mac92a, Mac92b, Nab01].
It is proved that Bayesian methods actually embody Occam’s razor automatically and
quantitatively [Mac92a]. Occam’s razor is the principle that states that unnecessarily
complex models should not preferred to simpler ones. Bayesian methods are used to
automatically compute λ, the regularization parameter of equation . [Mac92a]. These
methods can be used to select the best model to fit a given dataset. It is important
to stress that the method is general and therefore the model does not need to be a
neural network [Mac92a, Nab01]. The application of the method in conjunction with
back-propagation for training MLPs has been detailed in the literature [Mac92b].

RpropMAP assumes that the weights have a Gaussian distribution with zero mean
and variance 1/α and that the error also has a Gaussian distribution with zero mean and
variance 1/β [Nab01, Mac92b]. These hyper-parameters are estimated by maximizing the
evidence, which is the a posteriori probability of α and β. They are used to compute
λ = α/β. This is done periodically during training, for example, at every 50 epochs. At
these epochs α and β are re-estimated by αnew = W/

∑
w2

i and βnew = N/Es, where W
is the number of weights and N is the number of patterns.

A validation set is not needed for training MLPs with RpropMAP. This is an im-
portant advantage of the method because all training data can be effectively used for
training, that is, for adjusting the network weights and bias. In practical applications re-
sults are better when the initial guess of λ is good. This reduces the number of necessary
iterations as well as the probability of overfitting heavily in the initial epochs of training
[Zel98]. A good initial guess for λ can be obtained by using cross-validation techniques.

2.2.2 Radial Basis Functions Networks – RBFNs

Radial basis function networks (RBFNs) are among the most widely used neural
networks models, along with MLP networks [Hay98, BLC00, Nab01]. RBF networks
are widely used in classification, regression and time series forecasting. These networks
are normally much faster to train than MLPs, which can be an advantage in practical
applications. This neural network model behaves quite differently regarding classification
because its approach to separate class regions is very different from that of MLPs, as
explained below. Hence, the selection of one or the other of these classifiers for a given
dataset can sometimes be of great concern.

RBF networks are feedforward neural networks that usually have a single hidden layer.
There are no weights associated with the connections between the input and hidden layers.
The units of the hidden layer use radial basis functions (RBFs) instead of the sigmoidal
functions used in MLPs. RBFs are a special class of functions whose value decreases or
increases with respect to the distance to a central point. The commonest RBF employed
in these networks is the well known Gaussian function. When this function is used, each
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hidden unit computes its output Ri by

Ri(−→x ) = exp

(
−||
−→x −−→ri ||2

σ2
i

)
(.)

where −→x is the input vector, ||−→x −−→ri || is the Euclidian distance between the input vector
−→x and the Gaussian center −→ri , and σi is the Gaussian width.

Notice that instead of computing the internal product between the input vector and
the respective weights, as in MLPs, RBF hidden units compute the Euclidian distance
between the input vector and the Gaussian center and, next, compute their output by
using a Gaussian function. This is carried out in order to transform the non-linearly
separable problem into a linearly separable problem. In this way, the output layer of
the RBF network has to address a much simpler problem and therefore linear neurons
are usually employed in this layer. Hidden neurons are connected to output neurons by
weighted connections. Each linear output neuron computes its output f(−→x ) as

f(−→x ) =
m∑

i=1

Ai ×Ri(−→x ) (.)

where m is the number of hidden RBFs and Ai is the weight of connection i.
The justification for the operation of RBF networks can be found in Cover’s separa-

bility theorem [Hay98], which states that a non-linear pattern classification problem in a
high dimensionality space has greater probability of being linearly separable in this space
than in a low dimensionality one. RBF neural networks usually have great numbers of
hidden units (when compared to MLPs) in order to increase the space dimensionality.
This is carried out in order to make the problem linearly separable in this novel space.
This idea is also employed in support vector machines, a recent class of powerful classifiers
[STC04, Hay98, A.03, MLH03].

RBF and MLP partition the training space in very different ways. This is due to
the different activation functions used in the hidden layer of these architectures. The
radial basis functions used by RBF networks group similar data in clusters and partition
training space by using closed regions. The left graphics of figure 2.6 illustrates such
partitioning for an RBF with four hidden units and a training set with three classes. On
the other hand, MLPs partition the training space using hyperplanes, as discussed before.
Thus, the same training space would be partitioned by an MLP with one hidden layer as
shown in the right graphics of figure 2.6.

A number of different techniques have been proposed for training RBF networks. Most
training methods have two phases: in the first phase the number of hidden units and their
parameters are determined. This is usually carried out by using unsupervised methods,
including k-means-clustering and the self-organizing map neural network (SOM) [BLC00].
In the second phase, the weights of the connections between hidden and output units are
adjusted. This phase can be done using a supervised error correction rule similar to that
used for training the perceptron. Other techniques for training RBF networks include
methods based on genetic algorithms [LCL03] and based on Kalman filtering [Sim02].

In this work, RBF networks are trained using the dynamic decay adjustment algo-
rithm (DDA), a constructive training algorithm for RBF [BD95] and probabilistic neural
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Figure 2.6. Comparing RBF to MLP partitioning of training data. Left: RBF, right: MLP.

networks (PNNs) [BD98]. This algorithm is shown to perform better than previous ones
on a number of datasets [BD95]. We also employ a number of extensions to RBF-DDA
introduced in chapter 4 of this thesis for training RBF networks for novelty detection in
time series.

2.2.2.1 The Dynamic Decay Adjustment Algorithm (DDA) The DDA algo-
rithm is a very fast constructive training algorithm for RBF and probabilistic neural
networks (PNNs) [BD95, BD98, HM98, LSP+96]. In most problems training is fin-
ished in only four to five epochs. This algorithm was inspired by an older construc-
tive training algorithm called RCE (Restricted Coulomb Energy) [Hud92]. Experimen-
tal results have shown that DDA outperforms RCE and other training algorithms for
RBF networks in a number classification tasks [BD95]. The DDA algorithm was also
adapted to be used for training TDRBF (Time Delay RBF networks). TDRBF adds
temporal processing to RBFs and are used in speech recognition and other applications
[Ber94, VHB02, HB02, HB98]. The advantages of RBF-DDA have motivated its imple-
mentation in hardware [LSP+96, HM98, KS02]. In addition, extensions to the method
have been recently proposed in the literature [Pae04, ONM04c, ONM04b, OMNM04].
A recent extension to DDA, referred under the name of RBF-DDA-T, was proposed in
the literature aiming to reduce the complexity of the networks built by DDA [Pae04].
This thesis also introduces four different methods for improving RBF-DDA performance
[ONM04c, ONM04b, OMNM04] (see chapter 4).

An RBF trained by DDA is referred as RBF-DDA. Figure 2.7 depicts a typical RBF-
DDA architecture. The number of units in the input layer represent the dimensionality of
the input space. The input layer is fully connected to the hidden layer. RBF-DDAs have
a single hidden layer. The number of hidden units is automatically determined during
training. Hidden units use Gaussian activation functions. RBF-DDA uses 1-of-n coding
in the output layer, with each unit of this layer representing a class. Classification uses a
winner-takes-all approach, whereby the unit with the highest activation gives the class.
Each hidden unit is connected to exactly one output unit. Each of these connections has
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Figure 2.7. RBF-DDA neural network architecture

a weight Ai. Output units uses linear activation functions with values computed by

f(−→x ) =
m∑

i=1

Ai ×Ri(−→x ) (.)

where m is the number of RBFs connected to that output.
The DDA training algorithm is constructive, starting with an empty hidden layer,

with units being added to it as needed. The centers of RBFs, −→ri , and their widths, σi are
determined by DDA during training. The values of the weights of connections between
hidden and output layers are also given by the DDA algorithm.

The DDA algorithm relies on two parameters in order to decide about the introduction
of new prototypes (RBF units) in the networks. One of these parameters is a positive
threshold (θ+), which must be overtaken by an activation of a prototype of the same
class so that no new prototype is added. The other is a negative threshold (θ−), which
is the upper limit for the activation of conflicting classes [BD95, BD98]. The use of
two thresholds results in improved classification in areas where the algorithm did not
introduce new prototypes. An example is depicted in figure 2.8. In this example, a new
input pattern of class B correctly results in activations above the positive threshold for
the correct class B and below the negative threshold for conflicting class A.

A trained RBF-DDA network holds the following two equations for every training
pattern −→x of class c [BD95, BD98]:

∃i : Rc
i (
−→x ) ≥ θ+ (.)
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Figure 2.8. Classification of a new pattern of class B by an RBF-DDA network

∀k 6= c, 1 ≤ j ≤ mk : Rk
j < θ− (.)

Notice that the above conditions do not guarantee the correct classification of all
training patterns, because they hold for hidden units, not for output units.

The DDA algorithm for one training epoch is shown in algorithm 1 [BD95]. This
algorithm is executed until no changes in the parameters values (number of hidden units
and their respective parameters and weights values) are detected. This usually takes place
in only four to five epochs [BD95]. This natural stopping criterion leads to networks that
naturally avoid overfitting training data [BD95, BD98]. Notice that, in each epoch, the
algorithm starts by setting all weights to zero because otherwise they would accumulate
duplicate information about training patterns.

During training, the DDA algorithm creates a new prototype for a given training
pattern −→x only if there is no prototype of the same class in the network whose output
Ri(−→x ) ≥ θ+. Otherwise, the algorithm only increments the weight Ai of the connection
associated with one of the RBFs (of the same class of the training pattern) which gives
Ri(−→x ) ≥ θ+ (step 3 of algorithm 1). When a new prototype is introduced in the network,
its center will have the value of the training vector −→x and the weight of its connection
to the output layer is set to 1 (step 4 of algorithm 1). The width of the Gaussian will
be chosen in such a way that the outputs produced by the new prototype for existing
prototypes of conflicting classes is smaller than θ− (step 5 of algorithm 1). Finally, there
is a shrink phase, in which the widths of conflicting prototypes are adjusted to produce
output values smaller than θ− for the training pattern −→x (step 6 of algorithm 1).

Figure 2.9 presents a small example of the DDA algorithm in action. The first pattern
from the training set is from class A. The DDA algorithm creates a prototype (RBF)
centered on this pattern, as shown in (1). The next pattern is from class B, as shown in
(2). This leads to the introduction of a new prototype for class B and also to shrinking
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1: // reset weights:
FORALL prototypes pk

i DO
Ak

i = 0.0
ENDFOR
2: // train one complete epoch
FORALL training pattern (−→x , c) DO

IF ∃pc
i : Rc

i (
−→x ) ≥ θ+ THEN

3: // sample covered by existing neuron of the same class
Ac

i+ = 1.0
ELSE

4: // “commit”: introduce new prototype
add new prototype pc

mc+1 with:
−→r c

mc+1 = −→x
Ac

mc+1 = 1.0
mc+ = 1

5: // adapt radii
σc

mc+1 = maxk 6=c∧1≤j≤mk
{σ : Rc

mc+1(
−→r k

j ) < θ−}
ENDIF

6: // “shrink”: adjust conflicting prototypes
FORALL k 6= c, 1 ≤ j ≤ mk DO

σk
j = max{σ : Rk

j (
−→x ) < θ− }

ENDFOR
ENDFOR

Algorithm 1. DDA algorithm for RBF training
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the previous class A prototype. In (3) the third training pattern, also from class B,
is presented. The DDA does not introduce a new prototype since there is already a
prototype whose output for this new pattern is greater than θ+. Nevertheless, shrinking
the prototype of class A is needed because otherwise it would produce an output value
greater than θ− for a pattern of class B. Finally, in (4) a new prototype for class A is
introduced because the output of the existing prototype of this class is smaller than θ+

for the fourth training pattern.
Experimental results using some datasets have shown that the generalization perfor-

mance of RBF-DDA depends only slightly on the values of the parameters θ+ and θ−.
This has lead Berthold and Diamond, who proposed DDA for RBF and PNN, to be-
lieve that these parameters were not critical for classification performance [BD95, BD98].
Therefore, they recommend using the default values of these parameters, θ+ = 0.4 and
θ− = 0.1 (for RBF-DDA) [BD95] or θ− = 0.2 (for PNN-DDA) [BD98] for any dataset.
We have observed, however, that for some important datasets, such as image recogni-
tion ones, smaller values of θ− lead to a considerable improvement in performance. This
has motivated the proposal of methods for improving RBF-DDA performance. These
methods are introduced in chapter 4 of this thesis.

2.2.2.2 RBF-DDA-T: A Method for Reducing the Number of Hidden Units
of RBF-DDA RBF-DDA-T is a constructive training algorithm for RBF networks re-
cently proposed by Paetz [Pae04]. The algorithm is an extension of DDA and aims at
reducing the number of hidden neurons produced by DDA. Paetz argues that DDA intro-
duces too many neurons because many neurons are inserted for noisy, overlapping data or
for outliers. The idea of RBF-DDA-T consists in reducing the number of hidden neurons
through on-line pruning. RBF-DDA-T modifies the original DDA algorithm by pruning
neurons which are considered superfluous after each training epoch. [Pae04]. This is done
during training by marking neurons as temporary neurons as long as they do not cover
a sufficient number training patterns. After each training epoch temporary neurons are
pruned and their centers are not used anymore as training data in the following learning
epochs. The new algorithm with on-line pruning is called RBF-DDA with temporary
neurons (RBF-DDA-T) [Pae04].

The RBF-DDA-T algorithm for one training epoch is shown in algorithm 2. RBF-
DDA-T introduces a new parameter, νc, which is a threshold (per class) for marking a
neuron as temporary. However, this parameter was fixed for all classes in all experiments,
νc = 2. This means that to avoid pruning during training, a neuron must cover at least
two training patterns. RBF-DDA-T modifies the original RBF-DDA algorithm in steps
3 and 4 and introduces an additional step (step 7). Steps 1, 2, 5 and 6 are identical
to the original DDA algorithm. In RBF-DDA-T, a new prototype (neuron) introduced
in the network is marked as temporary, as shown in step 4 of the algorithm. Step 3 is
modified such that now if a neuron covers more than one training sample it is marked
as permanent. At the end of each training epoch, every neuron marked as temporary is
removed from the network (step 7 of the RBF-DDA-T algorithm).

Paetz reports a number of experiments using benchmark datasets from the UCI ma-
chine learning repository [BM98] as well as a medical dataset. He concluded that the
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Figure 2.9. Training with the DDA algorithm.
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1: // reset weights:
FORALL prototypes pk

i DO
Ak

i = 0.0
ENDFOR
2: // train one complete epoch
FORALL training pattern (−→x , c) DO

IF ∃pc
i : Rc

i (
−→x ) ≥ θ+ THEN

3: // sample covered by existing neuron of the same class
Ac

i+ = 1.0
IF Ac

i ≥ νc THEN
temp(pc

i) = FALSE // permanent neurons
ENDIF

ELSE
4: // “commit”: introduce new prototype

IF −→x /∈ OutlierList THEN
add new prototype pc

mc+1 with:
−→r c

mc+1 = −→x
Ac

mc+1 = 1.0
mc+ = 1

5: // adapt radii
σc

mc+1 = maxk 6=c∧1≤j≤mk
{σ : Rc

mc+1(
−→r k

j ) < θ−}
ENDIF

ENDIF
6: // “shrink”: adjust conflicting prototypes

FORALL k 6= c, 1 ≤ j ≤ mk DO
σk

j = max{σ : Rk
j (
−→x ) < θ− }

ENDFOR
ENDFOR
7: // delete neurons that are not recognized as permanent

FORALL neurons ps
i DO

IF temp(ps
i )=TRUE THEN

insert zs
i in OutlierList

delete neuron ps
i

ms = ms − 1
ENDIF

ENDFOR

Algorithm 2. RBF-DDA-T training algorithm for one epoch
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RBF-DDA-T algorithm clearly reduces the complexity of the networks. The number of
neurons in the datasets considered are reduced are reduced by 57.7% on average (up to
93.9% in the DNA dataset) [Pae04]. The reduction in complexity results in a slight degra-
dation in performance for some datasets and a slight improvement for others [Pae04]. It
is important to stress that RBF-DDA-T does not improve generalization performance
with respect to the original DDA algorithm.

Paetz has not investigated the influence of parameter θ− on the performance of his
algorithm. In all experiments reported, he used θ+ = 0.4, and θ− = 0.2 [Pae04], which are
the default values for PNN-DDA proposed by Berthold and Diamond [BD98]. This is an
important issue since we have observed that θ− considerably influences RBF-DDA perfor-
mance for some datasets (see chapter 4 of this thesis and [ONM04c, ONM04b, OMNM04]).
In chapter 4 of this thesis we investigate the influence of θ− on the performance of RBF-
DDA-T and conclude that smaller values unfortunately strongly degrades generalization
performance because of the strong pruning strategy adopted by RBF-DDA-T.

2.2.3 Committee Machines

Committee machines are a class of classifiers built by combining a number of individual
classifiers [Hay98, DHS00, A.W02]. There are a number of different ways to combine
classifiers. These ways fall into two categories: static structures and dynamic structures
[Hay98]. In the former case the outputs of the classifiers are combined by a mechanism
that does not involve the input signal. This category includes committee machines based
on ensemble mean and boosting. In dynamic structures, the input signal is involved in
the mechanism used to integrate the individual outputs of the classifiers. This category
includes mixture of experts and hierarchical mixture of experts. This work uses only
committee machines based on ensemble means and therefore this section presents only
this kind of committee machines.

The motivation for combining classifiers is to try to improve the overall classification
performance. For example, the weights of an MLP obtained by training depend on the
initial values used. Therefore, performance of an MLP depends on the initial values
of its weights. Hence, in experimental works the mean and standard deviation of the
performance measures, such as the classification error, should be reported. It is common
to perform such experiments from 10 to 30 times to obtain the means and standard
deviations.

An alternative consists in building a committee machine by combining these MLPs
trained with the same training set but with different initial weights. Ensemble means can
be used for this purpose. Suppose that an ensemble mean classifier is built by combining
n trained MLPs. It is important to stress that each MLP is trained individually and
independently. For each MLP j, suppose that the value of output i is yij. Given a
pattern p in the test set, the output i of the committee classifier built by ensemble
means is computed by summing the outputs of the individual MLPs, giving

∑n
j=1 yij.

Next, pattern p is classified by the committee machine according to the winner-takes-all
criterion [Hay98]. This procedure is carried out for each pattern in the test set, in order
to compute the classification error in this set. Experiments have shown that ensemble
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mean committee machines of MLPs can enhance classification performance in many cases
[Hay98].

Classifiers of different natures can also be combined using ensemble means [DHS00].
In this thesis, for example, we build ensemble classifiers by combining MLPs and RBF-
DDA (see chapter 5) [ONM04a]. This can improve performance with respect to individual
MLP or RBF classifiers in some problems because these classifiers partition the training
space in very different ways, as discussed before (and illustrated in figure 2.6).

In order to integrate the information given by MLP and RBF-DDA classifiers, it is
necessary initially to transform their results. This is needed because RBF-DDA outputs
can be greater than 1, because of the linear activation functions employed by output
neurons. On the other hand, MLPs with sigmoid logistic activation functions produce
outputs from 0 to 1. The softmax transformation is used for this purpose [DHS00]. Sup-
pose that the neural networks have o outputs. Firstly, the results of MLPs are combined
to form the MLP committee machine using ensemble means, as described previously.
Next, the softmax transformation

gi =
exp(yij)∑o

i=1 exp(yij)
(.)

is applied to each committee output i [DHS00]. The softmax transformation is also
applied independently to the outputs of the trained RBF-DDA. Finally, the softmax
transformed outputs of the MLP committee and those of the RBF-DDA are combined
to obtain an ensemble mean. This is done, for each output, simply by summing the
softmax transformed value produced by the MLP committee to the corresponding softmax
transformed value of RBF-DDA. Finally, the winner-takes-all criterion is applied for
classification of a given pattern.

2.3 SUPPORT VECTOR MACHINES

Support vector machines (SVMs) are a more recent class of feedforward networks
used for pattern classification, function approximation and time series forecasting [CV95,
Vap95, STC04, CST00, A.03, Hay98, A.W02, MSR+97]. SVMs consists in an imple-
mentation of the method of structural risk minimization [Vap95, Hay98]. The learning
algorithm of SVMs can be used to build a number of different learning machines, includ-
ing polynomial learning machines, RBFs and MLPs. The number of hidden units in all
of these cases is automatically determined by the SVM learning algorithm, which can be
an advantage in practical applications.

Figure 2.10 illustrates the hyperplane built by a support vector machine for the case of
a classification problem in two dimensions with two classes. This problem can be solved
by the perceptron, as discussed in section 2.2.1. The solution provided by the perceptron
depends on the initial values of the weights and bias. On the other hand, an SVM builds
an optimal hyperplane to separate training patterns for classes 1 and 2, as shown in figure
2.10. The optimal hyperplane is the one that maximizes the margin of separation between
hyperplanes defined by the support vectors of each class. These vectors correspond to the
patterns that are nearest to the decision boundary and therefore are the most hard to
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Figure 2.10. The optimal hyperplane built by an SVM for linearly separable patterns

classify. Hence, they have a direct influence on the optimal localization of the hyperplane,
as illustrated in figure 2.10.

In order to use an SVM for non-linearly separable classification problems it is neces-
sary firstly to carry out a non-linear mapping to a feature space of high dimensionality.
This is done because Cover’s separability theorem, already commented in section 2.2.2,
states that a non-linear pattern classification problem in a high dimensionality space has
greater probability of being linearly separable in this space than in a low dimensionality
space [Hay98]. The optimal hyperplane is then built in the feature space of higher dimen-
sionality. Notice that this procedure does not guarantee that the error on the training
set will be zero. The objective of SVMs is to minimize the error on the training set and,
at the same time, control the complexity of the model via a regularization term similar
to that of the RpropMAP (see section 2.2.1). The optimal hyperplane is found by using
the method of Lagrange multipliers [STC04, CST00, Hay98].

Despite its popularity in the machine learning and pattern recognition communities,
a recent study has shown that simpler methods, such as k-NN and neural networks, can
achieve performance comparable to or even better than SVMs in some classification and
regression problems [MLH03].

The main idea of support vector machines is to built optimal hyperplanes - that
is, hyperplanes that maximize the margin of separation of classes - in order to separate
training patterns of different classes. This was illustrated for the two classes case in figure
2.10. An SVM minimizes the first equation below subject to the condition specified in
the second equation

min
w,b,ξ

1

2
wT w + C

l∑
i=1

ξi

subject to yi(w
T φ(xi) + b) ≥ 1− ξi, (.)
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ξi ≥ 0.

The training vectors xi are mapped into a higher (maybe infinite) dimensional space
by the function φ. Then SVM finds a linear separating hyperplane with the maximal
margin in this higher dimensional space. A kernel K(−→x ,−→y ) is an inner product in some
feature space, K(−→x ,−→y ) = φT (−→x )φ(−→y ). A number of kernels have been proposed in the
literature [STC04, CST00, A.03, A.W02]. In this work we use the radial basis function
(RBF) kernel, which is the kernel used more frequently. The kernel function K(xi, xj) in
an RBF kernel is given by K(xi, xj) = exp(−γ||xi − xj||2), γ > 0.

SVMs with RBF kernels have two parameters, namely, C, the penalty parameter of
the error term (C > 0) and γ, the width of the RBF kernels. These parameters have
great influence on performance and therefore their values must be carefully selected for
a given problem. In this work, model selection is carried out by 5-fold cross-validation
on training data. A grid search procedure on C and γ is performed, whereby pairs of
(C, γ) are tried and the one with the best cross-validation accuracy is selected [HCL04]. A
practical method for identifying good parameters consists in trying exponentially growing
sequences of C and γ. In the experiments carried out in this thesis with SVMs, the
sequence used was C = 2−5, 2−3, · · · , 215, and γ = 2−15, 2−13, · · · , 23 [HCL04].

2.4 TIME SERIES FORECASTING

This section reviews some techniques used for forecasting time series. Initially two
of the so-called classical techniques are briefly presented, namely, exponential smoothing
and ARIMA. Next, two neural networks architectures that can be used for time series
forecasting are presented: multi-layer perceptrons (MLPs) and Elman networks.

2.4.1 Classical Techniques

2.4.1.1 Exponential Smoothing Exponential smoothing is a simple forecasting
technique originating for moving averages. Despite its simplicity, this technique can
achieve good results for some time series [Cha89]. In moving averages, the value of
the time series at time t + 1 is predicted as the average of the previous w values of
the series. For example, for w = 3, given a time series x1 · · ·xl, xl+1 is predicted by
x̂l+1 = (xl−2 + xl−1 + xl)/3. In practice the data points closer to l + 1 can have greater
influence on xl+1. Therefore, the weighted moving averages is more reliable. In this case,
xl+1 is predicted by x̂l+1 = (w1xl−2 + w2xl−1 + w3xl)/3

Exponential smoothing is a kind of weighted moving average. The original exponential
smoothing – referred as simple exponential smoothing or single exponential smoothing
– assumes that the means of the time series varies slowly in time. In single exponential
smoothing, the original time series x1 · · ·xl is used to build a smoothed version of it,
S2 · · ·Sl. The smoothed time series is obtained by

St = α× xt + (1− α)× St−1 (.)

where 0 < α ≤ 1, and t ≥ 3. α is referred as the smoothing constant [Cha89]. Notice that
the smoothed series does not has the first value, S1. The smoothed time series is used to
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forecast the value of the original series in time l + 1, that is, x̂l+1 = Sl+1.
The choice of the initial value of the smoothed series S2 can affect prediction perfor-

mance. There are a number of alternatives for choosing S2, including setting S2 = x1.
Another common alternative consists in using the average of the first four to five obser-
vations of the original series as the value of S2.

The value of α can also greatly influence prediction performance. The optimal value
of α depends on the time series. Given a time series, one should select the value of α
that minimizes the mean squared error (MSE) on the known time series data points. One
of the techniques commonly used for this purpose consists in a trial-and-error method.
This is an iterative procedure beginning with a range of α between 0.1 and 0.9. The best
initial choice for α is determined – minimizing the MSE – and next a more refined search
can be carried out between α− δ and α+ δ. This procedure can be repeated perhaps one
more time in order to find the best α to 3 decimal places. Alternatively, a more powerful
optimization technique such as the Marquardt algorithm can be used to find the optimal
α. This is a nonlinear optimizer that minimizes the sum of squares of residuals.

There are also variations of exponential smoothing for time series with a trend (re-
ferred as double exponential smoothing) as well as for time series with both trend and
seasonality (referred as triple exponential smoothing). In the former variation, there is a
second equation with a second parameter γ that deals with trends. The triple exponen-
tial smoothing introduces also a third equation with a third parameter β to take care of
seasonality.

2.4.1.2 ARIMA Auto-Regressive Integrated Moving Average (ARIMA) time series
models consist in a general class of linear models that are widely used in modeling and
forecasting time series [BJ76, Cha89, Mas95]. ARIMA(p, d, q) models combine an au-
toregressive part AR(p), an integrating part I(d), and a moving average part MA(q). An
autoregressive model of a time series xt (AR(p)) assumes that the current value of the
series is equal to a weighted average of a finite number of previous values, plus a constant
offset ξ, plus a random noise term, at. The AR(p) model is expressed in equation ..

xt = ξ + φ1 × xt−1 + φ2 × xt−2 + φ3 × xt−3 + · · ·+ at (.)

The MA(q) part of the model states that the the current value of a time series is equal
to a weighted sum of a finite number of previous random noise terms (at−1, at−2, · · · , at−n),
plus a constant offset, plus the current value of the random noise, at. This is expressed in
equation .. By definition, the noise terms are identically distributed and are assumed
to have zero mean and finite variance.

xt = ξ + θ1 × at−1 + θ2 × at−2 + θ3 × at−3 + · · ·+ at (.)

The autoregressive part (AR) together with the moving average part (MA) of ARIMA
form a class of models known as ARMA(p, q). The number of AR terms (not counting
the constant offset) is traditionally called p, and the number of MA terms is traditionally
called q. Thus, for example, an ARMA(2,1) model would make use of the prior two values
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of the series and one prior value of the random noise. These models are adequate only
for stationary time series.

A time series is said to be strictly stationary if its statistical distribution does not
change across time. Given m samples of a time series made at times t1 through tm, not
necessarily contiguous times. The time series is strictly stationary if the joint probability
density function of those m samples is identical to the joint distribution of another m
samples taken at times t1 + k to tm + k. This must be true for all choices of m and k, as
well as choices of the m relative sample times.

If the time series is not stationary, it must be made stationary before using an ARMA
model. After forecasting, the reverse operation must be done in order to obtain forecasts
of the original time series. Differencing is the most common way of making a non-
stationary series stationary. It is a very simple operation with the advantage that the
reverse operation, called integrating is also very simple. Given a time series {x1, . . . , xN},
a differenced time series {y2, . . . , yN} is formed by yt = xt−xt−1. Note that the differenced
time series does not have the first data point. For some time series, differencing must
be carried out two times in order to obtain a stationary series. A third differentiation is
rarely needed to achieve stationarity [Mas95].

The process of differencing a given time series d times, fitting an ARMA model, then
integrating d times to return to the original domain, is often referred as ARIMA(p, q, d)
[BJ76]. There are a number of methods for computing the optimal values of p, q, and
d as well as for adjusting the weights of the AR and MA terms (φi’s and θi’s). For
details, see [BJ76, Mas95, Cha89]. ARIMA techniques give accurate predictions for a
number of time series. However, recent studies suggest that these techniques have reached
their limitations in applications with nonlinearities in the data set such as stock indices
[RZF94, YT00, ZPH98].

2.4.2 Neural Networks Techniques

2.4.2.1 Multi-Layer Perceptrons – MLPs Multi-layer perceptron neural networks
have also been applied successfully to time series forecasting [Hay98, YT00, Mas95]. This
architecture outperforms classical techniques in some kinds of time series because this is
a non-linear model since it uses non-linear activation functions. This feature can help
provide more accurate predictions for some kinds of time series [ZPH98, RZF94, Hay98,
YT00, Mas95, KLSK96, Wan94]. This is particularly true if the time series under analysis
is generated by a non-linear process. In fact, real world system are often non-linear and
thus it is unreasonable to assume a priori that a given time series was generated from a
linear process [ZPH98].

MLPs can be used both for univariate or multi-variate time series forecasting. In the
former case, the network receives past values of the time series as inputs and provides
forecasts of this time series. In the latter case, the MLP receives more than one time
series as inputs and can therefore produce one prediction for each input time series, at
the same time. This may be useful when there are a number of different time series and
they influence each other. This may happen, for example, with accountancy time series
[Kos00].
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Figure 2.11. MLP network architecture for time series forecasting

This thesis addresses only the problem of univariate time series forecasting. An MLP
used for this purpose is depicted in figure 2.11. The number of inputs of the network n
correspond to the window size w. Usually one or two hidden layers are used. The units
in these layers can use sigmoid logistic or hyperbolic tangent activations functions, in
order to introduce non-linearities. There is only one output unit in this case. This unit
provides the forecast value. A linear activation function is used in the output unit because
this activation function does not limit the values of outputs. Recall that sigmoid logistic
activation function produces outputs from 0 to 1. This is not a problem for classification
tasks but can degrade performance in time series prediction applications.

A fixed window size w must be chosen in order to use MLPs for time series forecasting.
If the time series has l data points then the pattern set with window size w will have
l− w patterns. Each pattern will have w attributes and one output. For example, if the
network has three inputs (window size w = 3) and the time series has 10 data points,
7 patterns will be generated in order to train and test the network. The first pattern is
formed by the four first data points. The second pattern will by formed by sliding the
window by one and taking the next four data points. This is done to obtain all patterns.
Table 2.1 shows the pattern set generated from the time series yt in this case.

The pattern set should be divided into training and test sets. The test set is used
to evaluated the generalization performance of the network. Early stopping can also be
used together with the GL5 criterion to train MLPs for time series forecasting. In this
case, the training data must be divided in order to build training and validation sets.

The window size and the number of hidden units can have great impact on the pre-
diction accuracy of the network [ZPH98]. These parameters can be determined by simple
validation or cross-validation. Networks with small number of hidden units may not have
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Inputs Output
y1 y2 y3 y4

y2 y3 y4 y5

y3 y4 y5 y6

y4 y5 y6 y7

y5 y6 y7 y8

y6 y7 y8 y9

y7 y8 y9 y10

Table 2.1. Pattern set generated from time series yt for training a neural network for forecasting.

the necessary number of parameters for successful prediction of a given series. On the
other hand an excessive number of hidden units can lead to overfitting as in classifi-
cation problems. Techniques for the optimization of the network architecture such as
evolutionary computing can also be applied to improve time series forecasting [YL97].

In the example above with a time series with l = 10 data points and w = 3, suppose
the network is trained with the first 5 patterns and tested with the last 2 patterns. This
network can be used directly to forecast the value of the 11th data point of the time
series. This is called short term forecasting. In some applications, however, long term
forecasting may be needed. In this case, one needs to forecast values beyond the 11th.
For example, a company may need to forecast the monthly values of its sales 12 months
ahead. Long term forecasting is much more difficult than short term forecasting and the
results are usually worse, as expected. In order to carry out long term forecasting with
MLPs, estimated values of some or all input data points are needed. For example, in
order to forecast data point y12 with window size w = 3, one needs the values y9, y10 and
y11 but y11 is not known. A solution to this problem is to use the value predicted by the
network ŷ11. This introduces an additional imprecision in the forecasting process and can
lead to more inaccurate forecasting [ZPH98].

The MLP is a kind of focused TLFN (Time Lagged Feedforward Network), because
the temporal processing is located only in the network input. This limits the use of this
architecture to stationary time series [Hay98, Mas95]. Stationary time series are those
whose statistics do not vary with time. In order to forecast non-stationary time series with
MLPs, the time series must be transformed into a stationary time series. Differencing is
the most widely transformation used for this purpose [Mas95, Cha89] as discussed before.

There are more advanced neural networks architectures. One of them is the FIR
neural neural network, a distributed TLFN [Wan94]. This network won the Santa Fe time
series forecasting contest [WG94]. FIR neural networks are feedforward networks with all
connections substituted by FIR (finite impulse response) filters of order p [Wan94, Hay98].
This network can be used to predicted directly non-stationary time series. Recurrent
neural networks are also very powerful for time series forecasting. Examples include
the Jordan and Elman partially recurrent neural networks [Hay98, BLC00, Elm90]. The
latter is discussed below.



2.4 time series forecasting 39

...

Σ
...

...

−1z

−1z

...
−1z

y2x

x
1

xn

Inputs

Context units

Figure 2.12. Elman neural network architecture for time series forecasting

2.4.2.2 Elman Networks Elman neural networks are partially neural networks de-
signed for temporal processing [Elm90, Hay98, BLC00, KLSK96]. This architecture can
improve forecasting performance because it introduces a number of context units in a
context layer. Context units consists of unitary delay. They save the output values of
hidden units for a time step an then feedback these values for input units. In this way, the
hidden units have their previous outputs registered. This enables the network to learn
tasks that extends in time.

The architecture of an Elman network for time series forecasting is depicted in figure
2.12. The network consists of an input layer whose number of units correspond to the
window size w. There is usually a single hidden layer whose number of units can have
great influence on performance. The activation functions of hidden units are sigmoidal
functions. The output layer has a single unit that gives the prediction. The activation
function of this unit is linear for the same reason of MLPs.

The pattern sets for training and test Elman networks are generated as for MLP neural
networks. The training algorithms for MLPs were adapted for training Elman networks
as well as other recurrent networks. There are versions of back-propagation and Rprop
for training Elman networks [Zel98]. There are also training algorithms based on Kalman
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filters [Hay98]. The early stopping technique can also be used to avoid overfitting during
Elman network training. The number of hidden units and the window size w can also be
optimized by simple validation or cross-validation.

2.5 CONCLUSIONS

In this chapter a number of classification and time series forecasting techniques were
reviewed. This chapter has provided some background information on these techniques
because they are used to build the novelty detection methods proposed in this work.

Two neural networks architectures commonly used for classification have been pre-
sented: multi-layer perceptrons (MLPs) and radial basis functions networks (RBFNs). A
number of different algorithms for training these networks were also presented. Particular
emphasis was given to the dynamic decay adjustment algorithm (DDA) for constructive
training of RBF networks. The RBF-DDA-T, a recent extension to DDA proposed to
reduce its number of hidden units, was also reviewed. A more detailed discussion of DDA
was provided because this thesis also contributes with four methods for improving the
performance of this algorithm in classification tasks. These methods are introduced in
chapter 4.

This chapter has also briefly reviewed Support Vector Machines (SVMs) for classifica-
tion tasks, a recent technique which has achieved outstanding performance in a number
of classification tasks.

This chapter has also presented a brief overview of two classical time series forecasting
techniques, namely, exponential smoothing and ARIMA. A more detailed overview of two
neural networks architecture for time series forecasting – MLP and Elman networks – was
provided, since these architecture are used later in this thesis in conjunction with time
series novelty detection methods.

The classification techniques presented here can be used to build novelty detection
algorithms for both classification tasks and time series. The time series forecasting tech-
niques are used by time series novelty detection algorithms, such as those introduced in
chapter 6. A number of such novelty detection algorithms reported in the literature are
discussed in the next chapter.



CHAPTER 3

NOVELTY DETECTION METHODS

3.1 INTRODUCTION

This chapter reviews a number of novelty detection methods for both classification
problems and time series. The detection of novelties, also referred as anomalies or spurious
patterns, is a very important issue in many classification problems. For example, in an
optical character recognition application the detection of spurious patterns, that is, input
signals that do not correspond to any character in the training set, can be as important
as the classification accuracy.

There are a number of methods for novelty detection in classification problems based
on statistical techniques and neural networks. Different neural network architectures are
used for this purpose, including feedforward networks, such as MLP and RBF, and un-
supervised trained architectures such as SOM and ART networks [MS03b]. This chapter
reviews only novelty detection methods based on feedforward neural networks, since these
are the models used in the novelty detection methods proposed in chapter 5 of this thesis.
Recent surveys are available in the literature concerning statistical methods [MS03a] and
neural networks [MS03b] for novelty detection in classification tasks.

This chapter also discusses methods for the detection of novelties in time series. They
are very important because many systems can be modeled by time series. Therefore,
techniques can be designed to learn the normal behavior of the systems based on their
time series. Later, the novelty detection systems could be used to alarm whenever an
unexpected behavior takes place. This is carried out by continuously monitoring the
time series. A number of techniques based on both forecasting and classification have
been proposed for detecting novelties in time series. Applications of these techniques
include machine failure detection, noise detection in signal processing, patient’s condition
monitoring, and fraud detection in financial systems.

Forecasting based time series novelty detection is one of the most straightforward
methods. The past behavior of the system is supposed to represent its normal behavior
and is used to train a forecasting system. This system is used subsequently to predict
future values of the series. An alarm is issued whenever the difference between predicted
and observed values exceeds a pre-defined threshold. This technique has been used on
fraud detection in accountancy [Kos00, Kos03] and payroll [OABS03] auditing. The
definition of the value for the threshold is the main difficulty of the methods based on
forecasting [ONM04e].

As an alternative to forecasting-based novelty detection, a number of different meth-
ods based on classification have been proposed in the literature. This chapter reviews
recent techniques based on artificial immune systems [DF96, GD02, GDK02], wavelets
[STZ00], Markov models [KLC02], and one-class support vector machines [MP03]. These
techniques classify a given time series window into normal or abnormal. They are not
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able to detect novelty in a single data point from a time series. This can be done only
by forecasting-based methods.

3.2 NOVELTY DETECTION IN CLASSIFICATION TASKS

This section reviews some methods for novelty detection in classification tasks. This
task is also often referred as rejection of spurious patterns. Ideally, a trained neural
network should classify only patterns belonging to classes available during the training
phases. Random patterns (also called spurious patterns) and patterns from classes not
available during training should be rejected by the network. The rejection of spurious
patterns is a very important issue to be taken into account in the design of classifiers.

The standard MLP network is a very popular and successful classifier. It achieves
good generalization performance on a number of tasks with respect to the classification
of patterns of valid classes, that is, of classes available in the training sets. On the other
hand, MLPs are unreliable with respect to the rejection of spurious patterns. These
networks can accept as valid patterns with completely random appearance.

The reason for the acceptance of spurious patterns by standard MLPs is that these
networks solve a classification problem by creating open decision regions in input space,
as discussed in chapter 2 and illustrated in figure 2.6. On the other hand, RBF net-
works create closed partitions of the input space as discussed in the same chapter and
illustrated also in figure 2.6. RBFs have the additional advantage of being much faster
to train then MLPs. On the other hand, MLPs use much less hidden units and offer
a better generalization performance than RBFs for a number of problems. The open
decision regions created by MLPs explain its superior performance in some classification
problems. This has motivated the investigation of a number of methods for improving the
spurious pattern rejection ability of MLPs without much degradation of its classification
performance.

An MLP network with sigmoid logistic functions produces outputs in the range [0, 1].
One of the most popular approaches for classification with this network is the winner-
takes-all, whereby the class is given by the output neuron that produced the highest
output (see chapter 2). The problem with this method is that all input patterns are
classified, that is, there is no rejection. This is so even when an RBF network is used.
A more refined classification decision method classifies a given input pattern with a
confidence level imposed at the network’s output. A pattern is classified as belonging
to a class if the associated output (in the range [0,1]) for that class exceeds that of the
others by a chosen confidence level; otherwise, the pattern is rejected.

The results of a handwritten recognition experiment illustrate the differences between
MLP and RBF networks with respect to their spurious rejection abilities. In these ex-
periments the networks were trained using a dataset of 1000 handwritten digits [Vas95].
The trained networks were tested on an independent set of 2000 digits. In addition, a
second dataset with 7800 handwritten alphabetic letters was used to test the ability of the
networks in rejecting patterns not belonging to the training classes. The results showed
that the spurious pattern rejection performance of standard MLPs is indeed very poor.
For example, for a 0.45 confidence level, the network was able to reject only 46% of the
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entire letters dataset. On the other hand, an RBF network was able to reject 82% of
these spurious patterns using the same confidence level for the classification decision.
Nonetheless, the MLP generalization performance measured on the second digits dataset
was much better than that of the RBF. The former network classified correctly 80.8%
of the patterns whereas the latter classified correctly only 66.7% of the patterns in the
test set. In both cases a 0.45 confidence level for the classification decision was used.
For other values of the confidence level the same qualitative results were also observed,
namely, RBF outperforms MLP regarding the rejection of spurious patterns but obtains
worse classification performance.

Due to its advantages over RBFs in some aspects, mechanisms were investigated
for improving MLPs with respect to the rejection of spurious patterns. Some of these
mechanisms are reviewed below. The three first could also be considered for use in
conjunction with RBF networks.

3.2.1 Negative Training

The negative training approach consists in training the network with an augmented
training set which has the original training patterns plus a number of negative samples
[LK89, SM92, Vas95]. This was one of the first methods proposed for improving MLPs
with respect to the rejection of spurious patterns. There are basically two ways to repre-
sent negative samples in the MLP network. The first consists in adding an output unit
associated with negative samples. The second maintains the network architecture and
trains the network by mapping negative samples to the null output vector, that is, null
output in all output units. The idea of the method is to create an attractor in the input
space so that when another random pattern (novelty) is presented to the network after
training it is expected that this random pattern be classified as random (novelty) instead
of as a valid member of a training class.

If the negative samples are carefully chosen, it is shown that the effect of the method
is to make MLPs generate close regions in the training space instead of the standard
open regions that it generates without them [Vas95]. This happens only if the negative
samples are selected surrounding the training classes. In this case, the network will have
the information necessary to generate closed regions around the valid training classes.
The problem is that in practical applications it is very difficult to select those desirable
negative samples. Instead, it is common to use a large number of random negative
samples. Some experiments have indicated that this can sometimes lead to improved
rejection performance but in other cases this improvement does not takes place.

In the handwritten recognition experiments mentioned before, the negative training
approach lead to variable performance improvements over MLP without negative samples
for different confidence levels [Vas95]. For example, for a confidence level of 0.15 the letters
rejection rate was improved by 11%, for a confidence level of 0.55 the improvement was by
5%, whereas for a confidence level of 0.65 there was a small decrease in the rejection rate.
In addition, a small degradation in the performance of digit recognition was introduced
by the negative training approach. The degradation in digit recognition performance
happened for low confidence levels and was 1.8% on average. On the other hand, for the
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0.65 confidence level there was an increase in digit recognition performance by around
6%.

A more recent work in the area of scene analysis has proposed a novel method for
generating negative samples for novelty detection [SM04]. This method tries to generate
better distributed negative samples, aiming at improving performance of the negative
training approach. It is applied to a scene analysis problem, yet Singh and Markou
argue that the method is generic and can improve negative training performance in other
problems as well [SM04].

The proposed method trains the MLP network by assigning negative samples to the
null output vector. After training, a pattern is rejected if the values produced by all
output units are smaller than 0.5. Negative samples are generated as follows [SM04]:

• Find the range of each attribute per class. Define a new range to create a space to
be used for generating the negative samples. The new range is defined as (µ− 2.5 ∗
σ, µ+2.5∗σ), where µ and σ are the mean and standard deviation of the attribute.

• Generate a large number of negative samples within the newly created ranges on
each attribute and remove those samples that lie within the distributions of known
classes.

• A density thinning procedure is carried out in order to achieve a more homogeneous
spread of negative samples. In this procedure, each negative sample is considered
in turn and all other negative samples within a hypersphere of predefined size are
removed.

3.2.2 Combined MLP and Parzen Window Approach

Another possible approach for improving MLP spurious pattern rejection performance
is based on the estimation of the probability density of training data [Bis94]. This can
be done by using both parametric and non-parametric techniques. The goal of an MLP
training is to find a good approximation to the regression by minimization of a sum of
squared errors defined over a finite training set, as discussed in chapter 2. This approx-
imation will be more accurate in regions of the input space where the density is high,
since only then does the error function penalize the network mapping if it differs from
the regression. After training, if a given input pattern falls in a region of high density
then the network is effectively interpolating between training data points and the network
performance is expected to be good. On the other hand, if the input pattern falls in a low
density region, then the input data should be rejected because the network could easily
generate erroneous outputs.

The proposed procedure for novelty detection is then to compute an estimate p̂(−→x )
of the unknown density p(−→x ) by using the training patterns [Bis94]. Then, when the
network is in use, each new input pattern −→x is presented to the trained network and is
also used to compute p̂(−→x ). p̂(−→x ) gives a quantitative measure of the degree of novelty
of the input pattern. Smaller values of p̂(−→x ) indicate novelties. The Parzen window
non-parametric estimation technique [DHS00] was used for this purpose in some of the
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experiments [Bis94]. The author also discusses other alternatives for the estimation of
p(−→x ). The author states that it is important that density estimation be carried out on
the original input data, before any pre-processing [Bis94].

3.2.3 Guard Units Approaches

The guard units approaches were proposed to enhance the rejection performance of
MLP networks without the need of negative samples in the training phase [VFB93, Vas95].
There are two variations of this method, known as single guard units and multiple guard
units. In both cases, the guard units form an integrated architecture with the MLP. They
are used to provide a final “accept” or “reject” decision with respect to an input pattern
after the MLP classification decision is issued. If the guard units accept the input pattern
then it is classified according to the output of the MLP. Otherwise, the input pattern is
rejected.

In the single guard units approach there is one guard unit for each class of the training
set. Each guard unit is fully interconnected with the input layer and its output is used
by the final decision mechanism in order to accept or reject the input pattern. Each
connection between the input layer and the guard units has a weight. Training of the
guard units is independent from MLP training. It is a fast training that requires only a
single processing step over the entire training set. The weight of the guard unit associated
with class i is given by the mean of the training patterns from that class. After training,
the guard units operate by providing an output proportional to the similarity between
their weight vectors and the input pattern. Two variations were investigated in this
respect: the use of linear guard units and of Euclidean guard units [Vas95]. The former
variation operates by computing the inner product between the input and weight vectors
whereas the latter computes the Euclidian distance between these vectors, as in RBF
units.

Single guard units do not take into consideration situations where the training data is
not confined to a convex region of the pattern space. This has motivated the introduction
of the multiple guard units approach [Vas95]. In this case, there are more than one guard
unit per class. This allows a more refined representation of the areas in the input space
occupied be the training classes. Training in the multiple guard units approach starts
with the adoption of a single guard unit for each class and then, by performing a single
step over the entire training set, new guard units are added whenever the criterion of
similarity exceeds a pre-defined threshold. The value of the threshold controls the number
of clusters formed and consequently the number of guard units defined for each training
class.

Experiments carried out by using the already mentioned handwritten recognition
problem have shown that the multiple guard units approach with Euclidean distance
improved letter rejection performance with only small degradation in digit recognition
performance [Vas95]. These effects were observed for every confidence level considered.
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3.2.4 Alternative MLP Configurations

Modifications in the original MLP architecture were also investigated in order to im-
prove the spurious rejection performance of these networks without the need for negative
samples in the training phase [Vas95]. All of the modified MLP architectures try to
improve the rejection performance without degrading classification performance of valid
patterns. These architectures try to improve rejection performance by designing networks
that create more closed regions in the input pattern space instead of the open regions
generated by the standard MLP architecture. Four modified MLP architectures were
considered in that study: the paraboloidal MLP network, the normalized MLP networks,
MLPs with direct connections, and the Gaussian MLP network [Vas95]. The two last
MLP variations have achieved the best results.

The standard MLP architecture has connections only between adjacent layers, as
discussed in chapter 2. The MLP with direct connection (DMLP) has, in addition,
direct connections from the input to the output layer of the network. The motivation for
these additional connections is that they tend to correspond more closely to template-like
representations of the training classes, instead of the normal feature based representations
obtained in hidden layer(s) of the network. This makes the DMLP produce more closed
decision regions in the pattern space because the response of the network’s output units
to the input patterns is more directly dependent on the similarity of the patterns to a
template representation of the training examples.

The Gaussian MLP (GMLP) network is another alternative for the generation of
closed decision regions by MLP networks. The open decision regions generated by stan-
dard MLP can be partially attributed to the sigmoid activation function used by this
network. The GMLP tackles this problem by using Gaussians as activation functions.
Notice that the GMLP network is different from RBF networks in that in the former the
inner product is used as the propagation rule whereas the latter computes the Euclidean
distance between the input and weight vectors. The GMLP is capable of approximating
the same sort of functions as MLP and RBF networks and it is claimed to provide faster
training times and to reduce the number of hidden units necessary for a given problem
[DS92, Fla93].

Experiments with the handwritten dataset have shown that both DMLP and GMLP
improve the letter rejection performance when compared to standard MLP. It is shown
that these architectures and the MLP with multiple guard units achieve similar letter
rejection performance on this dataset, with a slight advantage for the GMLP [Vas95]. The
results were also compared to those obtained by RBF networks for a number of different
confidence levels. They show that these networks achieve slightly superior performance
than that of MLP with multiple guard units. RBF networks are faster to train but
require a much larger number of hidden units. The GMLP and DMLP presented the
best compromise in terms of memory requirements and classification performance when
compared to both MLP with multiple guard units and the RBF [Vas95].
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3.3 METHODS FOR NOVELTY DETECTION IN TIME SERIES

This section reviews a number of methods available in the literature for the detection of
novelties in time series. Both forecasting and classification-based methods are considered
here.

3.3.1 Methods Based on Forecasting

The methods based on forecasting work by building a model of the time series be-
havior based on its past values. This model is then used to predict future values. If the
difference between predicted and observed values is above a certain threshold a novelty
is assumed to have occurred. A number of different forecasting methods can be used,
including those reviewed in chapter 2. As stressed in that chapter, neural network models
offer the advantage of better modeling time series generated by non-linear phenomena.
This novelty detection technique has been applied in auditing applications for detecting
frauds in accountancy and payroll systems [Kos00, Kos03, OABS03]. In both cases neural
networks were used for forecasting.

The problem with forecasting-based novelty detection is the definition of the value
of the threshold to be used to detect novelties. In a work in the accountancy domain,
a relative threshold was pre-defined arbitrarily [Kos00]. For example, if the relative
difference between predicted and observed values is above 10% the system would detect
a novelty. The problem with that approach is that it can lead to large number of false
positives if the threshold is small. On the other hand, large thresholds can lead to false
negatives. This problem is further discussed in chapter 6. In order to tackle this problem
we have proposed to use absolute thresholds that are learned from the previous forecasting
performance of the neural network [OABS03]. This idea is further explored in chapter
6 together with a new approach proposed there based on robust confidence intervals
[ONM04e]. This new method is also based on the idea of learning the thresholds through
the previous forecasting performance of the neural network.

The forecasting-based methods have an advantage over classification-based ones. The
latter methods can detect novelties in a time series windows. They are not capable
of telling the specific point of the time series in which the novelty has taken place.
This can be achieved by forecasting-based methods and can be very important for some
applications such as fraud detection applications.

3.3.2 Methods Based on Classification

This subsection reviews methods based on classification for novelty detection in time
series. These methods are able to classify a given time series window into normal or
novelty. Five recent methods are reviewed here, based on different techniques, namely,
artificial immune systems, wavelets, suffix trees and Markov chains, and one-class support
vector machines.

3.3.2.1 Methods Based on Artificial Immune Systems Artificial immune sys-
tems consists of a relatively new class of algorithms originally developed for detecting



3.3 methods for novelty detection in time series 48

computer viruses [FPAC94, DFH96, DAO97, Das97, HF00]. These systems were inspired
on the natural immune systems of mammals. They were later applied to novelty detec-
tion in time series aiming at signal processing and machine fault detection applications
[DF96, GD02, GDK02].

Artificial immune systems are inspired by the information-processing properties of
natural immune systems [DAO97, Das97, HF00], which are very complex systems with
several mechanisms of defense. There are various cell types that can attack invaders
directly or secrete molecules with a variety of functions including attacking foreign cells
and signaling other immune cells to proliferate. One of the main tasks to be solved by the
natural immune system is self-nonself discrimination. Robust self-nonself discrimination
is achieved in these systems through the negative selection mechanism. This mechanism
eliminates self-reacting immunity cells and therefore only cells that fail to bind to self-
proteins are allowed to leave the thymus (where they are created) and become part of
the body’s immune system.

The negative selection mechanism found in natural immune systems has inspired
algorithms for change detection [FPAC94]. In this case, the self is defined as the normal
pattern of activity of a system that one wishes to monitor. A diverse set of detectors is
generated in the complement space of the self, the so-called non-self. Then the detectors
are used to monitor self for changes by continuously matching the detectors against the
representative of self. If any detector ever matches, a change (also referred as novelty
or anomaly) must have occurred in the self. The negative selection algorithm can be
summarized as follows:

• Define self as a collection S of strings of length l over a finite alphabet, a collection
that needs to be monitored. For example, S may be a normal pattern of activity,
which is segmented into equal sized sub-strings.

• Generate a set R of detectors, each of which fails to match any string in S.

• Monitor S for changes by continually matching the detectors in R against S. If any
detector ever matches, then a change is known to have occurred, as the detectors
are designed to not match any of the original strings in S.

There are a number of ways to generate detectors. The simplest and more expensive
computationally consists in randomly generating candidate detectors and then eliminat-
ing if they match self. A more efficient algorithm for generating detectors has been
proposed, which runs in linear time with respect to the size of self [DFH96].

In order to apply the ideas of artificial immune systems to novelty detection in time
series it is necessary to define a way to represent the series. Originally, a binary codifi-
cation was employed [DF96]. In this case, the time series is firstly normalized between 0
and 1. Next, each data point of the time series is converted to binary by using m bits.
m may be chosen according to the desired precision. The system works by detecting
novelties in a time series windows. A suitable window size w should be selected which
captures regularities of interest. Each window from the time series is used to generate
a string that is part of the self. In the experiments reported, non-overlapping windows
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were used, that is, the window was slided along the series by w to obtain the next string
of the self. This process was repeated until the end of the series. Then a set of detectors
was generated that did not match any of the self strings. Assuming that the series repre-
sents the normal behavior, the detectors can be used subsequently to detect any changes
(novelties) in patterns of unseen time series data. A time series window is firstly encoded
as in the training phase in order to be fed into the novelty detection system.

This novelty detection method based on the artificial immune system has been tested
on two time series, one corresponding to the cutting force signal of a machine tool used in
milling industries and the other, a periodic signal common in signal processing applica-
tions. The former series is typical of machine failure detection applications. Experiments
with windows sizes w = 5 and w = 7 were reported and the system was able to detect
simulated novelties in both cases. The proposed method was also able to detect noise in
the periodic signal from signal processing applications.

One of the problems of the original approach for novelty detection in time series based
on artificial immune system is the use of the binary codification. The problem is that
the procedure for discretizing and symbolizing real values in time series can potentially
lose meaningful patterns in the original time series. This has motivated the proposal of
a novel method based on artificial immune systems [GDK02]. This method introduces a
real valued algorithm for generating the detectors. Furthermore, it combines the nega-
tive selection approach with a classifier for improving novelty detection performance. The
method is in fact a kind of negative training approach (discussed in subsection 3.2.1).
It introduces only a different way for generating the negative samples by using the pro-
posed real valued negative selection algorithm. These negative samples together with
the window patterns extracted from the time series are used to train a classifier. Later,
the trained classifier can be used to classify a given time series window into normal or
novelty. Two classifiers were considered for use in conjunction with the method:

• An MLP trained with the back-propagation algorithm.

• An evolutionary algorithm that generates fuzzy classifier rules [DG01].

This second approach based on artificial immune system was tested by using only one
time series. It was also tested on a classification dataset. The first time series was the
well known Mackey-Glass series, with 1000 data points. This series is generated by a
non-linear delay-differential equation and exhibits chaotic behavior. The novelties used
for testing were generated artificially by modifying the parameters used in the equation
for generating the original series. The classification dataset used was the Iris dataset,
available from the UCI repository of machine learning problems [BM98]. In this set there
are three different classes and each element is described by four attributes. Three different
experiments were performed. In each case one class was used as the normal class and the
other two as the abnormal ones [GDK02].

Notice that the second technique for novelty detection in time series based on artificial
immune systems solves one of the problems of the first one, that is, the use of binary
codification. However, a potential problem is common to both techniques: they are based
on negative training. As discussed in subsection 3.2.1 this means that the number of
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negative samples introduced in the training phase can greatly influence novelty detection
performance. Furthermore, it is argued in the literature that the method can also fail
because the negative set will go to null with the increasing diversity of the normal set
[MP03, KLC02]. This last problem can be an issue for large time series.

3.3.2.2 TSA-tree: A Method Based on Wavelets The TSA-tree is a wavelet-
based tree structure proposed to improve the efficiency of multi-level trend and surprise
(novelty) queries on time series [STZ00]. Each node of TSA-tree contains pre-computed
trends and surprises at different levels. Each TSA node is recursively built by wavelet
transforms [BGG97]. The algorithm was developed for queries at multiple levels. An
example of such queries may appear, for example, related to a database containing tem-
perature time series of various cities. The following queries could be of interest in such
database:

• Find the cities where the temperature has sudden changes (daily) during the month.

• Find the cities where the temperature has sudden changes (monthly) during the
last decade.

Of course in the second of these queries sudden changes within a day or two can
be ignored. The authors argue that by storing pre-computed trends and surprises at
different levels of abstractions by using their TSA-tree structure, multiple-level queries
can be supported much more efficiently [STZ00].

Experiments were carried out using both SP500 stock prices from 1998 [ts-] and syn-
thetic time series generated by the random walking algorithm, which is reported as a
good model for mimicking stock prices [Cha89]. According to [MP03] the problem of the
TSA-tree method is that it is not able to detect short novel patterns embedded in normal
signals. Another work argued that the method gives a very strict definition of novelty
and that this makes the method unable to detect important novelties in some time series
[KLC02]. These experiments are discussed in subsection 3.3.2.3.

3.3.2.3 TARZAN: A Method Based on Suffix Trees and Markov Chain The
TARZAN method is based on suffix trees and Markov chain [KLC02]. In this work a
pattern is considered a surprising pattern (another name for novelty) if the frequency of
its occurrence differs substantially from that expected by chance, given some previously
seen data. The time series is firstly discretized. In this process, features are extracted
from the time series windows. The best feature extraction technique may be domain
dependent and possible features include the mean of the windows, the slope of the best
fitting line and the second wavelet coefficient. In the experiments, the authors have used
the slope of the best fitting line for feature extraction. Next, the features vector generated
is converted from real to integer values. After the discretization phase, a suffix tree is
used to organize a dictionary of words and then a Markov chain is used to help count the
number of occurrences of each substring in a sequence, that is, to compute the surprising
ratings of each of them. Finally, those substrings which have surprising ratings exceeding
a certain user defined threshold can be returned to be examined by the user.
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The TARZAN method was tested by using two time series. The results were compared
to those given by the first artificial immune system method [DF96] and to those of the
TSA-tree method [STZ00].

The first time series used in the experiments was a simple noisy sine wave. The
methods were trained using this sine wave an tested on another noisy sine wave generated
by using the same parameters, with the only exception that an artificial novelty was
introduced between the 400th and 432th data points [KLC02]. In this interval, the period
of the sine wave was halved. The simulation results have shown that the TARZAN
method was able to detect this novelty without generating false positives. The artificial
immune system method is probabilistic since it depends on the detectors generated. In
some runs of the experiments it was able to detect the novelty whereas in others it was
not. In all runs, the method has generated a number of false positives. The TSA-tree
method was not able to detect this novelty.

The second series used in the experiments contained the power demand for a Dutch
research facility for the entire year of 1997. The power demand was sampled over 15
minutes averages producing a time series with 35,040 points. This series presents a
repeating pattern of a strong peak for each of the five weekdays, followed by relatively
quiet weekends. The exceptions appeared on holidays, whose behavior was similar to
weekends. The novelty detection methods were trained used only data with normal
behavior, that is, weeks without holidays. Next, they were tested by using a period that
included both normal and novelty weeks (that is, weeks with one or more holidays). The
results have shown that TARZAN method was able to detect these novelties whereas the
artificial immune system and TSA-tree methods were not [KLC02].

The main problem of the TARZAN method is also the procedure for converting the
time series with real values into a symbolic string by discretization and symbolization.
This procedure can lose meaningful information from the original time series [MP03].
Another possible difficulty consists in the definition of the value of the threshold above
which a substring with a given surprising rating is to be considered surprising. In the
TARZAN method this threshold is defined by the user [KLC02].

3.3.2.4 Method Based on One-Class Support Vector Machines One-class sup-
port vector machines were proposed for novelty detection, that is, for problems that have
only one class, namely, the class of normal patterns [SWS+00, CLC03]. Later, this method
was applied to the problem of novelty detection in time series [MP03]. The idea of one-
class SVMs consists in building a hyperplane f(−→x ) in the higher dimensional feature
space in order to separate as many as possible of the mapped vectors from the origin
in the feature space. Then, a pattern −→x is assumed to be a novelty if f(−→x ) < 0. A
regularization parameter ν directly determines the sensitivity of this novelty detection
algorithm [SWS+00, MP03].

In order to detect novelties in time series using the one-class SVM method it is neces-
sary firstly to convert the time series into a set of vectors. One of the ways for doing this
is the same used for time series forecasting with MLP networks presented in chapter 2.
This method is referred also as unfolding the time series into a phase space [MP03]. The
size of the vectors correspond to the time series windows chosen. In addition, a different
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Figure 3.1. The laser time series used in the Santa Fe Institute Competition

method was proposed called projected phase space [MP03]. This method was proposed
to better cope with time series mostly composed of low frequency components.

The one-class SVM method was evaluated using two time series. The first one was a
synthetic time series generated from a sinusoid signal with small additive noise. A similar
series was used for testing. This one had the same size of that used for training, that is,
1200, the only difference being that the testing series had a small segment with larger
additive noise. Experiments were carried out using both phase spaces and projected
phase spaces. In the latter case, the novelty was detected without false alarms. On the
other hand, phase spaces was also able to detected the novelty but has produced two
false alarms.

The second series used in the experiments was a chaotic time series with 1000 points,
used in The Santa Fe Institute Time Series Prediction and Analysis Competition [WG94].
This series was built from the chaotic intensity pulsation of an NH3 laser. It is depicted
in figure 3.1. The experiments reported used only the phase spaces for representing the
time series. The results have shown that novelties were indicated in points near 200, near
500 and near 600. Ma and Perkins argue that this agrees with the human visual novelty
detection results [MP03].

3.4 CONCLUSIONS

This chapter has reviewed a number of novelty detection methods available in the
literature. Methods for both classification problems and time series were reviewed. There
are a number of novelty detection methods for the former class of problems, both based
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on statistical pattern recognition and on neural networks. This chapter has focused on
methods based on feedforward neural networks, since they are the ones used along with
the time series novelty detection methods based on classification introduced in chapter 5
of this thesis.

The first methods for novelty detection in time series were based on time series fore-
casting. Such methods learn the normal behavior of a system through the past values of
one or more time series that represent the system. Later, the system is used to predict
future values of the time series. These systems issue an alarm if the difference between
predicted and observed values exceed a pre-defined threshold. The problem of these
methods is the difficulty to define the values of the threshold. This problem is further in-
vestigated in chapter 6 of this thesis. In that chapter, a more robust method is introduced
in order to automatically compute the threshold for novelty detection.

The difficulties of forecasting-based novelty detection for time series have motivated
the introduction of a number of classification-based methods in the literature. The
classification-based methods reviewed in this chapter were applied to time series from
machine failure detection and signal processing domains. In addition, some of the pro-
posed methods have been evaluated on artificial time series. In chapter 5 of this thesis,
two classification-based method for novelty detection in time series are proposed for fraud
detection in financial systems, for example, payroll and accountancy systems. The time
series available in these systems are often quite short and in many cases one is interested
in detecting more subtle deviations from normality. On the other hand, the classification-
based methods reviewed in this chapter were designed and tested in signal processing and
artificial time series. In contrast, the forecasting and classification-based novelty detec-
tion methods for time series introduced in this thesis are evaluated on real-world time
series from financial systems.



CHAPTER 4

METHODS FOR IMPROVING RBF-DDA
PERFORMANCE

4.1 INTRODUCTION

The Dynamic Decay Adjustment (DDA) algorithm, reviewed in chapter 2 of this the-
sis, has been originally proposed for constructive training of radial basis functions neural
networks (RBFs) [BD95]. Later, the algorithm was adapted for constructive training of
probabilistic neural networks [BD98]. The algorithm has a number of interesting char-
acteristics. It does not depend on weights initialization, training is very fast and it has
achieved classification performance comparable to multi layer perceptrons (MLPs) in a
number of tasks [BD95].

The articles that introduced DDA have argued that the classification performance of
the networks generated by the algorithm on test sets has weak dependence on training
parameters θ+ and θ− [BD95, BD98]. In particular, the paper that introduced RBF-DDA
explicitly states that “the choice of the two new parameters, θ+ and θ− are not as critical
as it would initially appear. For all of the experiments reported, the settings θ+ = 0.4
and θ− = 0.1 were used, and no major correlations of the results to these values were
noted” [BD95]. The article that introduced DDA for probabilistic neural networks stated
that “For all experiments conducted to date, the choice of θ+ = 0.4 and θ− = 0.2 led to
satisfactory results. ... in practice, especially if the feature space is only sparsely occupied,
the values of the two thresholds are not critical” [BD98]. Therefore, the authors advocate
the use of the default parameters values, θ+ = 0.4 and θ− = 0.1 (θ− = 0.2 in the case of
PNNs) for training using DDA [BD95, BD98].

In contrast with what has been argued previously regarding DDA parameters, we
have observed experimentally that for some datasets the value of θ− considerably influ-
ences performance. The important influence of θ− on performance has been observed
on both benchmark classification datasets from the UCI repository [ONM04c, OMNM04,
OMM05b, OMM05a] and novelty detection in time series via classification (see chapter 5)
[ONM04b]. DDA training with θ− smaller than the default produces networks with larger
number of RBF units in the hidden layer. This can improve coverage of the input space
and thus enhance generalization performance; too small θ− values can lead to overfitting
[ONM04c, ONM04b, OMNM04].

The observation that a considerable improvement of DDA performance could be
achieved has motived an investigation of methods for this purpose in this thesis. This
chapter proposes four different methods for improving RBF-DDA performance.

The first method is based on the selection of an appropriate value for θ− for boosting
performance. In this method, RBF-DDA training is carried out in two phases. In the first
phase, the training data is divided into training and validation sets. Training is carried out
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using the training set. After training, the network generalization performance is tested
using the validation set. The optimal θ− value will be the value that minimizes error
on the validation set. In the second phase, the RBF-DDA is trained with the complete
training set, using the optimal θ−.

Although the first method proposed here considerably improves RBF-DDA perfor-
mance on the datasets considered it also leads to much larger classifiers [ONM04c]. This
has motivated us to propose a second method intended to improve RBF-DDA perfor-
mance without increasing the resulting networks. The idea is to adjust the weights of
the RBF network built by DDA by a gradient-descent algorithm. Therefore, training is
also carried out in two phases in this method. In the first phase, an RBF-DDA network
is trained using the complete training set. In the second phase the weights of the trained
network are adjusted using the reduced training set. The performance on the validation
training set is evaluated during training. Training stops when the sum of squared errors
on the validation set increases.

The third method proposed here for improving RBF-DDA performance combines a
recent method for data reduction, proposed for expediting model selection for support
vector machines [OCHO03], with the selection of θ− [OMNM04]. This method also aims
to improve RBF-DDA generalization performance without producing larger networks.
The idea of the method consists in firstly applying the data reduction algorithm in order
to select the most relevant patterns for training, that is, those training patterns that
lie near the boundary that separate different classes. Subsequently, an RBF network
is trained with DDA using only the patterns in the reduced training set. The problem
with this method is that the data reduction algorithm has a parameter k which consider-
ably influences the data reduction rate and, consequently, the classification performance.
Therefore, in our method, both k and θ− are carefully selected via cross-validation. The
experiments reported in this chapter show that this method achieve classification per-
formance similar to the two previous methods with the advantage of producing smaller
networks.

One disadvantage of the former method for improving RBF-DDA performance is that
the data reduction algorithm employed may consume considerable computational time.
The fourth method proposed in this chapter was intended to tackle this problem. This
method, which we call RBF-DDA-SP [OMM05a], was inspired on RBF-DDA-T, which
was described in chapter 2 [Pae04]. In this chapter, we will show that RBF-DDA-T
performance degrades for smaller values of θ− instead of improving. To overcome this
problem we propose RBF-DDA-SP, a method in which pruning takes place only at the
end of DDA training [OMM05a]. Additionally, RBF-DDA-SP prunes only a portion of
the neurons which cover only a training sample, in contrast to RBF-DDA-T [Pae04]. We
show that this method, combined with θ− selection, leads to small networks with good
generalization capabilities.

The proposed methods have been tested on six benchmark datasets obtained from
the UCI machine learning repository [BM98]. Five of these datasets correspond to image
recognition tasks, including three optical character recognition (OCR) datasets. The
sixth dataset is soybean, which is a smaller dataset also available from the UCI repository
[BM98]. The results obtained by the training methods proposed in this chapter are
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compared with a number of classifiers proposed in the literature, including RBF-DDA
itself (with default parameters) and MLP, AdaBoost, k-NN and SVM.

The methods proposed in this chapter can also be used in conjunction with one of
the classification-based methods for novelty detection in time series proposed in chapter
5 of this thesis. In fact, this was the main motivation behind the investigations leading
to the methods of this chapter. They were tested on benchmark classification datasets in
order to show that they achieve good results on other datasets as well. The experiments
described in chapter 5 demonstrate that these methods are also valuable for improving
RBF-DDA performance on time series novelty detection.

4.2 THE PROPOSED METHODS

4.2.1 Improving RBF-DDA through θ− Selection

Berthold and Diamond argue that the DDA training parameters θ+ and θ− have
weak influence on the network performance [BD95, BD98]. Hence, they propose that
the default values of these parameters should be always used (θ+ = 0.4 and θ− = 0.1).
This is true for some problems. However, we have observed experimentally that for
some classification problems the value of θ− has considerable influence on generalization
performance. Therefore, we propose a method for boosting RBF-DDA performance by
adequate selection of the value of θ−.

The value of θ− influences the number of RBF units added by DDA during training,
as discussed in chapter 2. Training with smaller θ− can produce larger number of RBF
units. This can lead to a classifier that correctly classifies all training samples, but that,
on the other hand, does not generalizes well, that is, overfit training data. To avoid
overfitting, we propose to use part of the training data to form a validation set. We will
use the validation set to select the θ− that achieves the best performance on this set.

Initially, we divide the available data into training and test sets. We also refer to
the former as the complete training set. Next, we divide the complete training set into
a reduced training set and a validation set. Training is carried out in two phases. The
first phase uses the reduced training set to train RBF-DDA and the validation set to
evaluate generalization performance. This phase is carried out with decreasing values
of θ− in order to select θ−opt, the value of θ− that (nearly) optimizes performance on the
validation set, that is, generalization performance. In the second phase, training is carried
out using the complete training set with θ− = θ−opt. The default θ+ value, 0.4, is used
in both training phases. Finally, the generalization performance of the resulting RBF-
DDA network is assessed using a disjoint test set. The training method just described is
presented in algorithm 3.

Our method tests a number of θ− values using the validation set, starting with the
default value, θ− = 0.1. Next, θ− is decreased by θ− = θ− × 10−1 (line 5 of algorithm 3).
This is done because we have observed that performance does not change significantly for
intermediate values of θ− [ONM04c]. θ− is decrease until the validation error starts to
increase, since smaller values lead to overfitting [ONM04c]. The near optimal θ− found
by this procedure is used to train using the complete training set [ONM04c].
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It is important to stress that the method introduced here maintains two important
RBF-DDA characteristics: (a) the constructive nature of the algorithm and (b) the ef-
fective use of all training data to adjust the parameters of the model (RBF network).

1: θ+ = 0.4
2: θ−opt = θ− = 10−1

3: Train one RBF-DDA with θ− using the reduced training set and test on the validation
set to obtain V alError = MinV alError

4: REPEAT
5: θ− = θ− × 10−1

6: Train one RBF-DDA with θ− using the reduced training
set and test on the validation set to obtain V alError

8: IF V alError < MinV alError
9: MinV alError = V alError
10: θ−opt = θ−

11: ENDIF
12: UNTIL V alError > MinV alError OR θ− = 10−10

13: Train one RBF-DDA with θ−opt using the complete training set
14: Test the RBF-DDA trained with θ−opt on the test set

Algorithm 3. Improving RBF-DDA through θ− selection

4.2.2 Improving RBF-DDA through Weights Adjustment

The method of subsection 4.2.1 considerably improves RBF-DDA generalization per-
formance on some datasets, as the experiments reported below will show. However, the
resulting networks are much bigger than those generated by RBF-DDA trained using de-
fault parameters (θ+ = 0.4 and θ− = 0.1). For one dataset considered in the experiments
the RBF created by this method had almost one RBF (prototype) for each pattern of
the complete training set.

In practical applications the complexity of the classifier can be as important as its
performance. This has motivated us to propose a second method for improving RBF-
DDA performance. This method firstly builds an RBF network using DDA. Next, a final
adjustment of the weights of the network created by DDA is performed. Thus, the RBF
network generated by this method maintains the architecture of the RBF built by DDA.

The DDA algorithm, reviewed in chapter 2, was designed for building and training
RBF networks for classification tasks only. A trained RBF-DDA network classifies a given
pattern using the winner-takes-all approach, where the unit with the highest activation
gives the class. The sum of squared errors (SSE) has no meaning for these networks. The
weights of a trained RBF-DDA network have integer values (see the algorithm in chapter
2). The method proposed in this subsection produces networks with much smoother
weights and, consequently, outputs. This can improve the generalization capability of
the networks, as shown in the experiments below.
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The training method proposed in this subsection has also two phases. The data
available for training is also divided into a reduced training set and a validation set, as
in the previous method (subsection 4.2.1). In the first phase, an RBF network is built
and trained by the DDA algorithm using the complete training set, as usual [BD95]. In
the second phase, the weights of the resulting RBF-DDA network are adjusted using a
gradient-descent algorithm in supervised mode [Hay98].

The second phase is carried out using only the patterns from the reduced training
set. The validation set is used to determine when to stop the adjustment of the weights
in order to avoid overfitting. After each training epoch of the second training phase, the
sum of squared errors (SSE) on the validation set is computed. Training stops when the
SSE on the validation et starts to increase. This corresponds to the well known early
stopping procedure used in MLP training to avoid overfitting [Hay98, Pre94]. In each
training epoch every weight Ai of the RBF-DDA network is adjusted according to:

Ai(t + 1) = Ai(t) + η × ej(−→x , t)×Ri(−→x ) (.)

where Ri(−→x ) is the output of the ith RBF unit for training pattern −→x , η is the learning
rate and ej(−→x , t) is the error of the output unit j to which the RBF unit i is connected for
the training pattern −→x . The individual error ej(−→x , t) is used above because the output
units are linear and independent from each other [BD95]. In fact, each output unit can
be regarded as an independent linear unit. In each epoch, the weights of the network are
adjusted for every pattern of the reduced training set.

Notice that the number of hidden units and the center and the width of each RBF
are not altered during the second phase of training. This phase only adjusts the weights
in order to minimize the SSE on the reduced training set. The use of a validation set in
the second phase of training helps to avoid overfitting training data.

The complete training method just described is presented in algorithm 4. Notice that
any values can be used for DDA parameters θ+ and θ−. The experiments reported in
subsection 4.3.3 show that θ− = 0.1 and θ− = 10−2 considerably improve performance
without increasing the networks. Smaller values of θ− do not lead to further improve-
ments, as the experiments show. Moreover, smaller values of θ− builds larger networks.

4.2.3 Integrating Data Reduction and Parameter Selection for Improving RBF-
DDA Performance

This section proposes an alternative method which also aims to improve RBF-DDA
performance without increasing resulting networks [OMNM04]. The method proposed
here employs a data reduction algorithm recently put forward for expediting support
vector machines model selection [OCHO03]. In the original application, the data reduc-
tion algorithm was used to reduce the number of patterns in the training set in order to
speed the selection of the training parameters of SVM, namely, the cost parameter C and
the kernel parameter γ, for optimal SVM performance. These parameters are selected
via cross-validation using the reduced training set (obtained by the data reduction algo-
rithm) instead of the full training set. This procedure results in faster model selection.
Subsequently, the SVM is trained with the full training set using the optimal values of
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1: Initialize θ+ and θ−

2: Train one RBF-DDA with these parameters using the complete training set
3: Compute SSEV al = SSEV alMin
4: Initialize η and maxEpochs
5: Epochs = 0
6: REPEAT
7: FORALL training pattern from the reduced training set (−→x , c) DO
8: FORALL RBF unit i DO
9: Compute Ri(−→x )
10: Compute ej(−→x )
11: Adjust Ai by Ai = Ai + η × ej(−→x )×Ri(−→x )
12: ENDFOR
13: ENDFOR
14: compute SSEV al
15: IF SSEV al ≤ SSEV alMin
16: SSEV alMin = SSEV al
17: ENDIF
18: Epochs = Epochs + 1
19: UNTIL SSEV al > SSEV alMin OR Epochs >= MaxEpochs
20: Test the improved RBF-DDA on the test set

Algorithm 4. Improving RBF-DDA through weights adjustment

the parameters C and γ. The data reduction algorithm has a parameter k which has
direct influence on the reduction rate [OCHO03].

In the method proposed here, we combine the data reduction algorithm mentioned
above with the method based solely on the selection of the parameter θ− (proposed section
4.2.1) in order to improve RBF-DDA performance. Firstly, the training set is reduced
by using the data reduction algorithm with a suitable value for the parameter k. Next,
an RBF network is built by using the DDA algorithm. Notice that, in contrast to its
previous use, the data reduction algorithm is used here to produce a reduced training
set that is used to train an RBF network, instead of just selecting its optimal parame-
ters. The motivation for using the data reduction algorithm is to eliminate redundant
training patterns in order to help DDA produce much smaller networks. Moreover, the
experimental results presented in subsection 4.3.4 show that such networks generalize
considerably better. The integration of DDA training with the data reduction algorithm
requires selection of three parameters: θ+, and θ−, and k. The first one has weak influ-
ence on performance. The second and third ones are selected via cross-validation using
training data. Alternatively, for large datasets, θ− can be selected as in section 4.2.1
[ONM04c].

The data reduction algorithm employed in our method is presented below (see al-
gorithm 5). The idea of the algorithm is to reduce the training set by removing those
training patterns that are far away from the boundary that separate different classes of
training data. The algorithm works by first sorting the training dataset in descending
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order according to the distance of each pattern’s nearest enemy [OCHO03]. The nearest
enemy of a pattern is defined as the nearest neighbor of the pattern that belongs to a
different class. Next, the patterns are examined for removal beginning at the pattern
furthest from its nearest enemy. Finally, the data reduction algorithm examines patterns
in the ordered training set one by one, removing a pattern if the pattern and all of its
k nearest neighbors in the remaining training set belong to the same class. In general,
larger values of k result in lower reduction rates (fewer training patterns are removed from
the training set). In the context of SVM model selection, k = 3 was used [OCHO03].

Input: Training dataset T
Output: Reduced dataset R
// NED(xi) : the distance of xi’s nearest enemy
// Nk(xi) : the set of xi’s nearest neighbors
// C(xi) : the class label of xi

Data Reduction(T)
1: R← T
2: FOREACH instance xi in R
3: Find NED(xi)
4: SORT R in descending order by NED(x)
5: FOREACH instance xi in R
6: Find Nk(xi) in R
7: IF C(xi) == C(p), ∀p ∈ Nk(xi)
8: Remove xi from R
9: RETURN R

Algorithm 5. The data reduction algorithm

The experiments presented in next section show that the parameter k of the data re-
duction algorithm has great influence on the performance of the training method proposed
here. Thus we must carefully select k in order to achieve good generalization. Notice that
in the context of SVM model selection k was fixed: k = 3. In our experiments we have
observed that this k produces a large reduction rate. RBF-DDA trained with such small
training sets has not a good generalization performance. In general, smaller value of k
results in large reduction rates. This can result in the removal of important information
for DDA training. On the other hand, larger values of k produce larger training sets,
that is, smaller reduction rates. We have observed empirically that the optimal value for
k in our method is near the k which reduces the training set by half. Thus, the search
starts by using this value of k (which is different for each dataset) and then other values
in its vicinity are tried. For a given k, θ− is searched as explained in subsection 4.2.1.
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4.2.4 RBF-DDA-SP: DDA with Selective Pruning and Parameter Selection

The experiments of subsection 4.3.4 have shown that the integrated method proposed
in the last subsection indeed produces networks with much improved generalization per-
formance and compact size in comparison with the original RBF-DDA. Nonetheless, that
method has one drawback: it can be slow to train because it employs a data reduction
algorithm whose reduction rate has to be carefully selected. This subsection introduces
another method aimed to tackle this difficulty.

A recent extension to DDA has appeared in the literature with a different aim, namely,
reducing the number of neurons generated by DDA [Pae04]. The method, referred as
RBF-DDA with temporary neurons (RBF-DDA-T), introduces on-line pruning of neurons
on each DDA training epoch (see subsection 2.2.2.2 and [Pae04]). We have attempted
to integrate RBF-DDA-T with θ− selection, however, we have observed that the method
severely prunes the networks for smaller values of θ−, thereby generating much smaller
networks with heavily degraded performance. Conversely, RBF-DDA generates larger
networks for smaller θ−, which, for some datasets, considerably improves performance
[ONM04c, ONM04b].

This subsection proposes an extension to RBF-DDA which combines selective pruning
and parameter selection (θ− selection). We call this extension RBF-DDA-SP [OMM05a].
In contrast to RBF-DDA-T, the method proposed here prunes only a portion of the
neurons which cover only one training sample. Moreover, in our method pruning is
carried out only after the last epoch of DDA training. The neurons to be pruned are
randomly selected from those which cover only one training sample. Recall that in a
trained RBF-DDA, Ai gives the number of training samples covered by RBF neuron i
with Ri(−→x ) ≥ θ+ [BD95].

RBF-DDA-SP, combines selective pruning with θ− selection [OMM05a]. In our method,
pruning is carried out only after the network is built by DDA, which takes place gener-
ally after four to five epochs of training [BD95, BD98]. In addition, we perform selective
pruning, which means that we remove only a percentage p of those hidden neurons which
cover only one training pattern. Conversely, RBF-DDA-T implements on-line pruning,
that is, pruning after each DDA training epoch and removes all neurons which cover only
one training pattern [Pae04], that is, whose weight Ai = 1.0. These are the neurons
whose outputs are greater than θ+ for only one training pattern.

We argue that only a portion of those neurons should be removed in order to guarantee
a good coverage of the input space. If a neuron of this type is removed from the network,
a neighbor neuron of the same class remaining in the network will cover the respective
training pattern with an output smaller than θ+. Even so, most of these training patterns
- corresponding to pruned neurons - will be correctly classified, because RBF-DDA uses
the winner-takes-all criterion for classification [BD95]. This will not happen if most of
the neurons are pruned from the network. Thus, the percentage of pruning should be
carefully selected in order to guarantee good coverage of the input space. The neurons
to be pruned are randomly selected from those which cover only one training sample.
Thus, our method has two critical parameters, namely, p and θ−. These parameters can
be selected via cross-validation for improved performance.
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No of No of No of Patterns
Dataset Inputs Classes Red. Tr. Validation Complete Tr. Test
optdigits 64 10 2,868 955 3,823 1,797
pendigits 16 10 5,621 1,873 7,494 3,498

letter 16 26 11,250 3,750 15,000 5,000
satimage 36 6 3,327 1,108 4,435 2,000
segment 19 7 158 52 210 2,100
soybean 82 19 385 128 513 170

Table 4.1. Characteristics of the datasets

The idea of RBF-DDA-SP is to reduce the complexity of the network by removing
neurons considered redundant. In addition, θ− is selected as explained in subsection 4.2.1
in order to improve generalization performance [ONM04c]. The percentage of pruning to
be carried out by RBF-DDA-SP can also be selected via cross-validation together with
θ−. The neurons to be removed are randomly selected from those which cover only one
training sample (that is, those that have weight Ai = 1.0).

4.3 EXPERIMENTS

4.3.1 Datasets

The training methods proposed in this chapter were tested on five image recognition
datasets available from the UCI machine learning repository [BM98]. Three of these
datasets are optical character recognition (OCR) datasets. The soybean dataset, also
available from UCI was also used in the experiments. This dataset was selected because
it is much smaller than the image recognition datasets and it was our intention to evaluate
the performance of the methods on such datasets as well.

Two of the optical character recognition datasets (optdigits and pendigits) are databases
of handwritten digits (one is optical and the other is pen-based) [KA00]. The test sets
in these datasets are formed by data obtained from independent writers, that is, writ-
ers whose data are not present on the respective training sets. The third dataset is a
database of letters that contains 20,000 patterns from 26 classes, corresponding to the
26 characters (letters) [FS91, KA00, KGC00]. The fourth and fifth datasets are image
recognition datasets. Table 4.1 summarizes the characteristics of these datasets. The
reduced training sets, used in the methods of subsections 4.2.1 and 4.2.2, have 75% of the
training patterns. These are the first patterns of the original training sets made available
by UCI. The validation sets are formed by the remaining 25% of the training patterns.
The complete training sets contain all training patterns.

The first dataset, henceforth referred as optdigits, is a database of digits handwritten
by Turkish writers [KA00]. This database contains digits written by 44 writers. The
training and validation sets were generated from the first 30 writers. The test set was
generated by the remaining independent 14 writers. The database was generated by
scanning and processing forms to obtain 32 × 32 matrices of handwritten digits which
were then reduced to 8× 8 [KA00].
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The second dataset, henceforth referred as pendigits, is a database of pen-based hand-
written digits [KA00]. It contains samples written down on a touch-sensitive tablet,
which were then resampled and normalized to a temporal sequence of eight pairs of (x, y)
coordinates. The resulting patterns were divided into training, validation and test set
according to table 4.1. It is important to stress that the test set is formed entirely from
written digits produced by independent writers.

The third dataset, henceforth referred as letters contains 20,000 labeled samples of,
on an average, 770 samples per letter [FS91, KGC00, KA00]. The character images were
based on 20 different fonts and each letter within these fonts was randomly distorted to
produce a dataset of 20,000 unique stimuli.

The fourth dataset is referred as satimage. This dataset was generated from Landsat
Multi-Spectral Scanner image data. Each pattern from this dataset contains 36 pixel
values and a number indicating one of the six class categories of the central pixel [MST94,
WNC03].

The fifth dataset is referred as segment [BM98]. It is composed of image segmentation
data. The instances were drawn randomly from a database of seven outdoor images. The
images were handsegmented to create a classification for every pixel. The classes are
brickface, sky, foliage, cement, window, path, and grass. There are 30 instances per class
for training data and 300 per class for test data. In the experiments, we have used the
division into training and test sets as in the UCI repository [BM98] (see table 4.1). Some
of the experiments also considered this dataset in inverted order, that is, using the test
data for training and the training data for testing. This was done in order to consider
also a larger pattern set for training. We refer to the former version of the dataset (i.e.,
the original) as segment1. The latter is referred as segment2.

Finally, the sixth dataset is the soybean large dataset from the UCI repository [BM98,
MC80]. This is a classification problem aiming at recognizing 19 different diseases of
soybeans. The discrimination is carried out based on a description of the bean and
the plant plus information about the history of the plant’s life [Pre94] . This dataset
is also part of the Proben1 collection of benchmarking problems for neural networks
[Pre94]. We have used the versions of the datasets from this last source because the
patterns are encoded in a suitable form for neural networks processing. All datasets from
Proben1 are available in three partitioning versions. We have used the three soybean
versions from Proben1, that is, soybean1, soybean2 and soybean3. Notice that the soybean
dataset has much less patterns than the previous five datasets considered in this chapter.
We considered the different partitionings from Proben1 because performance can vary
significantly for different partitionings for small datasets.

4.3.2 Results and Discussion for RBF-DDA Improvement by θ− Selection

This section reports results obtained using the first method proposed in this chapter
for improving RBF-DDA generalization performance, namely, the method based on θ−

selection, described in section 4.2.1. The experiments reported here were carried out
using the holdout method, whereby the available data is divided into training and test
sets [TK03]. The division of data into training and test sets is shown in table 4.1.



4.3 experiments 64

 0

 2

 4

 6

 8

 10

 12

 14

 16

 18

-10 -9 -8 -7 -6 -5 -4 -3 -2 -1

C
la

ss
ifi

ca
tio

n 
er

ro
r 

(%
)

log(θ-)

Test error
Validation error

Figure 4.1. Classification error on test and validation sets for optdigits dataset

Figures 4.1, 4.2, 4.3, 4.4 and 4.5 show the classification errors on test and validation
sets as function of log(θ−) for optdigits, pendigits, letter, segment1 and segment2 datasets,
respectively. It can be seen that for each dataset the θ− that minimizes classification error
on validation set is the same that minimizes this error on the respective test set. A quite
similar behavior happens for the satimage dataset. Thus, it is clear that performance on
validation sets can be used to select θ− that optimizes performance on test sets. Moreover,
it can also be seen that when the validation error reaches a minimum, overfitting starts
with decreasing θ− values. Therefore, training should stop after the first increase in
validation error, as proposed in algorithm 3.

Figures 4.6, 4.7 and 4.8 show the classification errors on test and validation sets as
function of log(θ−) for each partitioning of the soybean dataset. For the soybean1 and
soybean2 partitioning the same observation made for the optical character recognition
datasets is valid, that is, algorithm 2 selects the value of θ− that minimizes error on the
test sets. For soybean 3, on the other hand, this does not happen. In figure 4.8 the
smallest classification error for the validation set is achieved with θ− = 10−3, whereas the
test set error is minimized with θ− = 10−4. Even in this case, the method proposed here
achieves classification error on test set very near the optimal. The optimal classification
error (for θ− = 10−3) is 12.94%. Our method achieves 13.53% classification error, with
θ− = 10−4, while the error with the default θ− = 10−1 is 34.12%. We believe that this
has happened because the training set has a small number of patterns. An alternative
option to overcome this limitation would be to use n-fold cross-validation instead of the
simple validation adopted in our method. This could improve performance for smaller
datasets at the expense of larger training periods [DHS00, TK03].
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Figure 4.2. Classification error on test and validation sets for pendigits dataset
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Figure 4.3. Classification error on test and validation sets for letter dataset
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Figure 4.4. Classification errors on test and validation sets for segment dataset
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Figure 4.5. Classification errors on test and validation sets for inverted segment dataset



4.3 experiments 67

 0

 5

 10

 15

 20

 25

 30

 35

-10 -9 -8 -7 -6 -5 -4 -3 -2 -1

C
la

ss
ifi

ca
tio

n 
er

ro
r 

(%
)

log(θ-)

Test error
Validation error

Figure 4.6. Classification error on test and validation sets for soybean1 dataset
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Figure 4.7. Classification error on test and validation sets for soybean2 dataset
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Figure 4.8. Classification error on test and validation sets for soybean3 dataset
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Figure 4.9. Number of hidden RBFs for complete and reduced training sets for optdigits dataset
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Figure 4.10. Number of hidden RBFs for complete and reduced training sets for pendigits
dataset

Figures 4.9, 4.10, 4.11, 4.12, 4.13, 4.14, 4.15 and 4.16 depict the number of RBF hidden
units as a function of log(θ−) for the optdigits, pendigits, letter, segment1, segment2,
soybean1, soybean2 and soybean3, respectively. Each figure shows the number of RBF
units of the network generated in phase 1 of the method of subsection 4.2.1, which
utilizes the reduced training set, together with the number of RBF units generated in
phase 2, where training is carried out with the complete training set. For each dataset,
the graphics show that the number of hidden RBFs increases with decreasing θ− values.
This behavior has also been observed for the satimage dataset.

When θ− approaches zero, the number of RBF units added by the DDA algorithm
approaches the number of patterns of the training set as shown in the referred graphics.
We have observed previously that this can lead to overfitting. The method proposed in
subsection 4.2.1 selects θ− so that the number of RBF units included in the network is
the one that achieves near optimal coverage of the input space without overfitting.

Table 4.2 shows classification results on test sets for the image recognition datasets
(optdigits, pendigits, letter, and satimage). Table 4.3 shows classification results on test
sets for both versions of the segment dataset (normal and inverted). Both tables compare
the proposed RBF-DDA with selected θ− with RBF-DDA trained with default parame-
ters (θ+ = 0.4 and θ− = 0.1). The results of these tables show that the proposed method
considerably outperforms the default RBF-DDA for all image recognition datasets con-
sidered.

Table 4.2 also compares the generalization performance of the proposed method (RBF-
DDA with selected θ−) with other classifiers. The classification algorithms compared are:
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Figure 4.11. Number of hidden RBFs for complete and reduced training sets for letter dataset
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Figure 4.12. Number of hidden RBFs for complete and reduced training sets for segment
dataset
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Figure 4.13. Number of hidden RBFs for complete and reduced training sets for the inverted
segment dataset
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Figure 4.14. Number of hidden RBFs for complete and reduced training sets for soybean1
dataset
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Figure 4.15. Number of hidden RBFs for complete and reduced training sets for soybean2
dataset
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Figure 4.16. Number of hidden RBFs for complete and reduced training sets for soybean3
dataset



4.3 experiments 73

RBF-DDA RBF-DDA
Dataset (selected θ−) Default MLP k-NN RBF
optdigits 2.78% 10.18% 10.95% (1.90%) 3.51% -
pendigits 2.92% 8.12% 4.83% (0.50%) 2.29% -

letter 5.30% 15.60% 23.59% (0.90%) 6.62% 23.30%
satimage 8.55% 14.95% 13.90% 9.40% 12.10%

mean across
datasets 4.89% 12.21% 13.32% 5.45% -

Table 4.2. Classification errors on test sets for image recognition datasets

RBF-DDA RBF-DDA
Dataset (selected θ−) Default
segment1 14.19% 25.14%
segment2 0.00% 18.10%

Table 4.3. Classification errors on test sets for the segment datasets

RBF-DDA with θ− selected according to the method proposed here; RBF-DDA with
default parameters (θ+ = 0.4 and θ− = 0.1); MLP (mean classification error); k-NN; and
RBF trained as described in the StatLog book [MST94]. In that book, RBFs were trained
with centers selected randomly from training data, except that centers were allocated to
each class in proportion to the number of representatives of that class in the dataset,
with at least one center provided for each class. Each Gaussian radius was set to the
distance to the nearest neighboring center. The linear system was solved by singular
value decomposition.

The MLP and k-NN results for optdigits, pendigits, and letter were obtained by Kaynak
and Alpaydin [KA00]. MLPs used 10 hidden units and k-NN used k = 3 [KA00]. MLP,
k-NN and RBF results for satimage were obtained from the StatLog book [MST94].

RBF-DDA and k-NN do not depend on parameters initialization for training. On the
other hand, the weights of MLPs obtained after training depend on their initial random
values. Therefore, it is necessary to run MLP experiments a number of times, usually 10
to 30, in order to obtain the mean and standard deviation of classification errors presented
in table 4.2. Notice that standard deviation is not reported for satimage because it was
not reported in the StatLog book [MST94].

A number of classifiers have been compared in the work of Kaynak and Alpaydin,
including machine committees [KA00]. k-NN was the best classifier on the pendigits and
optdigits datasets [KA00]. In this same paper, a cascaded classifier formed by MLP and k-
NN performed slightly better than single k-NN on the letter dataset. The error obtained
by the cascaded classifier was 6.27% which is still worse than the result obtained by
our RBF-DDA with θ− selection classifier (5.30%). The improved RBF-DDA proposed
here outperforms MLP in the four datasets considered in table 4.2. Our method also
outperforms k-NN on three of these datasets. On pendigits the method proposed here
obtains a classification error similar to k-NN.
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Tr. No of % of Tr. Tr. set
Dataset θ+ / θ− epochs RBFs samples error
optdigits 0.4 / 0.1 4 1,953 51.09% 6.12%
optdigits 0.4 / 10−5 3 3,812 99.71% 0.00%
pendigits 0.4 / 0.1 5 1,427 19.04% 3.10%
pendigits 0.4 / 10−5 4 5,723 76.37% 0.00%

letter 0.4 / 0.1 5 7,789 51.93% 6.51%
letter 0.4 / 10−4 4 12,861 85.74% 0.00%

satimage 0.4 / 0.1 4 2,812 63.40% 8.41%
satimage 0.4 / 10−4 4 4,099 92.41% 0.00%
segment1 0.4 / 0.1 4 110 52.38% 7.14%
segment1 0.4 / 10−5 4 172 81.90% 0.00%
segment2 0.4 / 0.1 5 568 27.05% 17.95%
segment2 0.4 / 10−4 4 1088 51.81% 0.00%

Table 4.4. The RBF-DDA produced by default and selected parameters after training for the
image recognition datasets

The letter dataset was used previously in other works as well. The original work
using this dataset has obtained around 20% classification error on the test set [FS91]. A
more recent work has obtained 10.10% classification error on the test set using k-NN and
20.70% using MLP [KGC00]. The best result obtained by Bayesian pairwise classifiers
proposed in that work was 12.40% of classification error on the test set [KGC00]. On
the other hand, the first method for improving RBF-DDA proposed in this chapter has
obtained 5.30% classification error (as shown in table 4.2) and therefore, outperforms also
all classifiers considered in that previous work [KGC00]. Our method also outperforms
the Locally Confident Network (LCN), which achieved 7.40% classification error on the
test set [WNC03]. Our method also markedly outperformed the RBF training method of
the StatLog book [MST94], which obtained 23.30% classification in this dataset.

The MLP and k-NN results for the satimage dataset were obtained also from pre-
vious works [MST94, WNC03]. Our method outperforms both these classifiers in this
dataset as shown in table 4.2. It also outperforms the LCN classifier, which achieved
9.40% classification error on test set [WNC03]. Our method also outperformed the RBF
training method of the StatLog book [MST94], which obtained 12.10% classification in
this dataset, as shown in table 4.2.

Table 4.4 shows training results for both RBF-DDA with default parameters and
RBF-DDA trained with selected θ− as in the method proposed in subsection 4.2.1. It can
be seen that the number of RBF units in the proposed method is much larger than for
RBF-DDA trained with default parameters. Because of that, the proposed method builds
RBF-DDA networks that can better cover the training space and obtain 0% classification
error on training sets. The use of a validation set in our training method allows DDA to
introduce the correct number of RBF units for better coverage of training space and for
simultaneously avoiding overfitting.

The computational and space complexities of classifiers can be as important as their
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RBF-DDA RBF-DDA MLP MLP Linear
Dataset (θ− selection) Default (no shortcuts) (shortcuts) networks
soybean1 10.59% 32.94% 29.40% (2.50%) 9.06% (0.80%) 9.47% (0.51%)
soybean2 8.24% 24.71% 5.14% (1.05%) 5.84% (0.87%) 4.24% (0.25%)
soybean3 13.53% 34.12% 11.54% (2.32%) 7.27% (1.16%) 7.00% (0.19%)

mean across
datasets 10.79% 30.59% 15.36% 7.39% 6.90%

Table 4.5. Classification errors on test sets for soybean datasets

accuracy for the selection of a classifier for a given application. For the image recognition
tasks considered here our improved RBF-DDA has produced much smaller errors than
MLPs. However, MLPs require less memory space than our improved RBF-DDA. On the
other hand, our method can be much faster to train.

The improved RBF-DDA proposed here has outperformed k-NN on three of the
datasets and had similar performance on the remaining one. k-NN does not need train-
ing, but all training patterns must be stored to be used latter for classification of novel
patterns. On the other hand, the improved RBF-DDA does not need RBF units for
each training pattern. This can be seen in the fifth column of table 4.4 which shows the
percentage of training patterns that are stored as prototypes in both RBF-DDA with
default parameters and the improved RBF-DDA. Moreover, a trained RBF-DDA is able
to classify a given pattern faster than k-NN, which can be an important advantage on
many practical applications.

Table 4.5 compares classification errors on test sets for different classifiers on differ-
ent partitionings of the soybean dataset [Pre94]. The results show that the improved
RBF-DDA classifier proposed here considerably outperforms the default RBF-DDA for
the soybean dataset as well. The improved RBF-DDA classifiers achieve 10.79% mean
classification error across the datasets whereas RBF-DDA with default parameters ob-
tains 30.59%. Results are also compared to MLPs and linear networks results reported
on Proben1 [Pre94].

It can be seen that the improved RBF-DDA classifier outperforms MLPs without
shortcut connections. On the other hand, MLPs with shortcut connections and linear
networks obtain better results on these datasets. MLPs without shortcuts connections
have only connections between adjacent layers. In addition to these connections, MLPs
with shortcuts connections have direct connections between the input and output layers.
In the case of networks with two hidden layers there are also connections from inputs to
the second hidden layer and from the first hidden layer to the outputs.

The results obtained by MLPs on soybean datasets show that the partitioning of in-
put space provided by MLPs is more appropriate than that of RBFs for this problem.
However, it is important to emphasize that MLPs results were obtained after an opti-
mization of the number of hidden layers and hidden units in each layer [Pre94]. This
task is carried out manually, that is, by training and comparing the performance of a
number of MLP architectures. This can be a very time consuming task. On the other
hand, this task is not need in RBF-DDA networks, because the number of RBF units
are determined automatically by the DDA training algorithm, since it is a constructive
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Tr. No of % of Tr. Tr. set
Dataset θ+ / θ− epochs RBFs samples error
soybean1 0.4 / 0.1 4 221 43.10% 11.50%
soybean1 0.4 / 10−5 3 366 71.34% 0.00%
soybean2 0.4 / 0.1 4 226 44.05% 8.77%
soybean2 0.4 / 10−5 3 359 69.98% 0.19%
soybean3 0.4 / 0.1 4 220 42.88% 9.16%
soybean3 0.4 / 10−3 4 336 65.50% 0.19%

Table 4.6. The RBF-DDA produced by default and select parameter after training for the
soybean datasets

training algorithm [BD95, BD98].
Table 4.6 is analogous to table 4.4 and shows training results for both RBF-DDA with

default parameters and RBF-DDA improved by using the method proposed here, this time
in the soybean datasets. The results present in table 4.6 also show that the number of RBF
units in improved RBF-DDA is much larger than in the case of RBF-DDA with default
parameters. Once again, the use of the validation set in the proposed method allows DDA
to introduce the correct number of RBF units for improving generalization performance.
The fifth column of table 4.6 shows that the number of RBF units added by DDA is
around 70% of the number of training patterns for the soybean datasets. Alternatively,
RBF-DDA with default parameters needs to use only about 45% of the training patterns
as prototypes, but its generalization ability is much worse when compared to the improved
RBF-DDA, as shown in table 4.5.

4.3.3 Results and Discussion for RBF-DDA Improvement by Weights Adjustment

This section reports experiments using the method based on weights adjustment pro-
posed in subsection 4.2.2. The simulations were carried out using the datasets optdigits,
pendigits, letter and soybean, described in subsection 4.3.1. We have used the RBF-DDA
implementation available on the well known SNNS neural networks simulator [Zel98] in
these simulations. This simulator saves the trained networks in ASCII files with .net ex-
tension. We have implemented the weights adjustment algorithm in the C language. This
program takes the .net file generated by SNNS after DDA training; adjusts the weights
according to the algorithm described in subsection 4.2.2, and generates a novel .net file
in the SNNS format for the network with weights adjusted. Finally, performance of this
network is analyzed using the SNNS tools (batchman and analyze). This procedure was
done in order to guarantee the correctness of the implementation and to assure a fair
comparison between the original DDA and our proposed method (using the same tools
for the analyzes).

Table 4.7 presents the classification errors on test sets for the OCR datasets. For
the RBF-DDA with weights adjustment, the default DDA parameters (θ+ = 0.4 and
θ− = 0.1) were used in the first phase of training. In the second phase of training
– weights adjustment – the learning rate η = 0.1 was used. This table compares the
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RBF-DDA RBF-DDA RBF-DDA
Dataset (weights (θ− selection) Default MLP k-NN

adjustment)
optdigits 4.45% 2.78% 10.18% 10.95% (1.90%) 3.51%
pendigits 3.43% 2.92% 8.12% 4.83% (0.50%) 2.29%

letter 5.24% 5.30% 15.60% 23.59% (0.90%) 6.62%
mean across

datasets 4.37% 3.67% 11.30% 13.12% 4.14%

Table 4.7. Classification errors on test sets for OCR datasets: comparing two of the proposed
methods for improving RBF-DDA

Dataset Training No. of % of Tr. error Additional Tr. error
epochs RBFs training (DDA) training (after weights adj.)
(DDA) patterns epochs

optdigits 4 1,953 51.09% 6.12% 29 3.77%
pendigits 5 1,427 19.04% 3.10% 115 0.61%

letter 5 7,789 51.93% 6.51% 26 1.04%

Table 4.8. Training results before and after weights adjustments for OCR datasets

performance of the weights adjustment method with RBF-DDA trained with default
parameters, RBF-DDA with θ− selection, MLP and k-NN (results reported on table 4.2).

The results of table 4.7 show that the method of weights adjustment also considerably
improves performance of RBF-DDA with default parameters. The proposed method also
outperforms previous MLP results on all datasets considered [KA00, KGC00, FS91]. It
outperforms previous k-NN results on the letter dataset and obtains slightly worse results
on the two remaining datasets. The θ− selection method performs better than the weights
adjustment one on two of the datasets (optdigits and pendigits). These methods achieve
similar performance on letter.

It is important to stress that the weights adjustments were carried out on RBF-DDA
networks trained with default parameters. The training epochs, number of hidden RBF
units, percentage of training patterns stored as prototypes (RBF units) and training error
of the default RBF-DDA on the OCR datasets are shown in table 4.8. This table also
presents the additional training epochs used in the weights adjustments and the error
on the training set after the adjustment. It can be seen that few additional epochs are
needed for weights adjustment (from 26 to 115). Notice that all patterns of the reduced
training set are considered for adjusting the weights in one epoch of training. The results
also show that the training errors of the RBF-DDA networks are much reduced by weights
adjustment. This led to improved networks regarding generalization performance, as the
results of table 4.7 have demonstrated.

Although the performance of the RBF-DDA with θ− selection is better than that of
the weights adjustment method, the former method produces much larger networks. The
number of hidden units in these networks are compared in table 4.4. This table shows
that θ− selection produces networks with a number of hidden units that correspond to
76.37% to 99.71% of the training patterns for the OCR datasets (87.27% mean across the
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RBF-DDA RBF-DDA hidden % of training
θ− default weights adjustment units patterns

10−1 10.18% 4.45% 1,953 51.09%
10−2 4.79% 2.45% 3,318 86.79%
10−3 3.45% 2.73% 3,697 96.70%
10−4 3.06% 2.68% 3,784 98.98%
10−5 2.78% 2.67% 3,812 99.72%

Table 4.9. Classification errors on optdigits test set using RBF-DDA with weights adjustment

three datasets). On the other hand, the weights adjustment method produces networks
with 19.04% to 51.93% of the training patterns stored as prototypes in the hidden layer
(40.69% mean across the datasets).

As discussed in the previous section, the space requirement of a classifier can be
as important as its performance. The RBF-DDA with weights adjustment offers an
alternative to RBF-DDA with θ− selection. The use of one or the other in practice
depends on the trade-off between performance and space complexity.

A second set of simulations with the weights adjustment method proposed here for
RBF-DDA networks with different values for the θ− DDA parameter were carried out.
The results are shown in tables 4.9, 4.10, and 4.11 for optdigits, pendigits and letter
respectively. Each of these tables compares the classification error on the test set before
and after the application of the proposed weights adjustment. The tables also show the
number of hidden units for each θ− together with the percentage of training patterns
stored as prototypes. For each dataset, θ− is varied from its default value (10−1) to the
near-optimal value obtained by the θ− selection method (see table 4.4).

The results of these tables show that the weights adjustment method proposed in this
work improves RBF-DDA performance for all θ− values considered, though the improve-
ment is smaller for smaller θ− values. The tables also show that the size of the resulting
network increases with decreasing θ−. It can be seen that training RBF-DDA networks
with θ− = 10−2 and next adjusting the weights as proposed in work results in networks
with good performance and moderate size. Finally, table 4.12 summarizes these results
and shows that networks trained with θ− = 10−2 followed by weights adjustment achieve
the best generalization performance in the datasets considered. Moreover, the method
based on weights adjustment produces much smaller networks than the method based
solely on θ− selection.

Experiments were also performed using the soybean datasets. The RBF-DDAs with
weights adjustment were also trained with default parameters (θ+ = 0.4 and θ− = 0.1) in
the first phase of training. Next, weights were adjusted using the learning rate η = 0.1.
The classification errors on test sets are shown in table 4.13. This table also presents
the previous results obtained by RBF-DDA with default parameters (without weights
adjustment) and by θ− selection. RBF-DDA with θ− selection performs better in two
soybean partitionings whereas the method based on weights adjustment is better on the
remaining one. Both methods considerably improve RBF-DDA performance on these
datasets as well. It can also be seen that the mean classification error on test sets



4.3 experiments 79

RBF-DDA RBF-DDA hidden % of training
θ− default weights adjustment units patterns

10−1 8.12% 3.43% 1,427 19.04%
10−2 4.09% 2.74% 3,108 41.47%
10−3 3.29% 2.72% 4,363 58.22%
10−4 2.94% 2.80% 5,172 69.02%
10−5 2.92% 2.78% 5,723 76.37%

Table 4.10. Classification errors on pendigits test set using RBF-DDA with weights adjustment

RBF-DDA RBF-DDA hidden % of training
θ− default weights adjustment units patterns

10−1 15.60% 5.24% 7,789 51.93%
10−2 6.58% 4.96% 11,025 73.50%
10−3 5.44% 5.04% 12,232 81.55%
10−4 5.30% 5.14% 12,861 85.74%

Table 4.11. Classification errors on letter test set using RBF-DDA with weights adjustment

RBF-DDA RBF-DDA RBF-DDA RBF-DDA
Dataset Default (weights adj., (θ− (weights adj.,

θ− = 10−1) selection) θ− = 10−2)
optdigits 10.18% 4.45% 2.78% 2.45%
pendigits 8.12% 3.43% 2.92% 2.74%

letter 15.60% 5.24% 5.30% 4.96%
mean across

datasets 11.30% 4.37% 3.67% 3.38%

Table 4.12. Classification errors on test sets: comparison of different RBF-DDA classifiers

RBF-DDA RBF-DDA RBF-DDA
Dataset (weights adjustment) (θ− selection) (Default)
soybean1 14.12% 10.59% 32.94%
soybean2 8.82% 8.24% 24.71%
soybean3 9.41% 13.53% 34.12%

mean across
datasets 10.78% 10.79% 30.59%

Table 4.13. Classification errors on test sets for soybean datasets: comparing the proposed
methods for improving RBF-DDA
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Dataset Training No. of % of Tr. error Additional Tr.
epochs RBFs training (DDA) training error
(DDA) patterns epochs (opt.)

soybean1 4 221 43.10% 11.50% 19 0.97%
soybean2 4 226 44.05% 8.77% 14 1.56%
soybean3 4 220 42.88% 9.16% 20 1.56%

Table 4.14. Training results before and after weights adjustment for soybean datasets

k θ+ θ− hidden RBF units % tr. patterns stored Test set error
No reduction 0.4 0.1 1,953 51.08% 10.18%
No reduction 0.4 10−5 3,812 99.71% 2.78%

27 0.4 10−2 1,628 42.58% 1.78%

Table 4.15. Classification errors on test set of optdigits for RBF-DDA classifiers

across the different partitionings is almost the same for the two methods proposed here
for improving RBF-DDA (around 10.80%). This is much better than the mean error
obtained by the original DDA trained with default parameters (30.59%).

Finally, table 4.14 presents results regarding both training phases of the weights ad-
justment method on the soybean datasets. This table contains the number of epochs of
DDA training, the number of hidden RBF units, the percentage of patterns of the train-
ing set stored as prototypes, and the classification error on the complete training set.
These data concern the first phase of training in which the networks are built by using
DDA with default parameters. The table also shows the number of epochs for the second
phase of training (weights adjustment) and the final training set classification error. This
error is also much decreased by the second phase of training proposed here.

4.3.4 Results and Discussion for the Integrated Method: Data Reduction and
Parameter Selection

The training method proposed in subsection 4.2.3 is intended to build RBF networks
with improved generalization capabilities without increasing the resulting networks. This
subsection reports experiments carried out in order to assess the performance of the
proposed method. The first four datasets of table 4.1, namely, optdigits, pendigits, letter,
and satimage, were used in the following experiments. They were selected for these
experiments because they are the larger datasets of table 4.1, and therefore, produce
larger RBF networks.

Tables 4.15, 4.16, 4.17, and 4.18 compare performance of integrated method of subsec-
tion 4.2.3 with RBF-DDA trained without data reduction for optdigits, pendigits, letter,
and satimage, respectively. Each of these tables contains k (the parameter of the data
reduction algorithm), θ+, θ−, the number of hidden units of the RBF network built by
DDA, the percentage of training patterns stored as RBF units and the classification error
on the test set. Notice that the percentage of training patterns stored as RBF units is
computed with respect to the full training set.
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k θ+ θ− hidden RBF units % tr. patterns stored Test set error
No reduction 0.4 0.1 1,427 19.04% 8.12%
No reduction 0.4 10−5 5,723 76.37% 2.92%

18 0.4 10−2 1,430 19.08% 4.86%
60 0.4 10−2 2,338 31.20% 2.94%
60 0.4 10−4 3,130 41.77% 2.63%
80 0.4 10−5 3,689 49.22% 2.60%

Table 4.16. Classification errors on test set of pendigits for RBF-DDA classifiers

k θ+ θ− hidden RBF units % tr. patterns stored Test set error
No reduction 0.4 0.1 7,789 51.93% 15.60%
No reduction 0.4 10−4 12,861 85.74% 5.30%

12 0.4 10−2 7,826 52.17% 5.18%
16 0.4 10−2 8,582 57.21% 5.12%

Table 4.17. Classification errors on test set of letter for RBF-DDA classifiers

The first line of each table presents results obtained by RBF-DDA using default
parameters without data reduction. The results of the second line were also obtained by
RBF-DDA without data reduction, this time trained with the method based solely on
θ− selection (proposed in subsection 4.2.1) [ONM04c]. The remaining lines present the
results obtained by firstly reducing the training set and then training with DDA. The
selection of k and θ− was carried out by cross-validation, as outlined in subsection 4.2.3.
For some datasets more than one combination of k and θ− is presented. The combination
which yielded the best performance is shown in the last line of each table.

The results of tables 4.15, 4.16, 4.17, and 4.18 show that the method based solely on θ−

selection considerably improves RBF-DDA performance for the four datasets considered,
however, this method always leads to larger networks than those generated by RBF-DDA
trained with default parameters [ONM04c]. These tables also show that the integrated
method proposed in subsection 4.2.3 achieves better generalization performance than
both default RBF-DDA and RBF-DDA trained with selected θ− [ONM04c]. Notice that,
at the same time, the proposed method is able to produce much smaller networks than
those produced by the RBF-DDA trained with θ− selection (without data reduction).

For example, for the dataset optdigits (results in table 4.15), an RBF-DDA trained
with the full training set and default parameters has achieved 10.18% classification error
on test set with 51.08% of the training patterns stored as RBF units. The method
based only on θ− selection (without data reduction) is able to improve the generalization
performance, reducing the classification error to 2.78%. This is obtained, however, at
the expense of increasing the percentage of stored training patterns to 99.71%. The
integrated method proposed in subsection 4.2.3, in contrast, improves performance (the
error is decreased to 1.78%) and, at the same time, decreases the network size (the number
of training patterns stored is 42.58% in this case) [OMNM04].

Table 4.19 compares the generalization performance of the proposed method with
other classifiers for each dataset. This table presents results obtained with RBF-DDA
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k θ+ θ− hidden RBF units % tr. patterns stored Test set error
No reduction 0.4 0.1 2,812 63.40% 14.95%
No reduction 0.4 10−4 4,099 92.42% 8.55%

46 0.4 10−3 2,759 62.21% 8.55%
75 0.4 10−3 3,090 69.67% 8.25%

Table 4.18. Classification errors on test set of satimage for RBF-DDA classifiers

RBF-DDA RBF-DDA RBF-DDA
Dataset (integrated (θ−sel.) Default MLP k-NN

method)
optdigits 1.78% 2.78% 10.18% 10.95% 3.51%
pendigits 2.60% 2.92% 8.12% 4.83% 2.29%

letter 5.12% 5.30% 15.60% 23.59% 6.62%
satimage 8.25% 8.55% 14.95% 13.90% 9.40%

mean across
datasets 4.44% 4.89% 12.21% 13.32% 5.45%

Table 4.19. Classification errors on test sets: comparison of the integrated method with other
classifiers

using data reduction; RBF-DDA without data reduction using θ− selection [ONM04c];
RBF-DDA without data reduction using default parameters; multi-layer perceptrons
(MLP) and k-nearest neighbor (k-NN). The k-NN and MLP results were obtained in
the literature, as described in subsection 4.3.2. As commented before, the proposed inte-
grated method outperforms RBF-DDA trained with both default parameters and selected
θ−. Furthermore, the proposed method produces much smaller networks than those of
RBF-DDA trained with selected θ− and comparable in size to those of default RBF-DDA.

The integrated method for training RBF networks proposed in this thesis markedly
outperforms MLPs in all datasets considered, as can be seen in table 4.19. The proposed
method outperformed k-NN on three of the datasets and had similar performance on the
remaining (pendigits). The proposed method has an important advantage over k-NN.
k-NN needs to store all training data whereas the proposed method needs to store only
from 42.58% to 69.67%, depending on the dataset (see tables 4.15, 4.16, 4.17, and 4.18).

Finally, table 4.20 compares the results obtained by the integrated method with those
of the method based on weights adjustment (of subsection 4.2.2). The methods are
compared regarding both the generalization performance and the size of the networks.
The results of this table show that the integrated method achieved mean performance
slightly better than the method of weights adjustment with θ− = 10−2 with the advantage
of producing smaller networks.
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RBF-DDA RBF-DDA RBF-DDA
Dataset (integrated (weights adj., (weights adj.,

method) θ− = 10−1) θ− = 10−2)
optdigits 1.78% [1628] 4.45% [1953] 2.45% [3318]
pendigits 2.63% [3130] 3.43% [1427] 2.74% [3108]

letter 5.12% [8582] 5.24% [7789] 4.96% [11025]
mean across

datasets 3.18% [4446.7] 4.37% [3723] 3.38% [5817]

Table 4.20. Comparison of the integrated method with the method based on weights adjust-
ment (classification error on test sets and number of hidden RBFs)

4.3.5 Results and Discussion for RBF-DDA-SP: DDA with Selective Pruning and
Parameter Selection

This subsection reports experiments carried out using the RBF-DDA-SP training
method - which combines selective pruning and parameter selection - proposed in sub-
section 4.2.4. The experiments considered the six datasets of table 4.1. We consider
only the inverted version of the segment dataset, which we named segment2, and the first
partitioning of the soybean dataset, soybean1.

Figures 4.17 (a) and (b) compare the proposed method (RBF-DDA-SP) with both the
original RBF-DDA [BD95] and RBF-DDA-T [Pae04] regarding the generalization perfor-
mance and the complexity of the networks, respectively. These results were obtained
for the optdigits dataset. RBF-DDA-SP was training pruning 50% of the neurons which
covered only one training sample. The results for RBF-DDA-SP correspond to means
over 10 runs of the simulations, because performance depends on the RBFs pruned from
the network. In each run of the simulations, 50% of the neurons which covered only
one traning sample were removed from the network. The neurons to be removed were
randomly selected and each run used a different value for the seed of the random number
generator.

It can be observed from figure 4.17 (a) that for θ− = 0.1, the generalization perfor-
mance of the methods is similar, with a slight advantage for RBF-DDA. For smaller values
of θ−, the generalization performance improves for both the proposed RBF-DDA-SP and
RBF-DDA (up to θ− = 10−5). On the other hand, as θ− decreases, performance severely
degrades for RBF-DDA-T. This occurs because smaller values of θ− generate networks
with larger number of neurons which cover only one training sample. RBF-DDA-T prunes
the network at each training epoch, thereby removing all training samples which cover
only one neuron. These training samples are put on an outlier list and are not considered
in subsequent training epochs [Pae04]. This results in much severe pruning for small
values of θ−. For the optdigits dataset, RBF-DDA-T generated RBF networks with only
one hidden unit for θ− = 10−9 and θ− = 10−10 with heavily degraded performance, as
can be seen in figure 4.17 (a).

On the other hand, the pruning strategy adopted by RBF-DDA-SP removes only a
portion of those neurons which are considered to cover only one training sample, thereby
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Figure 4.17. Comparison of the proposed method (RBF-DDA-SP) with RBF-DDA and RBF-
DDA-T as function of θ−: (a) classification errors. (b) number of RBFs. Results on optdigits.
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producing networks with better generalization performance. In addition, RBF-DDA-
SP pruning is carried out only at the last training epoch, thereby avoiding premature
pruning. A similar behavior to that depicted in figures 4.17 (a) and (b) has also been
observed for the other datasets considered in the experiments of this subsection, namely,
pendigits, letter, satimage, segment2 and soybean1.

The results of figures 4.17 (a) and (b) show that RBF-DDA-SP offers a much better
compromise between generalization performance and complexity than both RBF-DDA
and RBF-DDA-T. RBF-DDA-SP achieves classification performance comparable to RBF-
DDA for θ− = 10−5 (3.57% classification error versus 2.78%) using only 1912 hidden units
whereas RBF-DDA needed 3812 hidden units. On the other hand, the better results
obtained by RBF-DDA-T were 14.75% classification error with only 655 hidden units, for
θ− = 0.1. Smaller values of θ− heavily degraded RBF-DDA-T performance.

Tables 4.21 and 4.22 compare the classification performance and the complexity of the
networks of the proposed method (RBF-DDA-SP) with RBF-DDA trained with default
parameters (θ+ = 0.4 and θ− = 0.1) [BD95], RBF-DDA-T [Pae04] and RBF-DDA with
θ− selection (see subsection 4.2.1 and [ONM04c]) in each dataset. For each OCR dataset,
table 4.21 shows both the classification error on the test set and the number of hidden
RBF units, for each training method. Table 4.22 shows the results for the remaining
datasets, namely, satimage, segment2, and soybean1.

The experiments reported here considered RBF-DDA-SP with three different percent-
ages of pruning, namely, 30%, 40%, and 50%. For example, in the case of RBF-DDA-SP
with 30% of pruning, the method prunes, after DDA training, 30% of the neurons which
cover only one training sample. For RBF-DDA-SP, the simulations were carried out ten
times for each dataset, since the method randomly selects the neurons to be pruned. Ta-
bles 4.21 and 4.22 report both the mean and the standard deviation of the classification
errors for RBF-DDA-SP.

RBF-DDA-T simulations were carried out with θ+ = 0.4 and both θ− = 0.1 and
θ− = 0.2 for each dataset. Recall that Paetz suggests using θ− = 0.2 for RBF-DDA-T
(see subsection 2.2.2.2 and [Pae04]). Tables 4.21 and 4.22 show only the best RBF-DDA-
T classification results obtained for each dataset (which used θ− = 0.2 for optdigits and
satimage, and θ− = 0.1 for pendigits, letter, segment2 and soybean1). The values of θ−

for RBF-DDA with θ− selection and for RBF-DDA-SP for each dataset were: optdigits,
pendigits and soybean1, (θ− = 10−5); letter, satimage and segment2, (θ− = 10−4).

The results of tables 4.21 and 4.22 show that RBF-DDA-SP considerably outperforms
both RBF-DDA with default parameters and RBF-DDA-T for the three percentages of
pruning considered. In addition, it can be observed that the proposed method achieves
classification performance more close to that of RBF-DDA with θ− selection, with the
advantage of generating much smaller networks. RBF-DDA-SP performance is higher for
smaller amounts of pruning (e.g., 30%). On the other hand, higher pruning rates produce
networks with less neurons and a slight degradation in performance. These results show
that RBF-DDA-SP offers a better compromise between generalization performance and
network complexity than both RBF-DDA and RBF-DDA-T for all six datasets considered
in the experiments.

Finally, table 4.23 compares RBF-DDA-SP with the integrated method proposed in
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Method optdigits pendigits letter
RBF-DDA
(default) 10.18% [1953] 8.12% [1427] 15.60% [7789]

RBF-DDA-T
(default) 14.75% [655] 8.43% [978] 25.32% [2837]

RBF-DDA
(θ− sel.) 2.78% [3812] 2.92% [5723] 5.30% [12861]

RBF-DDA-SP 3.13% [2672] 3.04% [4344] 6.54% [9358]
(30%, θ− sel.) (0.23%) (0.14%) (0.18%)
RBF-DDA-SP 3.30% [2292] 3.17% [3884] 7.10% [8191]
(40%, θ− sel.) (0.28%) (0.18%) (0.12%)
RBF-DDA-SP 3.57% [1912] 3.29% [3424] 8.00% [7023]
(50%, θ− sel.) (0.26%) (0.19%) (0.25%)

Table 4.21. Classification errors on test sets and number of hidden RBFs for OCR dataset

Method satimage segment2 soybean1
RBF-DDA
(default) 14.95% [2812] 18.10% [568] 32.94% [221]

RBF-DDA-T
(default) 24.75% [662] 8.10% [347] 39.41% [85]

RBF-DDA
(θ− sel.) 8.55% [4099] 0.00% [1088] 10.59% [366]

RBF-DDA-SP 9.18% [2934] 1.09% [884] 12.38% [279]
(30%, θ− sel.) (0.27%) (0.67%) (1.04%)
RBF-DDA-SP 9.59% [2546] 1.62% [816] 12.41% [250]
(40%, θ− sel.) (0.32%) (0.75%) (1.02%)
RBF-DDA-SP 10.05% [2157] 2.76% [748] 13.82% [220]
(50%, θ− sel.) (0.40%) (1.30%) (1.76%)

Table 4.22. Classification errors on test sets and number of hidden RBFs for remaining datasets
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RBF-DDA RBF-DDA-SP
Dataset (integrated (θ−sel.)

method)
optdigits 1.78% [1628] 3.57% [1912]
pendigits 2.60% [3689] 3.29% [3424]

letter 5.12% [8582] 7.10% [8191]
satimage 8.25% [3090] 9.18% [2934]

Table 4.23. Comparison of RBF-DDA-SP to the integrated method of subsection 4.2.3

subsection 4.2.3 (results of subsection 4.3.4). This table shows both the classification
error on test sets and the size of the network for each dataset and each method. The
RBF-DDA-SP results were obtained from tables 4.21 and 4.22. For each dataset we show
only the RBF-DDA-SP result which produced a network with approximately the same
size as that of the integrated method. The results of table 4.23 show that the integrated
method achieves better generalization performance for all datasets considered (producing
networks of approximately the same size as RBF-DDA-SP). On the other hand, RBF-
DDA-SP is less expensive computationally since the pruning method employed by it is
much simpler than the data reduction algorithm of the integrated method.

4.3.6 Comparison with AdaBoost and SVM

This section compares the generalization performance of the two best methods pro-
posed in this chapter (in terms of generalization performance) - namely, RBF-DDA with
θ− selection (subsection 4.2.1) and the integrated method of subsection 4.2.3 - with Ad-
aBoost and support vector machines. The results of AdaBoost and support vector ma-
chines were obtained in recent papers available in the literature [KA00, ASS00, CHBK04,
RK04]. The datasets considered in the comparison are optdigits, pendigits, letter and
satimage.

Table 4.24 compares performance of two of the proposed methods for improving RBF-
DDA with AdaBoost and SVM results. The first column of this table shows the best
AdaBoost results from MLP ensembles starting from two MLP components to 100 MLP
components [KA00]. The second column of the table shows the best AdaBoost results
reported in a previous work that compared a number of decoding methods [ASS00].
The results shown here are the best obtained in that study, corresponding to AdaBoost
with loss-based decoding using the exponential loss function and all-pairs output codes
[ASS00].

It can be seen that the constructive training methods for RBF networks proposed
in this thesis outperform AdaBoost for all datasets considered. The classifiers proposed
here also outperformed a recent ensemble classifier named DIvote on the pendigits datasets
[CHBK04]. This classifier obtained 3.60% classification error on the test set [CHBK04]
whereas RBF-DDA with θ− selection achieved 2.92% and the integrated method of sub-
section 4.2.3 achieved 2.60%.

The SVM results shown in table 4.24 are the best results for these datasets obtained
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AdaBoost AdaBoost SVM SVM RBF-DDA Integrated met.
Dataset (1) (2) (OVA) (Sparse) (θ− selection) (subsec. 4.2.3)
optdigits 4.67% - 2.73% 3.01% 2.78% 1.78%
pendigits 3.17% 2.90% 2.50% 2.70% 2.92% 2.60%

letter 19.91% 7.10% 2.75% 3.55% 5.30% 5.12%
satimage - 11.40% 7.80% 8.85% 8.55% 8.25%

Table 4.24. Classification errors on test sets: comparison with AdaBoost and SVMs. (1) results
from [KA00] and (2) results from [ASS00]

in two previous studies [ASS00, RK04]. This table shows SVM results using both one-vs-
all (OVA) and sparse output coding [ASS00, RK04]. The optdigits, letter and satimage
results were obtained in the work of Rifkin and Klautau [RK04] whereas results for
pendigits were obtained in the work of Allwein et al. [ASS00].

Notice that the integrated method proposed in this chapter for improving RBF-DDA
outperforms SVM in the optdigits dataset, obtains a similar performance in the pendig-
its and satimage datasets and obtains worse results in letter. The RBF-DDA with θ−

selection achieves comparable results to SVMs in the optdigits, pendigits and satimage
datasets. In the letter dataset, SVM obtains better generalization performance. It is
important to stress that other output coding methods for SVMs considered in previous
works lead to worse performance compared to our RBF-DDA methods [ASS00, RK04].

Support vector machines are a powerful class of machine learning algorithms shown to
achieve good performance on many classification and regression tasks. However, a recent
study showed that simpler methods can be very competitive with SVMs on a number
of datasets [MLH03]. The methods proposed in this chapter have built RBF networks
that can achieve generalization performance comparable to SVMs in a number of tasks.
Moreover, they can be faster to train then SVMs, which can be an important advantage
in practical applications.

4.3.7 Experiments Using Cross-Validation

The experiments reported in the last subsections used the holdout method to evaluate
and compare the performance of the classifiers. Nonetheless, it is argued that the cross-
validation method should be used to enhance such comparison [DHS00, TK03]. We have
used the holdout method because it is possible to compare the results to a number of
other results obtained by other methods reported in the literature which used the same
training and test sets.

In n-fold cross-validation the data available for simulations (training and test patterns
used in holdout) are merger to form a single dataset. Next, this dataset is divided into n
disjoint subsets. Each subset is called a fold. The process of training and test is carried
out n times. Each time, one of the folds is used as test set and the remaining folds are
used to form the training set. The cross-validation error is the mean of the n classification
errors on test sets obtained in this process [DHS00, TK03].

By using cross-validation instead of holdout, it is possible to compute the standard
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Figure 4.18. 10-fold cross-validation error for the segment dataset as a function of θ−

deviation of the cross-validation error and, more importantly, to use statistical hypothesis
tests in order to assess whether the difference in the performance of two classifiers is
statistically significant.

We have performed a number of cross-validation simulations using only the two best
methods proposed in this chapter (in terms of generalization performance), namely, RBF-
DDA with θ− selection and the integrated method of subsection 4.2.3. All simulations
have used 10-fold cross-validation.

Figure 4.18 shows the mean 10-fold cross-validation error for the segment dataset. The
dataset used in these experiments was formed by merging the training and test datasets
of UCI [BM98]. This produced a dataset with 2310 patterns. Thus, each fold had 231
patterns. The results of figure 4.18 are similar to those of the holdout simulations with
segment datasets (see figures 4.4 and 4.5). The cross-validation error increases as θ− is
decreased. This takes place up to θ− = 10−3. For θ− = 10−4 there is a considerable
improvement in performance, which is slightly degraded for smaller values of θ−. The
behavior of the cross-validation error as a function of θ− for the other datasets is also
similar to the respective behavior using the holdout method.

Table 4.25 reports 10-fold cross-validation errors for the optdigits, pendigits, letter,
satimage and segment datasets. This table compares the performance of k-NN, the default
RBF-DDA, RBF-DDA with θ− selection and the integrated method. k-NN experiments
were carried out using k = 3 for the first four datasets. For segment, we have tried
k = 1, k = 2 and k = 3. We report only the results for k = 1, since these were the best
results for this dataset. The results of table 4.25 show that both methods proposed in
this chapter considerably improve performance with respect to the original RBF-DDA.
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RBF-DDA RBF-DDA Integrated method
Dataset k-NN (default) (θ− selection) (subsection 4.2.3)
optdigits 2.28% (1.07%) 9.11% (1.03%) 1.87% (0.74%) 1.53% (0.56%)
pendigits 0.77% (0.34%) 4.45% (1.01%) 0.84% (0.27%) 1.05% (0.32%)

letter 4.74% (0.50%) 14.50% (1.03%) 4.68% (0.58%) 4.72% (0.53%)
satimage 11.30% (3.47%) 15.57% (4.71%) 10.46% (3.70%) 10.10% (3.76%)
segment 10.39% (0.81%) 32.47% (18.41%) 12.04% (8.85%) 12.38% (7.69%)

Table 4.25. 10-fold cross-validation errors (means and standard deviations): comparison of
classifiers

In addition, they show that these methods achieve performance comparable to k-NN,
with the advantage of producing much smaller networks. In this regard, the integrated
method offers greater advantages, since we have shown that it is able to produce much
smaller networks than those produced by RBF-DDA with θ− selection (see subsection
4.3.4).

The 10-fold cross-validation experiments are described in more detail in appendix
A. This appendix shows the test error obtained in each fold for each dataset and each
method. Moreover, it reports on statistical hypothesis tests performed in order to decide
whether the differences in performance between the classifiers are statistically significant.
The hypothesis tests were carried out using 95% confidence level.

The hypothesis tests of appendix A show that, for the five datasets considered, k-NN
and RBF-DDA with θ− selection achieve the same performance. On the other hand,
it is shown that k-NN outperforms RBF-DDA with default parameters for all datasets.
Moreover, it is shown in appendix A that both RBF-DDA with θ− selection and the
integrated method outperform RBF-DDA trained with default parameters for all datasets.

Hypothesis tests were also performed for comparing k-NN to the integrated method
proposed in this chapter. The results of appendix A show that the integrated method
outperforms k-NN for the datasets optdigits and satimage. On the other hand, k-NN
outperforms the integrated method for the dataset pendigits. For letter and segment, the
tests have revealed that the difference in performance of these methods is not statistically
significant.

Finally, the comparison of the RBF-DDA with θ− selection and the integrated method
detailed in appendix A has shown that the integrated method outperforms RBF-DDA
with θ− selection for the optdigits and satimage datasets. For the other datasets, the
hypothesis tests have shown that there is no statistical difference between these classifiers.

4.4 CONCLUSION

This chapter has proposed and investigated four methods for improving the gener-
alization performance of RBF-DDA. The original DDA algorithm is a fast constructive
algorithm that effectively uses all training data for training, that is, does not needs val-
idation data. Training is usually carried out with the recommended default parameters
θ+ = 0.4 and θ− = 0.1, since it has been show, for some datasets, that these parameters
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only slightly influence performance [BD95, BD98].
The first method proposed in this chapter was motivated by the observation that

parameter θ− considerably improves performance of RBF-DDA for some datasets. In
this method, we divide training data into training and validation pattern sets and use
the performance on the latter set to select the value of θ−. Next, we use the selected θ−

value to train using the full training data. Finally, generalization performance is evaluated
on an unseen test set. This method indeed improves generalization performance, yet it
also leads to much larger networks.

We have proposed three alternative methods in order to tackle the drawback of the
first method. The second method proposed in this chapter is based on a gradient-descent
adjustment of the weights of the connections between hidden and output units. In this
method an RBF network is firstly built using DDA. Next, the network weights are ad-
justed by a gradient-descent algorithm using the reduced training set. Performance on
the validation set is assessed during training. Training stops when the validation set SSE
increases.

The third method proposed in this chapter integrates a data reduction algorithm
with the selection of parameter θ−. Firstly, the data reduction algorithm is applied to
the training set in order to select the most important patterns for discrimination. Next,
an RBF network is built by DDA using the reduced training set. The data reduction
algorithm employed has a parameter k which determines the reduction rate. Hence, the
proposed method has two critical parameter, namely θ− and k, which are selected via
cross-validation.

Finally, the four method, which we named RBF-DDA-SP, combines selective pruning
with θ− selection. The method was inspired by RBF-DDA-T, an extension of RBF-DDA
recently proposed in the literature [Pae04]. We have demonstrated that RBF-DDA-T
leads to much severe pruning for smaller values of θ−. On the other hand, RBF-DDA-
SP, introduced here, prunes only a portion of the neurons which cover only one training
pattern, thereby generating networks which offer much better generalization performance
compared to RBF-DDA-T.

The proposed methods have been evaluated on six benchmark datasets obtained from
the UCI repository [BM98]. The experiments used both the holdout and the cross-
validation methods to compare the classifiers. The experiments have shown that all four
methods proposed in this chapter considerably improve generalization performance with
respect to the original RBF-DDA.

In addition, the experiments have shown that the first method (RBF-DDA with θ−

selection) improves performance at the expense of generating much larger networks. The
three alternative methods proposed in this chapter are able to produce smaller networks
than the first method. Nonetheless, the second and fourth method achieve this goal at
the expense of a slight degradation in performance (with respect to the first method). On
the other hand, the third method (the integrated method) was able to reduce the size of
the networks and, simultaneously achieve results comparable or even better than those
of RBF-DDA with θ− selection.

The results obtained by the first and third methods proposed in this chapter have
also been compared to results of other classifiers obtained in the literature. We have
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compared our methods to results obtained with MLPs, kNN, AdaBoost and SVMs. The
comparison has shown that our methods outperforms MLP and AdaBoost in five of the
datasets considered (the only exception was the soybean dataset). In addition, the results
have shown that our methods achieve results comparable to both kNN and SVM in the
datasets considered. Moreover, our methods produce smaller classifiers than kNN, which
can be an advantage in practical applications.

The main subject of this thesis is the problem of novelty detection in time series. In
chapter 5 we present methods proposed to tackle this problem based on classification.
During research, we have observed that performance of RBF-DDA in that problem could
be considerably improved by carefully selecting the value of θ−. This has motivated
work on methods for improving RBF-DDA performance. This chapter has proposed and
investigated four methods that were evaluated using six benchmark classification datasets.
This was done in order to demonstrate that the methods apply to more general datasets
and in order to compare the results to other results available in the literature. Two of the
methods investigated in this chapter are also applied to the problem of novelty detection
in time series in chapter 5 and shown to be valuable in that case as well.



CHAPTER 5

METHODS FOR NOVELTY DETECTION IN TIME
SERIES BASED ON CLASSIFICATION

5.1 INTRODUCTION

Forecasting-based techniques for novelty detection in time series have been criticized
because of the difficulty to establish thresholds for the detection of novelties. In the
next chapter we contribute to the solution of this problem by proposing techniques de-
veloped for improving forecasting-based novelty detection in time series. In this chapter
we present classification-based techniques for novelty detection in time series. The tech-
niques developed here differ from those of recent works (reviewed in chapter 3) in that
they were designed for novelty detection in financial time series. In this domain, we
are interested in detecting more subtle deviations from normality. This is so because
in many cases the frauds in accountancy and payroll time series, for example, represent
small deviations. Additionally, the occurrence of short time series is frequent in financial
systems.

Classification-based novelty detection techniques for time series are designed to classify
a given time series window into normal or novelty. A time series window is formed by w
consecutive data points extracted from the time series. The advantage of classification-
based methods over forecasting-based ones is that classification is a task usually easier
than forecasting. On the other hand, classification-based techniques are able to detect
novelty in a whole window from the time series, whereas forecasting-based techniques can
detect novelty on a single data point from the time series. This can be an advantage on
real-world applications, for example, in fraud detection in financial systems.

In this chapter, two novel classification-based techniques are proposed for novelty
detection in time series. Both techniques are based on the idea, introduced here, of
defining an envelope around the time series windows. Time series windows within the
envelope are considered normal whereas novelties are windows with data points outside
the envelope. The rationale for the use of the envelope in these techniques is to take into
account the uncertainty about the future behavior of the time series.

The first novelty detection method presented here is based on the negative sam-
ples approach [SM04]. In this technique, negative samples are artificially generated and
added to the training set in order to represent novelties and enable the classifier to be
trained to correctly classify novelties. The method proposed in this work adapts this
technique to novelty detection in short time series modifying it by introducing generation
of both novelty random patterns (negative samples) and normal random patterns. These
patterns are then added to training and test sets. Normal random patterns represent
small deviations from real normal patterns and are created to increase the datasets in
the hope of improving neural network classification performance for short time series

93
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[ONM03, ONM04a, ONM04b].
This technique was tested on a number of real-world time series. Performance of

the system was evaluated using two different RBF-DDA architectures. The influence
of time series differencing and of the number of random patterns added to the training
set in classification performance was also evaluated [ONM03]. The influence of different
neural networks classifiers on performance was studied as well [ONM04a]. The classifiers
considered include MLP; RBF-DDA; two of the improved methods based on RBF-DDA
introduced in chapter 4; machine committees of MLPs; machine committees of MLPs
and RBF-DDA neural networks and support vector machines [ONM04a, ONM04b].

The performance of the technique based on negative samples depends on the number of
artificial negative samples added to the training set. To avoid the problem of defining this
number an alternative technique that does not use negative samples is also proposed in
this chapter [ONM04d]. The proposed technique is based on RBF-DDA neural networks.
For each time series window in the training set only two additional patterns are generated
and added to the training set in order to help the classifier to learn the envelope. A number
of experiments were carried out in order to compared this technique with that based on
negative samples and the results are given in this chapter.

5.2 THE USE OF ENVELOPES FOR NOVELTY DETECTION IN TIME SERIES

The time series novelty detection methods proposed in this chapter work by classifying
time series windows as normal or novelty. The methods require fixed length windows,
with window size w. A window is formed by w consecutive data points extracted from
the time series under analysis. Each training and test pattern to be used must have a
fixed length, which correspond to the window size w. The first training pattern will have
the first w data points from the time series as its attributes values. To obtain the second
pattern one starts with the second data point and uses the next w data points. Similarly,
the remaining patterns are obtained by sliding the window by one and taking the next
w data points. Thus, if the time series has l data points and a window size of w is used,
l − w + 1 patterns will be generated. For example, given a time series {x1, . . . , xl}, the
following patterns are generated:

(x1, x2, · · ·xw)

(x2, x3, · · ·xw+1)

· · ·
(xl−w+1, xl−w+2, · · ·xl)

These patterns will later be segregated to obtain training and test sets. The time
series is supposed to represent the normal behavior and therefore the training set will
have only normal patterns.

In order to define the boundaries between normal and novelty regions, the idea of
using an envelope is introduced. Given a window from the time series, the idea is to
define an envelope around it as shown in figure 5.1. Any time series window with all values
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inside the envelope is considered normal. Windows with points outside the envelope are
considered novelty. A threshold p1 is used to define the envelope. Normal patterns are
defined by establishing the maximum percent deviation p1 above and below each data
point of a given original pattern.

Novelty

Novelty

Normal

 0.2

 0.3

 0.4

 0.5

 0.6
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1
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Figure 5.1. The envelope used for the definition of normal and novelty regions for a given time
series windows.

The rationale for using the envelope for the definition of normal and novelty regions
is to take into account the uncertainty associated with the prediction of future values of
the time series. This is an issue that is crucial also in time series forecasting. In this
case, it is very important to provide a confidence interval in addition to the prediction of
a forecasting system, as discussed in chapter 6 [Mas95].

In order to justify the use of the envelope, a parallel with the theory of stochastic
control systems is made. The behavior of most practical systems should be modeled by
stochastic models because of the associated uncertainties [May79, WB01]. This is true
for example for an aircraft, a chemical process or a national economy [May79]. In control
systems, the output of a system can be obtained from its internal state. However, this
output is contaminated by measurement noise, inherent to the measurement processes,
due mainly to the physical nature of sensors [May79, WB01]. There is also an uncertainty
inherent to the system model, because no mathematical system model is perfect [May79].
In stochastic control systems theory uncertainty is modeled by the so-called process noise.
In the case of time series forecasting or classification, there is an associated process noise
because the models used to learn the time series behavior are not perfect mathematical
models. Moreover, the data acquisition process used to obtain the data used to build the
time series can introduce errors. Thus, a measurement noise can also appear in the time
series novelty detection problem.

The theory of stochastic estimation has been used in time series forecasting [Cha89].



5.3 a method for novelty detection with negative samples 96

The Kalman filter is the optimal linear estimator used in stochastic estimation. It has
been shown that the application of the Kalman filter to the problem of time series fore-
casting leads to the well known exponential smoothing technique for time series forecast-
ing [Cha89]. In the case of time series novelty detection by classification of time series
windows, the envelope is used in order to consider a priori the measurement and pro-
cess noises that are unavoidable. The process noise in this case is associated with the
imperfect models that will be created by the classifier from the training data.

5.3 A METHOD FOR NOVELTY DETECTION WITH NEGATIVE SAMPLES

In this section a method based on the envelope and on negative samples is proposed.
In many important applications the occurrence of short time series is frequent. The
proposed method is therefore designed to improve detection of novelties in short time
series. The use of the procedure described in the previous section to generate patterns
from the time series with short time series produces training and test sets with few
patterns. In addition, it is assumed that the time series represent the normal behavior
and therefore the training set will have only normal patterns. A means to represent
novelty is thus needed. The method presented here tackles these problems by adding
random patterns generated from the normal patterns available in the training set.

Figure 5.2 presents the method proposed here for novelty detection in short time series.
The neural network classifier will be trained with an augmented training set containing
the real normal patterns extracted from the time series and a number of normal random
patterns and novelty random patterns generated from the real normal patterns. To be
considered normal, a random pattern must not deviate much from the original pattern
from which it was generated. It must be inside the envelope, as shown in figure 5.1.
Besides adding normal random patterns a number of novelty random patterns are also
added to the training set, as shown if figure 5.2. Novelty random patterns are patterns
that deviate from real normal patterns beyond a given threshold and therefore lie in
the novelty regions of figure 5.2. In order to improve classification performance, random
patterns should be added in a way that the resulting data set have equal numbers of
normal and novelty patterns [Hay98].

Generation of normal and novelty random patterns requires the definition of thresh-
olds. In this work, thresholds were defined as follows: (a) Normal patterns were defined
by establishing the maximum percent deviation p1 above and below each data point of a
given original pattern. (b) Novelties also used a second threshold, this time, p2, to limit
the novelty regions in figure 5.1. During training, a pattern is considered a novelty if each
of its data points have values between the thresholds p1 and p2. This is because in many
problems of interests, such as auditing, where novelty is related to possibility of fraud,
one is mainly interested in testing network performance in detection of patterns whose
deviation from normality is not excessive. For example, in the experiments presented
below, the threshold values are p1 = 0.1 and p2 = 0.5, meaning that patterns whose
attributes are at most 10% from the normal pattern are considered normal and patterns
whose attributes deviates from a normal pattern from 10% to 50% are considered novelty
or fraudulent patterns.
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Figure 5.2. The proposed novelty detection method with negative samples. The classifier is
trained with an augmented training set formed by the original normal patterns and by normal
and novelty random patterns generated based on them.

Any classifier could be used in conjunction with the proposed method, including neu-
ral networks classifiers. In this work, experiments were carried out with Radial Basis
Functions Networks (RBFs) trained with the DDA algorithm [BD95], RBF-DDA opti-
mized using the first method proposed in chapter 4, MLPs, and machine committees of
these classifiers. Nonetheless, other architectures could also be tried, such as support vec-
tor machines [Hay98]. The architectures employed here are focused TLFNs (Time Lagged
Feedforward Networks), in which temporal processing is located only in the network input.
That limits the practical use of these architectures to stationary time series [Hay98]. In
order to deal with non-stationary time series, it is important to use some pre-processing,
such as differencing [Cha89], in order to work with a stationary series. Alternatively one
could use distributed TLFNs, such as TDNN, FIR neural networks [Hay98] or TDRBF
[Ber94], or use a recurrent neural network [Hay98]. In this work the first alternative was
adopted, that is, the non-stationary time series are differenced before training and testing
the classifier.

To train and test the system, one proceeds as follows:

i) For each normal pattern available, generate n normal random patterns, according
to the criterion previously stated;

ii) For each normal pattern available, generate n+1 random novelty patterns, according
to the criterion previously stated.

iii) Create an augmented pattern set including the real normal patterns and the normal
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and novelty random patterns generated. Divide the resulting augmented pattern
set into disjoint training and test sets.

iv) Train a neural network for pattern classification using the augmented training set;

v) Evaluate system performance with using the augmented test set.

It should be noted that an augmented test set is also generate in order to evaluate
the performance of the method. This is because the time series used in the experi-
ments reported later present no novelty and therefore novelties have to be simulated by
generating augmented test sets in the same way as augmented training sets were gener-
ated. The difficulty in finding series with real novelties appears in other works as well
[MP03, KLC02, GD02, GDK02, STZ00, Kos00]. These works also tackle this problem by
simulating novelties (see chapter 3).

The RBF-DDA classifier does not need a validation set, however, MLPs can need one
if early stopping is used as the criterion for stopping training [Hay98]. In this case, part
of the training data is used for forming the validation set. Two alternatives for generating
validation sets are discussed below.

5.3.1 Generation of Training and Validation Sets

Early stopping is a common method used to avoid overfitting in neural network train-
ing (see chapter 2) [Hay98], specially with MLP neural networks. In this technique, data
available for training is further divided into training and validation sets. During training,
the generalization performance is measured in the validation set; training stops when
generalization performance starts to decrease. In time series forecasting it is common to
segregate data into training, validation and test sets in time order [YT00, Hay98]. For
example, for monthly time series starting in 1996 and ending in 2002, months from 1996
to 2000 would form the training set; validation set would correspond to 2001 months and
the test set would be formed from 2002 months.

In order to generate the augmented training and validation sets in time order one
proceeds as follows:

i) Divide the original time series into disjoint training, validation and test periods in
time order;

ii) For each set, generate normal patterns with window size w length, according to the
procedure previously stated;

iii) For each set, for each normal pattern available, generate n normal random patterns,
according to the criterion previously stated;

iv) For each set, for each normal pattern available, generate n + 1 random novelty
patterns, according to the criterion previously stated.

v) For each set, create an augmented pattern set including the real normal patterns
and the normal and novelty random patterns generated.
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The problem is that division of data in time order can potentially loose important
information for training. Thus, a new form of division referred under the name of dis-
tributed division is proposed here. In distributed division the original time series is divided
into training, validation and test sets in time order. However, a number of the random
patterns generated from the training set are added to form the augmented validation set
and vice versa. In this way, the resulting augmented training and validation sets will
have information from all the period available for training. This can result in better
classification performance for classifiers that need a validation set for training, as shown
in the experiments that follow.

The generation of augmented training and validation sets in distributed division works
as follows:

i) Divide the original time series into disjoint training and test periods in time order;

ii) For each set, generate normal patterns with window size w length, according to the
procedure previously stated;

iii) For each normal pattern available in the training set, generate n normal random
patterns, according to the criterion previously stated. Put a percentage of these
patterns in the augmented training set and rest in the augmented validation set;

iv) For each normal pattern available in the training set, generate n+1 novelty random
patterns, according to the criterion previously stated; Put a percentage of these
patterns in the augmented training set and rest in the augmented validation set;

5.3.2 The Classification Algorithms

A number of alternative neural networks classifiers are considered in this work for
use in conjunction with the method for time series novelty detection based on negative
samples. At first, the use of RBFs trained with the DDA was considered as the classifier
[ONM03]. Later, MLPs and committee machines formed either by MLPs only or by MLP
and RBF-DDA were also considered as classifiers [ONM04a]. Finally, two of the methods
for improving RBF-DDA proposed in chapter 4 are also used in conjunction with the
proposed method. All these classifiers have been reviewed in chapter 2, however some
remarks are needed here regarding MLPs and committee machines in order to clearly
indicate the training methods used.

5.3.2.1 Multi-Layer Perceptrons – MLPs The second kind of classifiers consid-
ered in this work are Multi-Layer Perceptron (MLP) neural networks. Four alternative
MLP classifiers were used:

• MLP trained with Rprop using time order validation sets;

• MLP trained with Rprop using distributed validation sets;

• MLP trained with RpropMAP using distributed validation sets;



5.3 a method for novelty detection with negative samples 100

• A committee machine with MLPs trained with RpropMAP.

The two first MLP classifiers are trained with the resilient backpropagation (Rprop)
[RB93]. Besides being much faster that the original backpropagation, Rprop has only
two parameters and its performance is rather insensitive to the parameter’s values . In
this work the default values for the parameters are used: ∆0 = 0.1 and ∆max = 50.0
[RB93]. These classifiers are trained with early stopping (see chapter 2). Training stops
according to the GL5 criterion from Proben1 [Pre94], presented in chapter 2.

The third MLP classifier is trained with Rprop with adaptive weight decay (RpropMAP)
[Zel98]. This is an extended version of the Rprop algorithm that uses regularization by
adaptive weight decay (see chapter 2) [Hay98]. The weighting parameter λ for the weight-
decay regularizer is computed automatically within the Bayesian framework, during train-
ing [Mac92b]. RpropMAP has two parameters besides those of Rprop: the weighting λ
of the weight decay regularizes and the update frequency of the weighting parameter. In
the experiments reported below, the default values for these parameters were used. These
values are 1 and 50, respectively [Zel98].

RpropMAP does not need a validation set, which is a very important advantage for the
novelty detection method. All data available for training are effectively used to adjust the
network weights. Training is carried out in two phases. The first phase uses a validation
set in order to discover the number of epochs to be used in the second phase. The second
phase uses the full training set. In the experiments, the first step divides training data
into training and validation sets using distributed validation. Next, network weights and
bias are randomly initialized and the network is trained by using RpropMAP and early
stopping with the GL5 criterion. At the end of training, the number of epochs until early
stopping, emax, is registered. Finally, the same random weights and bias initialization
used in the first training phase are used as the starting values. The network is trained,
this time without a validation set, that is, with the full training set. Training stops when
the number of epochs reaches emax.

The fourth MLP classifier is a committee machine of MLP classifiers. Experiments
with the third classifier are carried out ten times with different random initializations of
weights and bias. Next, the mean and standard deviation of the classification error over
this executions are obtained. On the other hand, the fourth MLP classifier uses ensem-
ble mean to compute the classification error [Hay98]. In this case, for each augmented
training set, there will be ten MLPs with two output neurons trained with RpropMAP,
as described previously. For each MLP j, the value of output i is given by yij. Given
a pattern p in the test set, the output i of the committee classifier is computed using∑10

j=1 yij. Next, pattern p is classified according to the winner-takes-all criterion [Hay98].
This procedure is carried out for each pattern in the test set, in order to compute the
classification error in this set.

5.3.2.2 MLP/RBF Committee MLP and RBF networks have different character-
istics, mainly due to their different activation functions [Hay98]. The experiments pre-
sented below show that these networks have different performance regarding false positive
(false alarms) and false negatives (undetected novelty rates). This has motivated the in-
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vestigation of the use of an MLP/RBF committee in order to further improve the novelty
detection system performance. The committee uses RBF trained with DDA and MLPs
trained with RpropMAP.

For each augmented training set, an RBF is trained only once because DDA does not
depends on weights initialization. On the other hand, MLPs are trained ten times for
each augmented training set. RBF-DDA outputs can be greater than 1. MLPs using
sigmoid logistic activation functions produce outputs from 0 to 1. Thus, in order to
integrate the information from these classifiers their results must be transformed. The
softmax transformation is used for this purpose [DHS00]. Firstly, the results of MLPs
trained with RpropMAP are combined to form the MLP committee described previously.
Next, the softmax transformation

gi =
eyij∑2

i=1 eyij
(.)

is applied to each committee output i. The softmax transformation is also applied in-
dependently to the outputs of the trained RBF-DDA. Finally, the softmax transformed
outputs of the MLP committee and of the RBF are combined to obtain an ensemble
mean. The winner-takes-all criterion is applied for classification.

5.3.3 Neural Networks Topologies

Two RBF-DDA architectures were considered for used in conjunction with the novelty
detection method. Both were tested on the same datasets, in order to compare their per-
formance in this problem. Both architectures have twelve input neurons, corresponding
to the window size w. The first architecture, shown in figure 5.3, has only two output
neurons and is able to classify a pattern as normal or novelty. The other architecture,
presented in figure 5.4 has twenty-four output neurons and can tell not only if a pattern
is normal or novelty but also to what month corresponds the first input of the pattern
presented to it. In other words, this network has two outputs for each month where one
of them indicates a normal pattern whose first value was taken from this month and the
other indicates that the pattern had its first value taken from this month and also that
it is a novelty.

For MLPs and committee machines, only networks with two outputs were considered.
One output is used to indicate normality and the other novelty. The number of inputs of
these networks is w and the number of hidden units is optimized by hand.

5.3.4 Pre-processing

The neural networks considered in this chapter are focused TLFNs (Time Lagged
Feedforward Networks), in which temporal processing is located only in the network input
[Hay98]. That limits the practical use of these architectures to stationary time series
[Hay98]. In order to use focused TLFNs in conjunction with non-stationary series, it is
important to pre-process the time series to make it stationary. In this work the classic
technique of differencing is used to obtain stationary versions of the time series [Cha89].
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Figure 5.3. RBF network with two output units for classification-based novelty detection.

For each original time series {x1, . . . , xN} a differenced time series {y2, . . . , yN} is formed
by yt = xt−xt−1. Note that the differenced time series does not have the first data point.

In the experiments presented below both differenced and non-differenced versions of
the time series are in fact considered. This is done in order to analyze the impact of time
series differencing in novelty detection performance. In either case, each time series has
their values normalized between 0 and 1 before training and testing. This is carried out
using the expression

xnorm =
(x− xmin)

(xmax − xmin)
(.)

where xnorm is the normalized value corresponding to the original value x of the series in a
given month and xmin e xmax are, respectively, the minimum and maximum values among
the all values available for the series. This normalization is mandatory for using RBF-
DDA networks [BD95] and is indicated for using MLP as well [Hay98]. It is important
to emphasize that normalization is carried out only after differentiation.

5.3.5 Experimental Results

Experiments using real world data were carried out in order to test the performance
of the method on novelty detection. The first set of experiments were carried out using
four short time from financial systems. These are non-stationary seasonal time series
as shown by their correlograms, presented in appendix B. These series have 84 values



5.3 a method for novelty detection with negative samples 103

...

...

Second
Month

First
Month

...
Twelfth
Month

...

...

Input Layer Output LayerHidden Layer

January normal

February normal

January novelty

December novelty

Σ

Σ

Σ

Σ

1A

A2

Ak

Am

Figure 5.4. RBF network with twenty-four output units for classification-based novelty detec-
tion.

corresponding to the months from January 1996 to December 2002. The first series was
extracted from a real Brazilian payroll and was used previously in a study of a payroll
auditing system based on neural networks forecasting [OABS03]. The remaining series
are sales time series with values in the same period of the first series.

These time series are clearly non-stationary. A visual observation clearly indicates
that their mean is variable in time. A technique commonly employed to verify if a time
series is stationary is the autocorrelogram [Cha89]. The autocorrelograms of the time
series used here are shown in appendix B. They show that these series are seasonal
and non-stationary. It is obvious that their period is 12. Therefore, in the first set of
experiments, a window size w = 12 was used. For the original time series this means
that datasets with 73 patterns are generated using the procedure described in section 5.2.
For differenced time series, datasets with 72 patterns each having 12 attributes will be
generated. For both cases, the last 12 patterns are used as the test set and the remaining
patterns as training set.

5.3.5.1 Influence of Time Series Differencing and Network Topology The
first set of experiments carried out aimed at comparing the two RBF-DDA architectures
considered, that is, RBF-DDAs with two and twenty-four outputs. They also aimed at
comparing the classification performance when using the original and differenced versions
of each time series. Thresholds p1 = 0.1 and p2 = 0.5 were used for defining the envelope
(see section 5.2). The generation of random normal and novelty patterns is carried out
according to section 5.3. For each original pattern, 9 normal random patterns and 10



5.3 a method for novelty detection with negative samples 104

 0

 0.2

 0.4

 0.6

 0.8

 1

Month/Year
1996 1997 1998 1999 2000 2001 2002

 0

 0.2

 0.4

 0.6

 0.8

 1

Month/Year
1996 1997 1998 1999 2000 2001 2002

(a) Series 1: earning from a Brazilian payroll. (b) Series 2: sales from a Brazilian company.
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Figure 5.5. Time series used in the experiments. Each series has 84 values corresponding to
months from January 1996 to December 2002. Values are normalized between 0 and 1. Series
3 and 4 are available at the URL http://www.census.gov/mrts/www/mrts.html.

random novelty patterns are added to the training and test sets to form augmented sets.
With this, the training and test sets increases by a factor of 20, having, respectively, 1220
and 240 patterns for original time series and 1200 and 240 patterns for differenced time
series. For each time series, RBF-DDA networks are trained with ten different versions
of the augmented training set generated from different seeds, to take into account the
variability of the random patterns added to form them. Next, the mean and standard
deviation of performance measures across these executions is taken.

Results for RBF-DDAs with two outputs are shown in tables 5.1 and 5.2. Tables
5.3 and 5.4 present the results obtained with twenty-four outputs networks. In all cases,
RBF-DDAs with default parameters, θ+ = 0.4 and θ− = 0.1, were used.

Tables 5.1 and 5.3 present results obtained after training the networks. They contain
the mean number of epochs used in training, the mean number of hidden units in the
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resulting network and the network performance on its training set, i.e., the classification
error, the false alarm rate and the undetected novelty rate. A false alarms happens when
the network classifies a normal pattern as novelty. An undetected novelty happens when a
novelty pattern is misclassified. In these table, the mean and standard deviation of these
results obtained in ten executions with different augmented training sets are presented.
Each augmented training set had its own seed for random patterns generation.

Time series Epochs Hidden Class. error False alarm rate Undetec. novelty rate
Units mean s.dev mean s.dev mean s.dev

Series 1 (original) 5 569.2 1.80% 0.24% 0.00% 0.00% 1.80% 0.24%
Series 1 (diff.) 4 623.2 9.23% 2.24% 0.00% 0.00% 9.23% 2.24%
Series 2 (original) 4 646.1 1.28% 0.50% 0.00% 0.00% 1.28% 0.50%
Series 2 (diff.) 4 621.7 5.65% 1.25% 0.00% 0.00% 5.65% 1.25%
Series 3 (original) 4 656.1 0.93% 0.17% 0.00% 0.00% 0.93% 0.17%
Series 3 (diff.) 4 644.3 4.31% 0.38% 0.00% 0.00% 4.31% 0.38%
Series 4 (original) 4 651.5 3.98% 1.25% 0.00% 0.00% 3.98% 1.25%
Series 4 (diff.) 4 644.4 3.87% 0.62% 0.00% 0.00% 3.87% 0.62%

Table 5.1. Trained RBF-DDA networks with two outputs and its performances on training
sets.

Time series Classification error False alarm rate Undetected novelty rate
mean s.dev mean s.dev mean s.dev

Series 1 (original) 32.75% 3.30% 26.13% 3.00% 6.63% 1.31%
Series 1 (diff.) 11.00% 2.86% 0.00% 0.00% 11.00% 2.86%
Series 2 (original) 12.75% 4.20% 0.00% 0.00% 12.75% 4.20%
Series 2 (diff.) 6.50% 1.86% 0.00% 0.00% 6.50% 1.86%
Series 3 (original) 37.88% 6.09% 35.00% 5.97% 2.88% 0.91%
Series 3 (diff.) 8.79% 1.93% 0.00% 0.00% 8.79% 1.93%
Series 4 (original) 11.13% 3.61% 0.00% 0.00% 11.13% 3.61%
Series 4 (diff.) 7.13% 1.32% 0.00% 0.00% 7.13% 1.32%

Table 5.2. Performance of the RBF-DDA networks with two outputs on test sets.

Tables 5.2 and 5.4 present classification performance on test sets after training. Be-
sides classification error, these tables also present the false alarm and undetected novelty
rates. Results presented in tables 5.2 and 5.4 show that differencing the time series makes
a great improvement in the classification performance. These results also show that for
series 1 the network with twenty-four outputs has obtained the best classification per-
formance while for series 2, 3 and 4, networks with two outputs have achieved the best
performance.

Tables 5.1 and 5.3 show that there is no false alarm on training sets, that is, all
classification errors happen on novelty patterns. This also happens for test sets for all
differenced time series and for half original series, as shown in tables 5.2 and 5.4. Recall
that normal random patterns have all attribute values in a limited area of the hyperspace
within the envelope, with values between -10% and 10% of a real pattern values. On
the other hand, novelty random patterns have their attributes values deviating from a
real pattern from -50% and -10% or from 10% to 50%. RBFs activation functions are



5.3 a method for novelty detection with negative samples 106

Time series Epochs Hidden Class. error False alarm rate Undetec. novelty rate
Units mean s.dev mean s.dev mean s.dev

Series 1 (original) 5 574.6 1.81% 0.28% 0.00% 0.00% 1.81% 0.28%
Series 1 (diff.) 4 632.6 1.86% 0.56% 0.00% 0.00% 1.86% 0.56%
Series 2 (original) 4 647.7 2.30% 0.52% 0.00% 0.00% 2.30% 0.52%
Series 2 (diff.) 4 622.6 6.88% 1.38% 0.00% 0.00% 6.88% 1.38%
Series 3 (original) 4 657.8 1.94% 0.35% 0.00% 0.00% 1.94% 0.35%
Series 3 (diff.) 4 645 6.53% 0.53% 0.00% 0.00% 6.53% 0.53%
Series 4 (original) 4 652.8 4.97% 1.25% 0.00% 0.00% 4.97% 1.25%
Series 4 (diff.) 4 645.6 5.04% 0.66% 0.00% 0.00% 5.04% 0.66%

Table 5.3. Trained RBF-DDA networks with twenty-four outputs and its performances on
training sets.

Time series Classification error False alarm rate Undetected novelty rate
mean s.dev mean s.dev mean s.dev

Series 1 (original) 33.00% 3.41% 26.13% 3.00% 6.88% 1.25%
Series 1 (diff.) 7.92% 2.43% 0.00% 0.00% 7.92% 2.43%
Series 2 (original) 25.67% 4.29% 0.00% 0.00% 25.67% 4.29%
Series 2 (diff.) 7.71% 2.12% 0.00% 0.00% 7.71% 2.12%
Series 3 (original) 38.13% 4.15% 25.08% 5.02% 13.04% 2.63%
Series 3 (diff.) 13.83% 3.55% 0.00% 0.00% 13.83% 3.55%
Series 4 (original) 21.25% 4.01% 0.00% 0.00% 21.25% 4.01%
Series 4 (diff.) 9.04% 1.98% 0.00% 0.00% 9.04% 1.98%

Table 5.4. Performance of the RBF-DDA networks with twenty-four outputs on test sets.

localized and so they can cover well the region of normal patterns and classify correctly
all these patterns. However, novelty patterns can have attribute values on two different
regions (see figure 5.1) and this leads to misclassification of some of these patterns.

5.3.5.2 Influence of Augmented Training Set Size Experiments were also carried
out in order to analyze the classification performance of the system as function of the
augmented training set size. Experiments were carried out only with differenced time
series, because the previous experiments have indicated that a much better classification
performance is achieved using differentiation. For each series, an augmented test set with
much more patterns was generated. Augmented test sets with 240 patterns were used
before. This time augmented test sets with 2400 patterns are considered. To generate
these larger augmented test sets, for each original pattern in the test set 99 normal random
patterns and 100 random novelties are included in the augmented test set, together with
the original normal patterns. For each series networks were trained using augmented
training sets with 240, 600 and 1200 patterns, with ten different versions of the respective
augmented training sets. Each augmented training set was generated with a different seed
for the random number generator and the larger augmented test set had also a seed of
its own. For time series 1, the RBF-DDA network with twenty-four outputs was used
whereas the RBF-DDA with two outputs was used for series 2, 3 and 4. This was done
because these architectures have performed better for the respective time series.

Table 5.5 shows the classification error on the test sets as a function of training set
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Training Class. error series 1 Class. error series 2 Class. error series 3 Class. error series 4
set size mean s.dev mean s.dev mean s.dev mean s.dev

240 26.70% 2.50% 23.14% 3.28% 29.35% 2.76% 33.97% 3.30%
600 20.58% 3.30% 17.04% 2.81% 17.12% 2.44% 20.81% 2.28%
1200 17.21% 3.46% 12.52% 1.58% 11.20% 1.27% 14.39% 1.39%

Table 5.5. Classification error on test sets as function of training set size. Results consider
differentiated time series and used twenty-four output networks for series 1 and two output
networks for series 2,3 and 4. The augmented test sets have 2400 patterns.

size. It is clear from these results that the size of the training set augmented by random
patterns is very important for classification performance. Thus, in practice, one should
use augmented training set as large as possible. This is also a limitation of novelty
detection techniques for classification problems based on negative samples. The problem
is that the random negative samples introducing during training may not adequately
cover all the novelty space, as discussed in chapter 3 [Vas95, MS03b].

5.3.5.3 Influence of Classifiers on Performance Additional experiments were
carried out in order to compare the performance of a number of different classifiers de-
scribed in section 5.3.2 when used in conjunction with the novelty detection method
[ONM04a]. In this subsection we consider only classifiers with two outputs, one to indi-
cate normality and the other, novelty. The number of inputs of each network was also
w = 12 and corresponds to the window size used. Recall that the number of hidden units
in the RBF classifiers is obtained automatically during training by the DDA algorithm
[BD95]. In the experiments, MLPs with one hidden layer were used. The number of units
in the hidden layer has a great impact on classifier performance. For MLPs, experiments
were carried out with 2, 6, 12, 18, 24, 36 and 48 units in the hidden layer. Only the
results corresponding to the topology that has performed better are presented.

In these experiments, each classifier is also trained with ten different versions of the
augmented training set generated from different seeds, to take into account the variability
of the random patterns added to form them. Each time series is first differenced and
then normalized before its use by the novelty detection method. DDA algorithm for RBF
training is constructive and its result does not depend on the initial values of the networks
weights and therefore for each augmented training set, experiments are executed only
once. On the other hand, MLPs performance depends on weights and bias initializations
thus, in this case, for each augmented training set, the MLP network is trained and tested
ten times, to take into account the weight initialization influence on results.

The generation of augmented training and test sets is carried out as in section 5.3.5.1.
For each original pattern, 9 normal random patterns and 10 random novelty patterns are
generated to form the augmented training set together with the original normal patterns.
With this, training and test sets increases by a factor of 20, having, respectively, 1200
and 240 patterns for differenced time series. For classifiers that need a validation set,
training data is further divided into training and validation sets using either time order or
distributed validation, according to section 5.3.1. In both cases, the training set will have
80% of the patterns (960) and the validation set will have 20% of them (240 patterns).
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Classifier Epochs Hidden Class. error False alarm rate Undetec. novelty rate
Units mean s.dev mean s.dev mean s.dev

Time Series 1
MLP (1) 224.10 6 30.08% 3.53% 21.52% 2.75% 8.55% 2.09%
MLP (2) 584.35 24 10.10% 1.68% 8.60% 2.08% 1.50% 1.44%
MLP (3) 3552.65 48 1.37% 0.56% 0.91% 0.44% 0.46% 0.24%
MLP (4) 3552.65 48 0.04% 0.13% 0.00% 0.00% 0.04% 0.13%
MLP/RBF 3552.65/4 48/623.2 3.25% 1.33% 0.00% 0.00% 3.25% 1.33%
RBF-DDA 4 623.2 11.00% 2.86% 0.00% 0.00% 11.00% 2.86%

Time Series 2
MLP (1) 150.10 12 33.17% 1.57% 22.86% 1.96% 10.31% 1.93%
MLP (2) 988.75 12 22.41% 1.56% 19.80% 2.01% 2.61% 0.97%
MLP (3) 7033.55 36 7.09% 2.26% 6.44% 2.21% 0.65% 0.34%
MLP (4) 7033.55 36 3.58% 2.42% 3.37% 2.34% 0.21% 0.41%
MLP/RBF 7033.55/4 36/621.7 3.08% 1.27% 0.00% 0.00% 3.08% 1.27%
RBF-DDA 4 621.7 6.50% 1.86% 0.00% 0.00% 6.50% 1.86%

Time Series 3
MLP (1) 450.55 12 29.90% 1.41% 25.24% 1.95% 4.66% 0.90%
MLP (2) 710.95 24 29.26% 3.00% 26.65% 3.28% 2.61% 0.92%
MLP (3) 7869.75 48 8.35% 2.88% 6.78% 2.74% 1.57% 0.38%
MLP (4) 7869.75 48 4.54% 3.29% 3.71% 2.90% 0.83% 0.52%
MLP/RBF 7869.75/4 48/656.1 3.04% 0.92% 0.00% 0.00% 3.04% 0.92%
RBF-DDA 4 656.1 8.79% 1.93% 0.00% 0.00% 8.79% 1.93%

Time Series 4
MLP (1) 205.00 48 20.36% 3.22% 13.43% 1.86% 6.93% 2.53%
MLP (2) 640.45 48 11.46% 2.71% 8.48% 2.87% 2.98% 1.03%
MLP (3) 6948.30 36 2.09% 0.58% 1.02% 0.47% 1.07% 0.45%
MLP (4) 6948.30 36 0.79% 0.69% 0.21% 0.35% 0.58% 0.53%
MLP/RBF 6948.30/4 36/644.4 2.75% 1.09% 0.00% 0.00% 2.75% 1.09%
RBF-DDA 4 644.4 7.13% 1.32% 0.00% 0.00% 7.13% 1.32%

Table 5.6. Comparing performance of the negative samples novelty detection method on test
sets for each time series with different classifiers.

Table 5.6 presents results obtained after training the networks for series 1, 2, 3, and
4 from figure 5.5. It contains the mean number of epochs used in training, the mean
number of hidden units in the resulting network and the network performance on its test
set, i.e., the classification error, the false alarm rate and the undetected novelty rate.

In table 5.6 MLP(1) means MLP trained with Rprop using time order validation sets;
MLP(2) means MLP trained with Rprop using our distributed validation sets generation;
MLP(3) means MLP trained with RpropMAP; MLP(4) means MLP committee with
ensemble mean trained with RpropMAP; MLP/RBF is the classifier built by combining
MLP and RBF results. Finally, the previous results obtained by RBF-DDA are presented
for comparison [ONM03].

Results show that the use of the proposed distributed validation set approach pre-
sented in section 5.3.1 improves MLP performance on test sets for all series considered.
It can also be seen that using all data available for training to form the training set and
training with RpropMAP greatly improves performance. Results also show that the com-
mittee of MLPs and the MLP/RBF committee further improve classification performance
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on test sets, for all time series considered. These committee machines outperform both
MLP and RBF-DDA. RBF-DDA obtained 8.36% mean classification error across the four
series, while the MLP committee and the MLP/RBF committee obtained, respectively,
2.24% and 3.03%.

Table 5.7 summarizes the results of table 5.6 in order to better compare those results.
The mean classification error on test set obtained by each classifier across the four series
is presented.

Classifier Test set class. error
MLP (1) - Rprop/time order validation 28.38%
MLP (2) - Rprop/distributed order validation 18.31%
MLP (3) - RpropMAP/distributed order validation 4.73%
MLP (4) - RpropMAP committee machines 2.24%
MLP/RBF committee machines 3.03%
RBF-DDA 8.36%

Table 5.7. Mean classification error on test sets across the four series for different classifiers.

The MLP and MLP/RBF committees have produced comparable results for the clas-
sification error. MLP committee outperformed MLP/RBF committee in two series and
produced worse results for the remaining two series. However, these classifiers produced
very different results regarding false alarm and undetected novelty rates. RBF-DDA and
the MLP/RBF committee have produced 0% false alarm on all experiments. On the
other hand, pure MLP classifiers tend to produce undetected novelty rates greater than
false alarm rates. This is due to the different nature of MLPs and RBFs. MLPs build
global input-output mappings while RBFs build local mappings as discussed in chapter
2 [Hay98].

5.3.5.4 Improving RBF-DDA Results Through Parameters Adjustment Fi-
nally, in this section the improved RBF-DDA introduced in subsection 4.2.1 of this thesis
is applied in conjunction with the novelty detection method based on negative samples.
Recall that this method has been applied to six benchmark classification datasets and
has considerably improved RBF-DDA generalization performance in all of them.

The same four series used in the previous experiments and shown in figure 5.5 are
used now. Each time series is first differentiated and then normalized as before. Only
networks with two outputs are considered. The number of inputs in each network is also
w = 12. The augmented pattern sets used are created as in section 5.3.5.3 and therefore
have the same number of patterns as in that section. The validation sets used here are
created in time order (see section 5.3.1).

Figures 5.6, 5.7, 5.8 and 5.9 show the classification error on test and validation sets
as function of the parameter θ− of the DDA algorithm [BD95], for series 1, 2, 3, and 4,
respectively. It can be seen that performance on the validation sets can, indeed, be used
to select the value of θ− that optimizes or nearly optimizes RBF-DDA performance on
the respective test set, as was the case for the datasets of chapter 4. In table 5.8 the
optimal value of theta− predicted by the validation error (θ−opt) is compared with the θ−
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Figure 5.6. Influence of θ− on classification performance on test set for series 1. θ+ is fixed on
0.4.

that really minimizes test error (θ−min) for each time series. It can be seen that the values
of θ−opt and θ−min are the same for series 2 and 3. However, they are slightly different for
series 1 and 4. In these cases, θ−opt leads to a classification error on test set only near the
minimum. Even so, the use of this method for improving RBF-DDA networks regarding
generalization considerably improves RBF-DDA performance when compared to DDA
trained with default parameters. This is shown by the results presented in table 5.9.

Test set class. error Test set class. error
Time series θ−opt Val. θ−min Test (with θ−opt Val.) (with θ−min Test)
Time series 1 10−4 10−5 1.54% 1.50%
Time series 2 10−4 10−4 0.63% 0.63%
Time series 3 10−3 10−3 3.92% 3.92%
Time series 4 10−3 10−5 1.04% 0.50%

Table 5.8. Comparing optimal results on test set with results predicted by the RBF-DDA with
θ− selection method.

Finally, table 5.10 compares the performance of all classifiers considered in this chapter
for use in conjunction with the proposed novelty detection method. The table reproduces
the results from table 5.7 and adds the mean classification error across the four series
obtained by the improved RBF-DDA an presented in detail in table 5.9. The results
show that the improved RBF-DDA proposed in this work outperforms, in the mean, all
the other classifiers considered here in task.
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Figure 5.7. Influence of θ− on classification performance on test set for series 2. θ+ is fixed on
0.4.
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Figure 5.8. Influence of θ− on classification performance on test set for series 3. θ+ is fixed on
0.4.
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Figure 5.9. Influence of θ− on classification performance on test set for series 4. θ+ is fixed on
0.4.

RBF-DDA Method θ− Epochs Hidden Class. error
units mean s.dev

Time series 1
Default parameters 0.1 4 623.2 11.00% 2.86%
Selected parameters 10−4 4 728.2 1.54% 0.74%

Time series 2
Default parameters 0.1 4 621.7 6.50% 1.86%
Selected parameters 10−4 4 724.1 0.63% 0.59%

Time series 3
Default parameters 0.1 4 644.3 8.79% 1.93%
Selected parameters 10−3 3.6 671.4 3.92% 0.97%

Time series 4
Default parameters 0.1 4 644.4 7.13% 1.32%
Selected parameters 10−3 3.7 672.5 1.04% 0.53%

Table 5.9. Comparing RBF-DDA with default and selected parameters performance on test
sets.
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Classifier Test set class. error
MLP (1) - Rprop/time order validation 28.38%
MLP (2) - Rprop/distributed order validation 18.31%
MLP (3) - RpropMAP/distributed order validation 4.73%
MLP (4) - RpropMAP committee machines 2.24%
MLP/RBF committee machines 3.03%
RBF-DDA 8.36%
RBF-DDA with θ− selection 1.78%

Table 5.10. Comparing RBF-DDA with θ− selection with other classifiers.

Test set error
Time series RBF-DDA with θ− selection MLP committee MLP/RBF committee
Time series 1 1.54% 0.04% 3.25%
Time series 2 0.63% 3.58% 3.08%
Time series 3 3.92% 4.54% 3.04%
Time series 4 1.04% 0.79% 2.75%

Table 5.11. Comparing RBF-DDA with θ− selection and machine committee classifiers on each
series.

A comparison between this classifier and the committee classifiers per series is provided
in table 5.11. It can be seen that RBF-DDA with θ− selection is the best classifier on
series 2, the MLP committee is the best on series 1 and 4 and the MLP/RBF committee
is the best on series 3.

5.3.5.5 Influence of Windows Size Additional experiments were carried out in
order to evaluate the influence of the windows size w on the performance of the method.
Two novel series were used for this purpose. The first series was obtained from a time
series library1 and is depicted on figure 5.10. This series has 159 data points and was
also used in chapter 6. The second series is the well-known Mackey-Glass chaotic time
series [GDK02], with 1200 data points, depicted in figure 5.11. The series used in the
previous experiments were all seasonal and non-stationary [ONM03, ONM04a]. The two
series used in this section were selected to show that the novelty detection method also
works in different kinds of series. The autocorrelogram of these series are presented and
discussed in appendix B. Again, differentiation and normalization are carried out before
applying the novelty detection method in each time series.

In the experiments reported below the normal and novelty regions were also defined
using thresholds p1 = 0.1 and p2 = 0.5. The augmented training, validation and test sets
were also generated as in section 5.3.5.3, that is, each augmented dataset was formed
by adding 9 normal patterns and 10 random novelty patterns together with the original
normal patterns. For the empper series, the last 12 data points were used as test data
whereas for the Mackey-Glass series the last 192 points were used as test data.

1Available at http://www-personal.buseco.monash.edu.au/˜hyndman/TSDL.
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Figure 5.10. Empper Time Series: monthly number of employed persons in Australia. Feb
1978 – Apr 1991.
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Figure 5.11. Chaotic Mackey-Glass Time Series.
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Figure 5.12. Results for Mackey-Glass series on test set with RBF-DDA.

The first set of experiments were carried out using the chaotic Mackey-Glass time
series. The results depicted in figure 5.12 were obtained by using RBF-DDA default
parameters and varying the window size. The chart shows that the validation set results
can also be used to select the optimum window size. It also shows that performance
greatly depends on window size. The optimum window size was w = 10, which has
produced 0.27% mean classification error on test set.

A second set of experiments were carried out using the empper time series. Figure 5.13
compares classification performance on test set using RBF-DDA with default parameters
with RBF-DDA with parameters optimized using the first method proposed in chapter
4, that is, the method based on θ− optimization. Results show that the proposed method
improves performance for all window sizes. It can also be observed that the window size
which optimizes performance is different for the two methods. For default parameters
w = 8, whereas for optimized parameters w = 15. Notice that the selection of the the
windows size and the use of the optimized RBF-DDA had great influence on the novelty
detection performance.

5.3.5.6 Simulations Using RBF-DDA-SP This subsection reports experiments
carried out using the RBF-DDA-SP training method introduced in subsection 4.2.4 of
this thesis [OMM05a]. Recall that RBF-DDA-SP is intended to improve RBF-DDA
performance without increasing the size of the networks. The method combines selective
pruning with θ− selection. The simulations of this subsection were carried out using time
series 1 to 4 (depicted in figure 5.5) and the empper time series (figure 5.10). The division
of the time series into training and test sets and the generation of augmented training



5.3 a method for novelty detection with negative samples 116

 0

 5

 10

 15

 20

 25

 30

 35

 40

 45

 1  2  3  4  5  6  7  8  9  10  11  12  13  14  15  16  17  18

C
la

ss
ifi

ca
tio

n 
er

ro
r 

on
 te

st
 s

et
 (

%
)

Window size

Default parameters
Optimized parameters

Figure 5.13. Results for empper series on test set with RBF-DDA.

and test sets were the same used in the experiments of subsections 5.3.5.1 and 5.3.5.5.
For time series 1 to 4, the window size was w = 12 whereas for empper the window size
was w = 15.

Table 5.12 compares performance of RBF-DDA-SP with 10%, 15% and 20% pruning
percentages to both RBF-DDA trained with default parameters and RBF-DDA with θ−

selection for time series 1 to 4. This table shows both the classification errors on test sets
(mean and standard deviation) and the mean number of hidden units for each series and
each classifier considered. RBF-DDA with θ− selection and RBF-DDA-SP simulations
were carried out using θ− = 10−4 for series 1 and 2 and θ− = 10−3 (as in table 5.9).

The results of table 5.12 show that RBF-DDA-SP outperforms RBF-DDA trained with
default parameters for the four time series considered. Moreover, it produces networks
whose sizes are comparable to those of RBF-DDA trained with default parameters.

Simulations for the empper time series used a window size w = 15 and θ− = 10−4

for RBF-DDA with θ− and for RBF-DDA-SP. We considered RBF-DDA-SP with 30%,
40% and 50% of selective pruning. The results of these simulations are shown in table
5.13. These results also show that RBF-DDA-SP is able to considerably improve per-
formance with regard to the default RBF-DDA and, simultaneously, producing much
smaller networks.

5.3.5.7 Simulations Using Support Vector Machines This subsection compares
performance of SVM with that of other classifiers already considered in this chapter in
the problem of novelty detection in time series via classification. SVMs, a recent class of
powerful classifiers, have been reviewed in section 2.3 of this thesis. The time series used
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Method series 1 series 2 series 3 series 4
RBF-DDA 11.00% [623.2] 6.50% [621.7] 8.79% [644.3] 7.13% [644.4]
(default) (2.86%) (1.86%) (1.93%) (1.32%)

RBF-DDA 1.54% [728.2] 0.63% [724.1] 3.92% [671.4] 1.04% [672.5]
(θ− sel.) (0.74%) (0.59%) (0.97%) (0.53%)

RBF-DDA-SP 2.39% [664.80] 1.38% [660.40] 4.48% [610.90] 1.71% [611.50]
(10%, θ− sel.) (0.62%) (0.59%) (0.98%) (0.55%)
RBF-DDA-SP 2.94% [633.20] 1.82% [628.70] 4.78% [580.50] 2.14% [581.30]
(15%, θ− sel.) (0.71%) (0.52%) (1.01%) (0.64%)
RBF-DDA-SP 3.61% [601.60] 2.28% [597.00] 5.13% [550.20] 2.62% [550.70]
(20%, θ− sel.) (0.66%) (0.46%) (1.00%) (0.64%)

Table 5.12. Classification errors on test sets and number of hidden RBFs for series 1 to 4

Method empper time series
RBF-DDA 20.59% [1259.40]
(default) (10.63%)

RBF-DDA 0.00% [1372.20]
(θ− sel.) (0.00%)

RBF-DDA-SP 0.28% [975.90]
(30%, θ− sel.) (0.32%)
RBF-DDA-SP 0.42% [843.90]
(40%, θ− sel.) (0.43%)
RBF-DDA-SP 0.59% [711.50]
(50%, θ− sel.) (0.52%)

Table 5.13. Classification errors on test sets and number of hidden RBFs for the empper time
series
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Classifier Epochs Hidden Classification error
Units mean s.dev

MLP committee 3552.65 48 0.04% 0.13%
RBF-DDA (default) 4 623.2 11.00% 2.86%
RBF-DDA (θ− sel.) 4 728.2 1.54% 0.74%
SVM 1642.50 608.2 0.00% 0.00%

Table 5.14. Performance of the novelty detection approach on test set for time series 1. Com-
paring results from different classifiers.

in the experiments of this subsection were time series 1 to 4 (depicted in figure 5.5). The
division of the time series into training and test sets, the generation of augmented training
and test sets and the window size (w = 12) were the same used in the experiments of
subsection 5.3.5.1.

The simulations using SVMs reported here were carried out using the LIBSVM, a
freely available implementation of SVMs [CL01, HCL04]. For each time series used in
the experiments, ten different augmented training and test sets are generated in order to
take into account the variability of the random samples generated to represent normal
and novelty patterns (as in subsection 5.3.5.1). Each version of the augmented training
sets is used to train an SVM independent of the others. For each augmented training set,
the selection of parameters C and γ is carried out as outlined in section 2.3.

Tables 5.14, 5.15, 5.16 and 5.17 compare SVM with other classifiers already considered
in this work regarding number of training epochs, number of hidden units (complexity)
and generalization performance. The number of training epochs and the number of hidden
units for each classifier correspond to means of ten executions of the novelty detection
method. Each table shows both the mean and standard deviation of the classification
error on test sets over ten runs of the simulations (using different augmented training and
test sets) for each classifier.

The results of tables 5.14, 5.15, 5.16 and 5.17 show that SVM is the best classifier
regarding generalization performance for time series 1 and 4. On the other hand, the RBF-
DDA with θ− selection classifier proposed in this thesis achieved the best classification
performance in time series 2 and 3. The mean classification errors across the four time
series obtained by each classifier is presented in table 5.18. This table shows that RBF-
DDA with θ− selection obtains the best mean results when compared to all the other
classifiers considered in this thesis.

SVM build classifiers with smaller size than RBF-DDA with θ− selection for the first
three series, as shown in tables 5.14, 5.15 and 5.16. On the other hand, the latter classifier
builds smaller networks than the former for time series 4 (see table 5.17).

The results of these tables also show that the time complexity of RBF-DDA with θ−

selection is much smaller than that of SVMs. The number of training epochs for SVMs
in much greater than for RBF-DDA with θ− selection for all time series considered. The
DDA training algorithm is much simpler than that of SVM, hence, each training epoch of
RBF-DDA training is faster than each training epoch of SVM. Furthermore, RBF-DDA
with θ− selection needs to select only one parameter, whereas when using SVMs one
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Classifier Epochs Hidden Classification error
Units mean s.dev

MLP committee 7033.55 36 3.58% 2.42%
RBF-DDA (default) 4 621.7 6.50% 1.86%
RBF-DDA (θ− sel.) 4 724.1 0.63% 0.59%
SVM 1515.80 534.40 2.58% 1.05%

Table 5.15. Performance of the novelty detection approach on test set for time series 2. Com-
paring results from different classifiers.

Classifier Epochs Hidden Classification error
Units mean s.dev

MLP committee 7869.75 48 4.54% 3.29%
RBF-DDA (default) 4 656.1 8.79% 1.93%
RBF-DDA (θ− sel.) 3.6 671.4 3.92% 0.97%
SVM 1725.40 550.8 7.17% 2.82%

Table 5.16. Performance of the novelty detection approach on test set for time series 3. Com-
paring results from different classifiers.

needs to carefully select two parameters (C and γ). In the RBF-DDA experiments we
have used the same value of θ− for each augmented training set of a given time series,
whereas the model selection for SVMs was performed separately for each augmented
training set. This was done because we have observed that the values of C and γ were
critical for performance and the best values for these parameters were different for each
version of the augmented training set of a given series. This increases even more the
training process of SVMs for novelty detection in time series.

The results, therefore, show that if training time is an important issue, RBF-DDA
with θ− selection should be selected as the classifier for the novelty detection in time series
problem. On the other hand, if classification performance is the only important concern,
the classifier should be carefully selected using a validation set or cross-validation, since
the simulations results have shown that SVM achieved the best results on two time series
and RBF-DDA with θ− selection achieved the best results on the remaining two.

Classifier Epochs Hidden Classification error
Units mean s.dev

MLP committee 6948.30 36 0.79% 0.69%
RBF-DDA (default) 4 644.4 7.13% 1.32%
RBF-DDA (θ− sel.) 3.7 672.5 1.04% 0.53%
SVM 1768.50 799.90 0.04% 0.13%

Table 5.17. Performance of the novelty detection approach on test set for time series 4. Com-
paring results from different classifiers.
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Classifier Test set class. error
MLP committee 2.24%
RBF-DDA (default) 8.36%
RBF-DDA (θ− sel.) 1.78%
SVM 3.26%

Table 5.18. Comparison of different classifiers for novelty detection in time series. Means over
the results of the four time series considered.

5.4 A METHOD BASED ON RBF-DDA WITHOUT NEGATIVE SAMPLES

In many practical problems the time series available represent the normal behavior of
the system. Thus, all patterns generated from these series represent only normality. The
method proposed in section 5.3 is based on negative samples in order to represent the
novelty regions outside the envelope. The problem with this method is that the number
of negative samples added to the augmented training set has an important influence on
classification performance [ONM03].

In this section, an alternative method for novelty detection in time series that does not
need negative samples is proposed [ONM04d]. The method uses RBF neural networks
to classify time series windows as normal or novelty. It is based on the dynamic decay
adjustment algorithm, originally proposed for training RBF networks for classification
[BD95]. Results of experiments using the same four real-world time series used to evaluate
the previous method (figure 5.5) are given. The aim of these experiments was to compare
the proposed method with the method based on negative samples.

The method proposed in this section is also based on the idea of the envelope, discussed
in section 5.2. The patterns used in this method are also generated from the time series
according to section 5.2. The method also requires a fixed time series window size w. For
each original time series window pattern, two additional patterns are generated. The first
corresponds to the upper envelope and the second, to the lower one. That is, the first
additional pattern is obtained from the original by adding the percent deviation p1 that
defines the upper envelope. The second additional pattern is obtained by subtracting p1

from the original pattern. Therefore, an augmented training set three times larger than
the original training set is generated.

Notice that no negative samples were introduced in the augmented training set. The
upper and lower envelope patterns are added to the augmented training set in order to
help the DDA algorithm adjust the standard deviation σi of RBF units associated with
normal patterns properly. In this way, after training, standard deviations are adjusted so
that patterns in the novelty region produces low values for the normal output and high
values for the novelty output of the classifier. It is expected that patterns with all values
inside the envelope will be classified as normal patterns.

The two RBF-DDA architectures depicted in figures 5.14 and 5.3 are considered for
use in conjunction with this method. In the first case there are three outputs. The first
output is associated with normal patterns, that is, original time series windows. The
second and the third outputs are associated with upper and lower envelope patterns,
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Figure 5.14. RBF network with three output units for classification-based novelty detection.

respectively. The second architecture has only two outputs, one for normal patterns and
the other for novelty patterns. In the training phase the novelty output will be associated
with both upper and lower envelop patterns from the augmented training set.

After training, the network classifies a given pattern as follows. If all outputs have
values below 10−6, the pattern is classified as novelty. If this is not the case, the winner-
takes-all rule is used to classify patterns as either normal or novelty.

5.4.1 Experiments

A number of experiments using real-world time series were carried out in order to
compare the performance of the method proposed in this section with the negative sam-
ples method. The times series used in the experiments are those used in section 5.3 and
depicted in figure 5.5. Once again, they are firstly differentiated and then normalized.

The method proposed in this section is trained with training sets augmented by a
factor of three. This is because only two additional patterns per original pattern are
needed in order to represent the envelope, as discussed before. The additional patterns
are generated considering an envelope created with threshold p1 = 0.1. Recall that the
time series used in the experiments have 84 data points and the last 12 are use to form
test sets. The window size used here is w = 12 and therefore augmented training sets
with 180 patterns will be generated for the time series considered here.

For the negative samples approach, the normal and novelty regions were defined using
thresholds p1 = 0.1 and p2 = 0.5 as before The generation of augmented training sets for
this method works by the addition of n−1 normal random patterns and n random novelty
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patterns for each original pattern, as discussed before. In the experiments, n = 10 and
n = 20 were used. With this, the training sets increase by factor of 20 and 40, respectively.
Thus, for the series considered, experiments were carried out with augmented training
sets having 1200 or 2400 patterns.

The series depicted in figure 5.5 are supposed to represent the normal behavior. How-
ever, it is interesting to evaluate the generalization performance of the method and,
therefore, an unseen test set with both normal and novelty patterns is needed for this
purpose. Hence, augmented test sets with original patterns, obtained from the last 12
data points from the series, together with normal random patterns and novelty random
patterns are generated from the original test sets.

For each series, two different augmented test set sizes were considered. The first is
generated from the original test set by adding 9 normal random patterns and 10 random
novelty patterns for each original pattern in the test set. In this way, the augmented
test set gets increased by a factor of 20. The second alternative increases the test set by
a factor of 200 by adding 99 normal random patterns and 100 random novelty patterns
for each original pattern. Thus, in the former case there will be 240 patterns in the
augmented test sets and in the later case there will be 2400 patterns.

For the method proposed in this section, the network for each series is trained only
one time, because RBF-DDA does not depend on weights initialization. Moreover, the
training set is fixed. In contrast, the augmented training set used in conjunction with the
method based on negative samples depends on random samples and therefore is variable.
The augmented test set used to test both method is also variable because of the random
patterns used to form it. Hence, each trained network is tested ten times in order to
take into account the variability of the random patterns added to form the augmented
test sets. On the other hand, for the negative samples approach each network is trained
with ten different versions of the training set generated from different seeds, to take into
account the variability of the random patterns added to form them. The network was
also tested ten times, for the same reason. In the experiments RBF-DDA with default
parameters were used in conjunction with both novelty detection methods, in order to
perform a fair comparison between them.

5.4.1.1 Results Table 5.19 presents results obtained after training the networks for
series 1, 2, 3, and 4. It contains the mean number of epochs used in training, the mean
number of hidden units in the resulting network and the mean and standard deviation
of the classification error on the test set. Table 5.20 presents the mean and standard
deviation for the false alarm rate and the undetected novelty rate on the test set.

The negative samples method uses training sets with 1200 patterns whereas the
method proposed in this section has 180 patterns on training sets. Tables 5.19 and 5.20
present the mean and standard deviation across ten executions. For each time series,
augmented test sets with 240 and 2400 patterns were used in order to study the influence
of test set size on the performance of the methods. Those results are also depicted in
figures 5.15, 5.16, 5.17, and 5.18 in order to help the visual comparison of the results.

The results presented in table 5.19 and figures 5.15 and 5.16 show that the proposed
method produces classification error smaller than the negative samples approach for all
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Method Epochs Hidden Class. error
Units mean s.dev

Time series 1, test set with 240 patterns
Without negative samples (3 outputs) 3 150 1.17% 0.58%
Without negative samples (2 outputs) 3 149 1.21% 0.57%
Negative samples 4 623.2 11.00% 2.86%

Time series 1, test set with 2400 patterns
Without negative samples (3 outputs) 3 150 1.53% 0.18%
Without negative samples (2 outputs) 3 149 1.56% 0.19%
Neg. samples 4 623.2 17.67% 2.86%

Time series 2, test set with 240 patterns
Without negative samples (3 outputs) 3 171 5.33% 1.48%
Without negative samples (2 outputs) 3 170 5.50% 1.70%
Neg. samples 4 621.7 6.50% 1.86%

Time series 2, test set with 2400 patterns
Without negative samples (3 outputs) 3 171 6.22% 0.39%
Without negative samples (2 outputs) 3 170 6.36% 0.44%
Neg. samples 4 621.7 12.78% 1.43%

Time series 3, test set with 240 patterns
Without negative samples (3 outputs) 3 181 2.92% 1.11%
Without negative samples (2 outputs) 3 180 3.17% 1.23%
Neg. samples 4 644.3 8.79% 1.93%

Time series 3, test set with 2400 patterns
Without negative samples (3 outputs) 3 181 4.30% 0.43%
Without negative samples (2 outputs) 3 180 4.61% 0.46%
Neg. samples 4 644.3 10.87% 0.87%

Time series 4, test set with 240 patterns
Without negative samples (3 outputs) 2 181 3.79% 1.08%
Without negative samples (2 outputs) 2 180 3.88% 1.09%
Neg. samples 4 644.4 7.13% 1.32%

Time series 4, test set with 2400 patterns
Without negative samples (3 outputs) 2 181 3.98% 0.33%
Without negative samples (2 outputs) 2 180 4.05% 0.33%
Neg. samples 4 644.4 14.10% 1.69%

Table 5.19. Classification performance of the novelty detection methods on test sets for each
time series
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Method False alarm Undetec. novelty
mean s.dev mean s.dev

Time series 1, test set with 240 patterns
Without negative samples (3 outputs) 0.75% 0.47% 0.42% 0.44%
Without negative samples (2 outputs) 0.79% 0.50% 0.42% 0.44%
Neg. samples 0.00% 0.00% 11.00% 2.86%

Time series 1, test set with 2400 patterns
Without negative samples (3 outputs) 0.95% 0.19% 0.58% 0.06%
Without negative samples (2 outputs) 0.98% 0.19% 0.58% 0.06%
Neg. samples 0.00% 0.00% 17.67% 2.86%

Time series 2, test set with 240 patterns
Without negative samples (3 outputs) 4.58% 1.08% 0.75% 0.61%
Without negative samples (2 outputs) 4.75% 1.27% 0.75% 0.61%
Neg. samples 0.00% 0.00% 6.50% 1.86%

Time series 2, test set with 2400 patterns
Without negative samples (3 outputs) 5.20% 0.42% 1.02% 0.19%
Without negative samples (2 outputs) 5.34% 0.46% 1.02% 0.19%
Neg. samples 0.00% 0.00% 12.78% 1.43%

Time series 3, test set with 240 patterns
Without negative samples (3 outputs) 2.46% 0.89% 0.46% 0.36%
Without negative samples (2 outputs) 2.71% 1.02% 0.46% 0.36%
Neg. samples 0.00% 0.00% 8.79% 1.93%

Time series 3, test set with 2400 patterns
Without negative samples (3 outputs) 3.48% 0.40% 0.82% 0.17%
Without negative samples (2 outputs) 3.79% 0.42% 0.82% 0.17%
Neg. samples 0.00% 0.00% 10.87% 0.87%

Time series 4, test set with 240 patterns
Without negative samples (3 outputs) 2.29% 0.88% 1.50% 0.71%
Without negative samples (2 outputs) 2.38% 0.90% 1.50% 0.71%
Neg. samples 0.00% 0.00% 7.13% 1.32%

Time series 4, test set with 2400 patterns
Without negative samples (3 outputs) 2.37% 0.28% 1.61% 0.23%
Without negative samples (2 outputs) 2.44% 0.27% 1.61% 0.23%
Neg. samples 0.00% 0.00% 14.10% 1.69%

Table 5.20. False alarm and undetected novelty rates on test sets for each time series
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Figure 5.15. Classification error on test sets for series 1 and 2.
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Figure 5.16. Classification error on test sets for series 3 and 4.
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Figure 5.17. False alarm and undetected novelties rates on test sets for series 1 and 2.
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Method Mean Class. Error
Test sets with 240 patterns

Without negative samples (3 outputs) 3.30%
Without negative samples (2 outputs) 3.44%
Negative samples 8.36%

Test sets with 2400 patterns
Without negative samples (3 outputs) 4.01%
Without negative samples (2 outputs) 4.15%
Negative samples 13.86%

Table 5.21. Mean classification errors across the four time series for each method.

time series considered. This is true for both architectures used in conjunction with the
proposed method (figures 5.3 and 5.14). The performance gain is variable across the
series, however, it can be very high, for example, for series 1 with 2400 patterns on test
sets, the classification error decreases from 17.67% (for the negative samples approach)
to 1.53% (for the proposed method with three outputs). These results also show that
the RBF architecture with three outputs produces slightly better results than the two
outputs architecture. It can also be noted that the negative samples approach is much
more sensible to the increase in test set size. For this approach, when test sets increase
from 240 to 2400 patterns the classification error increases by a factor of almost two for
some series.

The method proposed in this section and the negative samples method behave quite
differently with respect to false alarm and undetected novelty rates, as shown in table
5.20. The negative samples method always produces 0% false alarm rate. All the mis-
classifications produced by this method happen with novelty patterns. In contrast, the
proposed method produces more false alarms than undetected novelties.

The results from table 5.19 are summarized in table 5.21. This table presents the
mean classification errors across the four time series for each method. It clearly shows
that the proposed method performs much better and that its performance is much less
dependent on test set size. The relative increase in classification error when the test
sets increases from 240 to 2400 patterns are: 21.5% for the proposed method with three
outputs; 20.6% for the proposed method with two outputs; and 65.8% for the negative
samples method.

Finally, additional experiments with the negative samples method from section 5.3
using RBF-DDA with default parameters were performed. This time the augmented
training sets will have more patterns. Recall that results presented in tables 5.19 and
5.20 where obtained with augmented training sets with 1200 patterns. Table 5.22 presents
the mean classification errors on test sets for the four time series using augmented training
sets with 2400 patterns. The test sets also have 2400 patterns. The results show that
the classification errors on test sets decreases when the training sets get increased. Even
so, the method proposed in this work still produces much better results as can be seen in
tables 5.19 and 5.21. It has the additional advantage of using a fixed number of patterns
in the training set, because it does not depend on negative samples.
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Series Class. Error
mean s.dev

Time series 1 8.71% 1.76%
Time series 2 8.84% 1.36%
Time series 3 6.91% 1.02%
Time series 4 8.74% 2.09%
Mean 8.3% 0.93%

Table 5.22. Mean classification errors for the negative samples method with 2400 patterns on
both training and test sets.

5.5 CONCLUSION

This chapter has presented two novel methods for the detection of novelties in time
series based on classification. Both methods are capable of classifying a given time series
window as normal or novelty. In contrast to other classification-based methods described
in the literature, the methods proposed here were designed for fraud detection in financial
systems. The two methods are based on the idea of the envelope used to define the regions
of normality and novelty. The main difference between the proposed methods is that one
of them needs to use negative samples in order to represent novelties during training
whereas the other works without the need for these samples. A number of experiments
with real-world time series were carried out in order to compare the proposed methods.

The method based on negative samples employs a classifier that is trained with an
augmented training set formed by patterns corresponding to time series windows and
by artificially generated samples. Two kinds of artificially generated samples are added
to the training set: normal random samples, which lie inside the envelope, and novelty
random samples (negative samples), which lie outside the envelope. Subsequently, the
classifier trained with the augmented training set will be able to classify a given time
series windows as normal or novelty. The classifiers compared is this task were: MLPs,
RBF-DDA, two of the improved RBF-DDA classifiers proposed in chapter 4, committee
machines of these classifiers and support vector machines (SVMs). Results show that the
proposed methods for improving RBF-DDA considerably improve RBF-DDA in this task
as well. It was also shown that the RBF-DDA with θ− selection classifier outperformed,
in the mean, all the other classifiers considered in this chapter.

The comparison between RBF-DDA with θ− and SVM has shown that each method
obtains better performance on two out of the four time series considered. In three of
the time series considered, SVM produced slightly smaller classifiers. Nonetheless, we
have shown that SVM takes much more time to train, since its training algorithm is
more complex than DDA and its performance depends on two parameters, whereas DDA
has only one parameter to be selected (θ−). For a given time series, the results of this
chapter have shown that it is important to carry out model selection - for example, using
cross-validation - in order to select the best model. We recommend to use RBF-DDA
with θ− and SVM in this selection.

The problem with the first method introduced in this chapter is that it relies on
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negative samples in order to represent novelties during training. Therefore, the number
of negative samples introduced in the training set influences the performance of the
method, as the results of the experiments presented in this chapter have shown. This
problem has motivated the proposal of an alternative method that still uses the idea of
the envelope to define normal and novelty regions, but does not need negative samples
to represent novelties. The method is based on RBF-DDA. The RBF units are used to
cover the normal region in the training phase. After training, the system is able to detect
novel patterns because of the localized nature of radial basis functions. Experiments with
real-world time series have shown that this method outperforms the method based on
negative samples and that its performance is almost independent on the test set size. On
the other hand, the generalization performance of the other method degrades when the
number of patterns on the test set is increased.



CHAPTER 6

METHODS FOR NOVELTY DETECTION BASED ON
TIME SERIES FORECASTING

6.1 INTRODUCTION

The most straightforward method for detecting a novelty or outlier in a time series
is based on forecasting. Initially, a model is built based on the historical values of the
time series by using a forecasting algorithm such as the ones reviewed in chapter 2.
Next, the model is used to predict future values of the time series. If the difference
between predicted and observed values is beyond a pre-defined threshold a novelty would
be detected. This technique has been used for detecting frauds in accountancy systems
[Kos00, Kos03] and payroll systems [OABS03].

The definition of the value of the threshold for detecting novelties is the main problem
of novelty detection based on forecasting. In a previous work the use of relative thresholds
has been proposed for accountancy auditing [Kos00]. In this chapter the use of such
thresholds are reviewed and compared to the use of absolute thresholds. The latter has
been proposed for use in a payroll auditing application [OABS03].

The difficulties of forecasting-based novelty detection has motivated the proposal of
methods based on classification of time series windows such as those reviewed in chapter
3 and those proposed in chapter 5 of this thesis. The problem with these methods is
that they are not able to detect a novelty in a particular point of the series, since they
classify time series of windows of a given length w. On the other hand, forecasting-based
methods are able to detect a novelty in a single point of a time series, which can be an
advantage for fraud detection applications.

This chapter proposes the use of robust confidence intervals as a suitable means for
defining the thresholds for detecting novelties in time series and therefore improve perfor-
mance of forecasting-based time series novelty detection [ONM04e]. Robust confidence
intervals for forecasting are obtained without making assumptions about the distribu-
tions of the errors [Mas95]. They are directly computed from the prediction errors of
the forecasting algorithm for the series under analysis. In many time series forecasting
works only the predictions are given. Ideally, however, confidence intervals should also
be given for each prediction in order to express the confidence in that prediction [Mas95].
In other works, confidence intervals are computed assuming that the errors follow some
distribution defined by a number of parameters. The errors are then used to estimate the
parameters and compute the confidence. The problem is that in practice the distribution
assumed for the errors may not be correct. Robust confidence intervals are more general
because they do not assume nothing about the errors.

A number of experiments using real-world time series were performed in order to
evaluate the proposed method. The experiments reported here were performed for short-
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term forecasting (one step ahead). The results show that the real values on the test set
of each time series lie within the confidence intervals. Thus, these intervals can be used
as reliable thresholds for the detection of novelties.

6.2 THE PROPOSED METHODS

6.2.1 Difficulties of Time Series Novelty Detection Based on Forecasting

The method presented in [Kos00] is based on relative differences between predicted and
real values. The main problem of this method is the difficulty to establish the thresholds
for the errors beyond which the method should indicate novelty (which is interpreted
as a fraud here). In contrast, a method based on absolute errors is investigated in this
chapter. Besides using absolute errors instead of relative ones, the proposed method tries
to learn its threshold based on its previous forecasting performance on the same time
series.

Forecasting-based novelty detection relies on the forecasting capabilities of the algo-
rithm used. The idea is to use the algorithm to predict the future values of the series
for a given period (window). If the predicted value deviates significantly from the real
value, the algorithm alerts the user. This approach was used in the analysis of monthly
balances of a manufacturing firm by Koskivaara [Kos00].

Koskivaara applied MLPs as the forecasting method and has performed multivariate
analysis, that is, used only one MLP to simultaneously predict the values of nine financial
accounts. Each account had only 66 months available - from May 1990 to December 1995.
The first 54 months were used for training while the 12 months of year 1995 were used
for testing. Two MLP models were used: model 1 used two months to predict a third
one and model 2 used four months to predict a fifth one (see section 6.3.3). The results
obtained in the test set in that work are reproduced here in table 6.1. The test set
used in this work had only normal data points [Kos00] therefore this table shows the
forecasting performance of the method and the relative differences between predicted
and real (target) values obtained by the neural networks. For example, the third line
of table 6.1 shows that 24% of the test months had a difference between predicted and
target outputs less than 5% (for model 1). For model 2, 26% of the months of the test set
had a difference between predicted and target outputs less than 5%. Notice that there
are 12× 9 = 108 points in the test sets because they had 9 time series and 12 months in
the test set.

Model 2 obtained slightly better results. Note that there are 3% and 4% (for models
1 and 2, respectively) data points for which the relative difference between predicted and
real values is greater than 30%. The author does not discusses what threshold should be
used to distinguish between normal and fraudulent behavior. If we set this threshold to
10%, that is, if we admit frauds above this value, then we can see from the table that the
system would provide false alarms for around half of the months (to be exact, for model 1
the false alarm rate would be 58%, whereas for model 2 it would be 48%). In practice, we
would like this threshold to be small so that we could detect small frauds. But this has
lead to great false alarm rates in this case. An alternative would be to use 30% relative
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Model 1 Model 2
Test set size (months) 12 12
RMSE 0.15225 0.13942
Difference between output and target: < 5% 24% 26%
Difference between output and target: < 10% 42% 52%
Difference between output and target: < 30% 97% 96%
Average difference 12% 10%

Table 6.1. Results from table 3 of [Kos00], comparing two MLP models for monthly balances
forecasting.

error as threshold. In this case, we would get much smaller false alarm rates: 3% for
model 1 and 4% for model 2. The problem is that the system would permit frauds up to
30%.

The approach describe above was also studied in our paper in the context of a payroll
auditing application [OABS03]. The results from this work are also presented in this
chapter. We will show that in this case a similar difficulty arises regarding the definition
of thresholds. This has motivated us to propose a slightly different approach still based
on forecasting but using absolute instead of relative errors. Moreover, in this alternative
approach the system tries to learn the threshold based on its previous performance.
Further research has lead us to proposed an enhanced method based on robust confidence
intervals and discussed below.

6.2.2 Method Based on Robust Confidence Intervals

In many time series forecasting works, especially those using neural networks for fore-
casting, only the predicted values are provided. In practice, however, it is very important
to provide an indication of the reliability of these prediction. This can be done by using
confidence intervals. In many cases these intervals are computed by supposing that the
errors follow a normal (Gaussian) distribution or another more general distribution with
a number of parameters. Nevertheless, it is argued that in practice this assumption rarely
hold and therefore it can lead to wrong confidence intervals. Robust confidence intervals
were proposed to overcome this limitation, since they do not make assumptions about
the distributions of the errors [Mas95].

Robust confidence intervals are generic and can be computed for predictions made be
any model, such as exponential smoothing, ARIMA and neural networks models. They
can be computed for both univariate and multivariate time series forecasting. They also
work for both short-term and long-term forecasting.

Robust confidence intervals are computed from errors collected from a set of predic-
tions within a known data set. Ideally, this data set should be different from the training
set. Nonetheless, experience indicates that reuse of the training set may be acceptable if
care is taken to avoid overfitting [Mas95]. This can be achieved by using models whose
number of parameters is much smaller that the training set size. Instead, we proposed to
use early stopping method discussed in chapter 2. In this case, a model with larger num-
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ber of parameters can be used and overfitting is avoided by computing the generalization
loss on a validation set different from the training set and stopping training when the
generalization loss increases. This is the method used to avoid overfitting in this chapter.

6.2.2.1 Collecting prediction errors In this chapter the errors are collected on
both the training and validation sets after training the neural networks. Suppose that p
previous data points from the time series are used to predicted the following p + 1 point.
For a given data set x1 · · ·xn, the first short-term prediction error is computed by feeding
the trained network with the first p values from the set (training or validation) and taking
the difference between the predicted and known correct values, x̂p+1 − xp+1. The sign of
the computed errors must be preserved. To compute the next error, p values from the
data set, starting from the second one, are fed to the network to obtain the predicted
value ˆxp+2. The second error is x̂p+2 − xp+2. This process is carried out up to the end of
the data set.

Errors for long-term forecasting are computed in a way similar to that used for short-
term forecasting. The difference is that now predicted values are also used to feed the
network. This is done in order to simulate the real use of the model. For example, suppose
that prediction for a distance of two time slots in the future is needed. Suppose also that
the model employs three past values of the series to predict a fourth one. In this case,
the first three values of the series are fed to the network to compute the prediction which
is then compared to the known correct value to give the prediction error at a distance
of one time slot into the future. Now, the second and third known values of the series
along with the just predicted value for the fourth one are fed to the network in order to
obtain a prediction at a distance of two time slots ahead. This recursive process can be
repeated recursively to find errors for larger distances. In this chapter only short-term
forecasting is considered.

6.2.2.2 Computing robust confidence intervals A robust confidence interval for
predictions is computed from the errors collected from the training and validation sets.
The intuition behind robust confidence intervals consists in that errors of a given size
will tend to occur with about the same frequency that they have occurred previously.
In other words, the frequency of occurrence of errors of a given size in the training and
validation sets is assumed to be the same when the network is used for forecasting. For
example, suppose that about one-quarter of the errors collected from the training and
validation sets exceeds 2.3. Then, it is reasonable to expect that when the model is used
for forecasting the errors will exceed 2.3 about one-quarter of the times. As commented
previously, this is true only if the model does not overfit training data.

In order to build robust confidence intervals, the collection of n errors measurements
is initially sorted in ascending order, x1 · · ·xn. Next, the sample distribution function of
the errors, Sn(x), is computed according to equation ..

Sn(x) =


0, if x < x1

r/n, if xr ≤ x < xr+1

1, if xn ≤ x
(.)



6.2 the proposed methods 134

If the collection of errors used to compute Sn(x) is representative of the errors that
will be encountered in practice, and if n is large enough, then Sn(x) can be assumed
to be close to F (x), the true error distribution. In this case, the confidence intervals
for upcoming prediction errors are computed simply by keeping as much of the interior
of Sn(x) as is desired and by using the limits of this truncated collection to define the
confidence interval. In practice it is usually desirable to have intervals symmetric in
probability, even though this implies that it will not generally be symmetrical in the
error.

For very large error collections and moderate values of p, np values should be dis-
carded from each extreme in order to build the confidence intervals. For smaller samples,
however, the recommended amount to be discarded from each extreme is np− 1 [Mas95].
If the result is a real number it should be truncated. p is the fraction of probability in
each tail of the distribution function. For example, if a 90% confidence interval is desired,
p = (1.0− 0.9)/2 = 0.05.

The following example illustrates the procedure used to compute robust confidence
intervals. Suppose there are n = 10 collected errors. This collection is firstly sorted to
give −→x = {−0.3,−0.3,−0.1, 0.0, 0.0, 0.0, 0.1, 0.1, 0.2, 0.4}. Suppose one wants to build a
60% confidence interval based on this error collection. Notice that this is an unrealistically
small collection used only to illustrate the procedure. To build a 60% confidence interval,
p = (1.0−0.6)/2 = 0.2, which gives np−1 = 1. Thus, one sample must be discarded from
each extreme of the error collection. Therefore, the confidence intervals for the error lie
between -0.3 and and 0.2. These values are summed to future predicted values in order
to build the confidence intervals for the prediction. Hence, the 60% confidence interval
for a future predicted value x̂p would be {x̂p − 0.3, x̂p + 0.2}.

6.2.2.3 Increasing the error collection In order to build robust confidence inter-
vals it is important to collect a reasonable number of errors on training and validation
sets [Mas95]. The problem is that in many practical financial systems, the time series of
interest are quite short. For example, time series with only 66 months were analyzed by
Koskivaara in an accountancy problem [Kos00]. In our work regarding payroll auditing
we have analyzed time series with 84 months [OABS03].

In the payroll auditing problem, suppose we reserve 12 months for test and use four
months in order to predict a fifth. Then, we are left with only 68 months for training
and validation. Thus our error collection will have only 68 points. It would be desirable
to have more errors in order to build more reliable confidence intervals.

We propose the system shown in figure 6.1 to tackle this problem. The idea consists
in using a machine committee composed of several neural networks forecasters. Firstly,
the time series is pre-processed. This step may include simple differentiation or seasonal
differentiation, depending on the characteristics of the time series under analysis. Sub-
sequently, several neural networks forecasters are trained independently with the same
time series for one-step ahead forecasting. Finally, the prediction furnished by this sys-
tem will be the mean of the predictions of the neural networks forecasters for the same
month. The error collection is formed by considering the forecasting error of each neural
network forecaster. Thus, if we use 10 forecasters, for example, we are able to increase
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Figure 6.1. System based on machine committee used for increasing the error collection for
computing robust confidence intervals.

our error collection by a factor of 10. In practice one could use any forecasting model in
the committee of figure 6.1. In this work we consider only the use of MLPs or Elman
networks as forecasters.

6.2.2.4 Detecting novelties with robust confidence intervals The robust con-
fidence intervals discussed here provide a suitable threshold for novelty detection in time
series. The forecasting-based novelty detection method proposed now states that a fu-
ture value from a time series is to be considered a novelty if it lies beyond the confidence
interval of the respective prediction. This definition is quite natural because it takes into
account the previous network forecasting performance in order to establish the threshold
for detection of novelties in the future. If the difference between predicted and observed
values is within the confidence interval, one assumes that this difference does not corre-
spond to a novelty, but is due to the inherent uncertainty of the forecasting model.

The novelty detection method with robust confidence intervals can be used in practical
auditing applications such as payroll and accountancy auditing. The former application
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was one of the motivations for carrying out this work, as discussed in chapter 1. In this
case there are maybe a few hundred time series corresponding to earnings and deductions.
Each time series is supposed to be free of frauds, because they were previously audited. A
neural network forecasting model would be built for each time series based on historical
values. Auditing would take place monthly, after the payroll is computed. Firstly, the
one step ahead forecast would be computed along with the respective robust confidence
intervals. Next, the value furnished by the payroll system for this month would be
compared to the predicted value with confidence intervals. If the furnished value is
outside the confidence intervals for the forecasting the system would detect a novelty.
The auditors would focus their work on those earnings/deductions for which a novelty
was detected.

6.3 EXPERIMENTS

6.3.1 Datasets

Experiments using real-world time series were carried out in order to test the perfor-
mance of the forecasting-based novelty detection methods. Six real-world financial time
series are used in the experiments. Five of them are shorter time series, with 84 data
points.

Figure 6.2 depicts four of the time series used here. These series were also used to
evaluate the classification-based novelty detection methods of chapter 5. These series are
shown again here to facilitate reference. These are non-stationary seasonal time series as
shown by their correlograms, presented in appendix B. These series have 84 data points
corresponding to the months from January 1996 to December 2002. The first series was
extracted from a real Brazilian payroll and was used previously in a study of a payroll
auditing system based on neural networks forecasting [OABS03]. This series represents
a monthly earning from a payroll. The remaining series are sales time series with values
in the same period of the first series. Henceforth these series are referred as series 1, 2, 3
and 4, respectively.

Figure 6.3 depicts the empper time series, which records the monthly number of em-
ployed persons in Australia from February, 1978 to April, 1991. This series has, therefore,
159 data points. It is available in a time series library available at the URL http://www-
personal.buseco.monash.edu.au/˜hyndman/TSDL. This series does not exhibit seasonal-
ity and it is non-stationary as shown by its correlogram, in appendix B.

Figure 6.4 shows the earning 2 time series. This series was also extracted from a
real Brazilian payroll. It also has 84 data points. It is a monthly time series with data
points from January, 1996 to December, 2002. This series is also non-seasonal and non-
stationary, as can be observed in its graphics and in its correlogram presented in appendix
B.

In the experiments reported in this chapter using series 1, 2, 3, 4 and earning 2, the
first 72 months are used as training set and the last 12 months as test set. The training set
is small and this makes neural networks training harder, and can lead to poor forecasting
for some months. This situation is common in practice in many auditing problems. For
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(a) Series 1: earning from a Brazilian payroll. (b) Series 2: sales from a Brazilian company.
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(c) Series 3: USA computer and software (d) Series 4: USA hardware stores sales.
store sales.

Figure 6.2. Time series used in the experiments. Each series has 84 values corresponding to
months from January 1996 to December 2002. Values are normalized between 0 and 1. Series
3 and 4 are available at the URL http://www.census.gov/mrts/www/mrts.html.
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Figure 6.3. Empper Time Series: monthly number of employed persons in Australia. Feb 1978
– Apr 1991.
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Figure 6.4. Earning 2 time series: monthly normalized values from January 1996 to December
2002.
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example, the experiments reported in an accountancy auditing paper used time series
with only 66 months [Kos00]. In practice, in Brazil’s context at least, it will not be
possible to obtain much larger data sets already audited, because payroll government
systems have been automated recently and computer aided auditing of these system is
even more recent.

6.3.2 Pre-Processing

Two pre-processing schemes were compared in this chapter. In the first, a simple
normalization between 0 and 1 is carried out because it is known that this improves
neural networks performance [Hay98]. Each series is normalized between 0 and 1 using
the expression

xnorm =
x− xmin

xmax − xmin

(.)

where xnorm is the normalized value correspondent to the original value x of the sum of
the earning values in a given month and xmin e xmax are, respectively, the minimum and
maximum values among the all values available for the series.

The second pre-processing alternative consists in differencing the time series and then
applying the above normalization between 0 and 1. Differencing was reviewed in chapter
2 and aims at obtaining a stationary version of a non-stationary time series. This can
improve performance of focused TLFN neural networks forecasting (see chapter 2).

6.3.3 MLP Experiments

In order to use Multi-Layer Perceptron (MLP) neural networks for time-series fore-
casting, a sequence of past values is used as the network input and the next value – to be
predicted by the network – is used as network output in the training phase. The number
of past values to be used as input is called order of delay line, or window size. Thus, for
example, using an MLP with window size 2, months January and February are used as
input and March as the corresponding output; months February and March are used as
input and April is the corresponding output, and so on.

Neural Networks Topologies MLP neural networks with one and two hidden layers
were used. All networks had only one node in the output layer, which provided the
forecast. Hidden layers nodes used sigmoidal activation function whereas the output
layer used linear activation function. The topologies contained all possible feed-forward
connections between adjacent layers. Topologies with 3, 7, 14 and 28 nodes in the hidden
layer were used for one hidden layer networks. Networks with two hidden layers had 2,
3, 4 and 5 nodes in each hidden layer. Delay line of orders 2, 4, 6 and 12 were used for
each of these topologies.

Division of Data into Training, Validation and Test Sets The experiments with
MLP networks used only two out of the six time series previously presented: series 1 and
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00044 0.00036 0.00374 0.00248 0.00698 0.00582 15 4
1 / 7 0.00008 0.00011 0.00569 0.00227 0.01154 0.00286 13 4
1 / 14 0.00001 0.00002 0.00662 0.00311 0.01474 0.00654 8 3
1 / 28 2.0×10−6 3.0×10−6 0.00740 0.00254 0.01371 0.00387 5 1
2 / 2 0.00417 0.01081 0.01143 0.02309 0.01531 0.02474 20 9
2 / 3 0.00052 0.00042 0.00344 0.00206 0.00743 0.01057 18 8
2 / 4 0.00041 0.00057 0.00369 0.00114 0.00697 0.00188 20 10
2 / 5 0.00015 0.00005 0.00417 0.00129 0.00644 0.00368 16 2

Table 6.2. Mean and standard deviation for the results of MLP with 12 order delay line
experiments using series 1

earning 2. Recall that each of these series has 84 data points. When an MLP with p
order delay line is used, and considering a total of 84 months available for each earning,
the data set gets reduced to 84−p months, because the first p months are used to forecast
month p + 1, and therefore there is no possibility to forecast these initial p months.

In order to build a neural network for forecasting, data sets division into training,
validation and test sets is made in time order, that is, data of the earlier period are
used for training, data of a later subsequent period are used for validation, and data
of the latest period are used for testing [KLSK96, YT00]. For each time series and
topology considered here, the 84− p months available were segregated this way: the last
12 were used as test set (corresponding to year 2002), the 12 months of 2001 were used
as validation set, and the 60− p initial months composed the training set.

Training Method The MLP networks were trained using a version of the Levenberg-
Marquadt method [Fle87]. For each topology, 10 runs were performed with different and
random initializations of weights. Training stops if the GL5 criterion from Proben1 [Pre94]
is satisfied twice (to avoid stopping training because of initial oscillations in validation
error); if the training progress criterion from Proben 1 [Pre94] is satisfied, with Pk(t) <
0.1, or if the maximum number of 300 epochs is achieved. GL5 criterion implements
early stopping, one of the techniques most used to avoid overfitting, an excessive neural
network adjustment to training data [Hay98, DHS00]. These techniques were reviewed
in chapter 2.

Results The error measure used is the mean square error (MSE). The results reported
here are: mean square error on training set, validation set and test set at the end of
training, and number of epochs executed until the end of training. Tables 6.2 and 6.3
presents the mean and standard deviation of the results for time series 1 and earning 2,
respectively. In these experiments the time series were not differentiated, only normal-
ization was carried out before training and testing. This is an alternative for seasonal
time series with period p when used in conjunction with networks with p delay line order
[ZPH98].

The mean square error on the validation set can be used in practice to select the best
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00231 0.00024 0.00928 0.00313 0.02338 0.02459 11 2
1 / 7 0.00207 0.00032 0.05419 0.08051 0.16067 0.25810 9 3
1 / 14 0.00141 0.00030 0.05137 0.05231 0.19705 0.41316 8 1
1 / 28 0.00128 0.00034 0.08955 0.11553 0.16156 0.16004 8 2
2 / 2 0.00299 0.00142 0.00723 0.00300 0.01200 0.00897 27 30
2 / 3 0.00271 0.00040 0.01419 0.01335 0.05094 0.07068 10 3
2 / 4 0.00386 0.00549 0.01191 0.00933 0.01966 0.02042 10 3
2 / 5 0.00234 0.00027 0.01221 0.01349 0.05524 0.06371 12 4

Table 6.3. Mean and standard deviation for the results of MLP with 6 order delay line exper-
iments using earning 2 time series

topology for a given time series. Thus, the best network topology for a given series is
the one that minimize this error. For each series, only the results obtained with the best
order of delay line are presented. This is done for each different number of hidden layers
and number of nodes in each hidden layer considered. For series 1, 12 order delay line
has produced the best results, whereas for earning 2, the best results were obtained by a
6 order delay line. These results are shown in tables 6.2 and 6.3, respectively.

For series 1, table 6.2 shows that the best MLP among the architectures considered
had 12 order delay line and two hidden layers, with three nodes in each hidden layer. For
this architecture, the mean MSE in test set in ten executions was 0.00743. For earning
2, table 6.3 shows that the best MLP obtained had 6 order delay line, two hidden layers,
and two nodes in each hidden layer. In this case, the mean MSE in the test set was
0.01200.

6.3.4 Elman Networks Experiments

Elman neural networks are partial recurrent networks developed for temporal process-
ing [Hay98], [KLSK96]. These networks have context units whose nodes make recurrent
connections between hidden and input layers. Recurrent connections provide hidden
nodes inputs with past values of their own outputs. This adds memory to the network
and provides better temporal processing performance. Originally, Elman networks had
only one hidden layer, however, extensions with more than one hidden layer are now
available [Zel98].

Experiments with Elman networks used the six series presented previously in this
chapter. Division of data into training, validation and test sets was the same used for
MLP networks for the five time series with 84 data points. For the larger empper time
series, the last 12 points are used as test set, the previous 12 points for the validation
sets and the remaining points for the training set.

Elman networks used the same topologies as MLP networks of section 6.3.3, except,
of course, for the context units. This was done in order to compare performance of these
networks in the data sets available.

The training algorithm used for Elman networks was a version of the resilient back-
propagation (RPROP) [RB93], with parameters ∆0 = 0.1, ∆max = 50. The choice of
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00121 0.00046 0.00294 0.00133 0.00443 0.00191 163 95
1 / 7 0.00189 0.00055 0.00249 0.00068 0.00286 0.00064 73 33
1 / 14 0.00205 0.00067 0.00384 0.00337 0.00319 0.00227 72 35
1 / 28 0.00139 0.00054 0.00724 0.01311 0.00521 0.00222 84 21
2 / 2 0.00100 0.00080 0.00330 0.00133 0.00515 0.00172 225 246
2 / 3 0.00086 0.00038 0.00313 0.00187 0.00463 0.00226 85 31
2 / 4 0.00102 0.00064 0.00319 0.00187 0.00465 0.00222 110 100
2 / 5 0.00170 0.00118 0.00286 0.00168 0.00449 0.00228 69 16

Table 6.4. Mean and standard deviation for the results of Elman networks with 12 order delay
line experiments using series 1

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00145 0.00036 0.00428 0.00186 0.00363 0.00098 259 140
1 / 7 0.00122 0.00018 0.00292 0.00089 0.00239 0.00067 285 61
1 / 14 0.00131 0.00047 0.00353 0.00130 0.00335 0.00137 314 165
1 / 28 0.00171 0.00058 0.00406 0.00137 0.00391 0.00164 171 101
2 / 2 0.00136 0.00067 0.00486 0.00214 0.00508 0.00248 426 297
2 / 3 0.00091 0.00019 0.00409 0.00080 0.00405 0.00069 408 162
2 / 4 0.00110 0.00023 0.00399 0.00133 0.00384 0.00119 301 144
2 / 5 0.00106 0.00044 0.00401 0.00124 0.00410 0.00141 385 283

Table 6.5. Mean and standard deviation for the results of Elman networks with 12 order delay
line experiments using series 1 (with differentiation)

these parameters’ values was suggested by [RB93] and it is not critical to the algorithm.
This is one of its advantages over the original backpropagation algorithm, the other being
its faster convergence. The stopping criteria were the same used for MLP networks and
described in section 6.3.3, with the exception that here the maximum number of epochs
allowed for training was 2,000.

Experiments with Elman networks were carried out with both original and differenced
versions of each time series. In all cases, the series is normalized before training and
testing.

Results The error measure used in this case was also the mean square error (MSE)
and the results reported were the same used for MLP networks. For Elman networks,
architectures with delay line orders of 2, 4, 6 and 12 using the number of hidden layers
and nodes in hidden layers as for MLPs were used. The best networks achieved had 12
order delay line for series 1, 2, 3,4 and for the empper time series. For earning 2 time
series 6 order delay line obtained the best results, as in the case of MLP networks.

Tables 6.4 and 6.5 show the Elman networks results for time series 1 for the original
and differenced versions, respectively. The results for earning 2 time series are presented
in tables 6.6 and 6.7; for series 2 in tables 6.8 and 6.9; for series 3 in tables 6.10 and 6.11;
for series 4 in tables 6.12 and 6.13; and for the empper time series in tables 6.14 and 6.15.

Table 6.4 shows that the best Elman network topology achieved in this work for series
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.02230 0.01544 0.04908 0.04425 0.05728 0.05703 23 22
1 / 7 0.02145 0.02329 0.03030 0.04279 0.01794 0.02636 26 14
1 / 14 0.00805 0.00344 0.01061 0.01628 0.00576 0.00594 30 10
1 / 28 0.00757 0.00251 0.00792 0.00538 0.00508 0.00367 32 7
2 / 2 0.03291 0.01129 0.12269 0.10173 0.06999 0.07056 34 60
2 / 3 0.03135 0.01400 0.04490 0.06294 0.03454 0.04048 25 30
2 / 4 0.02936 0.01263 0.06923 0.05625 0.06999 0.06822 19 11
2 / 5 0.02402 0.01149 0.07708 0.08422 0.10761 0.11968 23 12

Table 6.6. Mean and standard deviation for the results of Elman networks with 6 order delay
line experiments using the earning 2 time series

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.04819 0.00257 0.05662 0.00688 0.03870 0.01201 43 23
1 / 7 0.04858 0.00264 0.05613 0.00853 0.04134 0.01335 40 14
1 / 14 0.04358 0.00560 0.06057 0.00651 0.06181 0.01505 96 67
1 / 28 0.04998 0.00476 0.06275 0.00623 0.06755 0.01992 56 25
2 / 2 0.04743 0.00227 0.05385 0.00079 0.03196 0.00193 39 6
2 / 3 0.04756 0.00102 0.05362 0.00129 0.03056 0.00095 37 6
2 / 4 0.04913 0.00161 0.05289 0.00217 0.03014 0.00154 34 5
2 / 5 0.04924 0.00165 0.05427 0.00318 0.03277 0.00358 33 5

Table 6.7. Mean and standard deviation for the results of Elman networks with 6 order delay
line experiments using the earning 2 time series (with differentiation)

1 has one hidden layer with seven nodes, 12 order delay line and has produced a value of
0.00286 for the mean MSE in the test set. This result was obtained without differencing
the series. Differencing results in very similar performance for this series. This result is
much better than the result obtained by the best MLP architecture, which achieved a
value of 0.00743 for the mean MSE on test set. Furthermore, comparing tables 6.2 and
6.4, one observes that Elman networks achieved mean MSE in the test set smaller than
those of MLP networks for every architecture considered.

For the earning 2 time series, table 6.6 shows that the best Elman network architecture
obtained a value of 0.00508 for the mean MSE on test set. It has one hidden layer with
28 nodes and a 6 order delay line. The best result was also obtained without differencing
the time series. This error is also much lower than the best result obtained by MLP,
whose value was 0.01200. In contrast to series 1, for earning 2 Elman networks produced
better results than MLP networks only for half of the topologies considered.

6.3.4.1 Detecting Novelties In this section, results of forecasting-based novelty de-
tection experiments for two of the time series considered are given. The series considered
here are series 1 and the earning 2 time series. The relative error approach also used by
[Kos00] was applied. Experiments with the approach based on absolute errors are also
reported and the results compared with the relative errors one.

Firstly we trained again the better Elman networks topology obtained for each of
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00551 0.00177 0.01781 0.00687 0.01551 0.00833 42 27
1 / 7 0.01582 0.02223 0.02863 0.02111 0.03291 0.03381 32 14
1 / 14 0.00531 0.00227 0.02086 0.01047 0.01398 0.01453 43 16
1 / 28 0.03709 0.04207 0.05234 0.04309 0.04297 0.04104 41 23
2 / 2 0.02021 0.01473 0.02885 0.01058 0.03049 0.01379 26 12
2 / 3 0.00991 0.01059 0.02369 0.00856 0.02101 0.01671 41 17
2 / 4 0.01094 0.01133 0.02339 0.00853 0.02258 0.01422 37 16
2 / 5 0.01117 0.01149 0.02177 0.00879 0.01963 0.01209 43 20

Table 6.8. Mean and standard deviation for the results of Elman networks with 12 order delay
line experiments using series 2

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00284 0.00229 0.00847 0.00393 0.00707 0.00312 404 387
1 / 7 0.00270 0.00101 0.00809 0.00145 0.00712 0.00191 210 320
1 / 14 0.00235 0.00171 0.00757 0.00313 0.00931 0.00333 492 849
1 / 28 0.00230 0.00091 0.00842 0.00242 0.00719 0.00265 178 202
2 / 2 0.00219 0.00122 0.00782 0.00290 0.00678 0.00236 355 264
2 / 3 0.00220 0.00144 0.00843 0.00195 0.00820 0.00355 334 361
2 / 4 0.00249 0.00123 0.00828 0.00348 0.00707 0.00262 199 192
2 / 5 0.00146 0.00088 0.00613 0.00224 0.00648 0.00147 370 277

Table 6.9. Mean and standard deviation for the results of Elman networks with 12 order delay
line experiments using series 2 (with differentiation)

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 /3 0.01833 0.00628 0.05439 0.00975 0.02662 0.02256 21 7
1 / 7 0.01993 0.01222 0.04984 0.00964 0.03234 0.01906 29 12
1 / 14 0.01657 0.02188 0.05497 0.02463 0.04218 0.04238 86 122
1 / 28 0.02122 0.02044 0.06110 0.03214 0.04280 0.02745 40 12
2 / 2 0.02745 0.00747 0.05086 0.00514 0.02927 0.00962 19 6
2 / 3 0.02844 0.01015 0.04889 0.00615 0.03281 0.01231 21 12
2 / 4 0.02455 0.00755 0.05419 0.00946 0.03182 0.01341 21 8
2 / 5 0.02338 0.01507 0.05145 0.01291 0.03096 0.01370 36 33

Table 6.10. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using series 3
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 /3 0.00299 0.00136 0.00817 0.00228 0.00620 0.00224 296 248
1 / 7 0.00245 0.00096 0.00750 0.00122 0.00775 0.00282 260 159
1 / 14 0.00266 0.00142 0.00884 0.00222 0.00681 0.00250 255 170
1 / 28 0.00764 0.01164 0.01729 0.02291 0.01925 0.02990 109 108
2 / 2 0.00257 0.00048 0.00694 0.00169 0.00469 0.00208 230 143
2 / 3 0.00238 0.00097 0.00667 0.00189 0.00623 0.00347 224 138
2 / 4 0.00379 0.00280 0.00836 0.00411 0.00805 0.00713 166 133
2 / 5 0.00258 0.00127 0.00717 0.00193 0.00615 0.00243 210 112

Table 6.11. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using series 3 (with differentiation)

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00606 0.00169 0.00581 0.00260 0.00588 0.00442 62 24
1 / 7 0.00538 0.00119 0.00553 0.00160 0.00433 0.00118 68 14
1 / 14 0.03161 0.08034 0.01429 0.02374 0.01407 0.02518 65 33
1 / 28 0.01684 0.01408 0.01299 0.01009 0.01115 0.01174 48 25
2 / 2 0.00556 0.00118 0.00565 0.00142 0.00538 0.00153 91 33
2 / 3 0.00672 0.00147 0.00653 0.00197 0.00677 0.00258 60 29
2 / 4 0.00466 0.00121 0.00525 0.00114 0.00467 0.00071 110 58
2 / 5 0.00584 0.00222 0.00557 0.00153 0.00545 0.00133 80 42

Table 6.12. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using series 4

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.00621 0.00121 0.00358 0.00180 0.00707 0.00231 65 23
1 / 7 0.00465 0.00063 0.00348 0.00119 0.00652 0.00120 83 24
1 / 14 0.00967 0.01015 0.00900 0.01167 0.01165 0.01123 70 39
1 / 28 0.01765 0.03886 0.01224 0.02421 0.01336 0.01735 62 22
2 / 2 0.00652 0.00203 0.00392 0.00146 0.00731 0.00201 67 28
2 / 3 0.00560 0.00125 0.00387 0.00115 0.00639 0.00132 64 13
2 / 4 0.00619 0.00175 0.00420 0.00355 0.00799 0.00266 66 17
2 / 5 0.00495 0.00055 0.00336 0.00160 0.00662 0.00200 66 13

Table 6.13. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using series 4 (with differentiation)
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Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 / 3 0.01593 0.01559 0.03264 0.04138 0.02952 0.03328 22 12
1 / 7 0.00278 0.00154 0.00471 0.00378 0.00389 0.00228 36 17
1 / 14 0.00477 0.00691 0.00830 0.01460 0.01203 0.02080 42 24
1 / 28 0.00828 0.00802 0.01224 0.01547 0.01559 0.01722 33 12
2 / 2 0.03455 0.02060 0.03503 0.06073 0.03518 0.05600 19 7
2 / 3 0.02598 0.01238 0.08812 0.08546 0.08784 0.07933 17 6
2 / 4 0.02278 0.00981 0.03112 0.03623 0.03078 0.03134 21 20
2 / 5 0.02542 0.01566 0.02704 0.03473 0.02727 0.03050 24 26

Table 6.14. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using the empper time series

Layer(s)/ Training MSE Validation MSE Test MSE Epochs
Nodes mean s.dev mean s.dev mean s.dev mean s.dev.
1 /3 0.00724 0.00070 0.00407 0.00102 0.00964 0.00258 87 45
1 / 7 0.00678 0.00099 0.00405 0.00212 0.01160 0.00276 123 60
1 / 14 0.00917 0.00893 0.00503 0.00293 0.01125 0.00354 150 88
1 / 28 0.01723 0.01698 0.00806 0.00450 0.01641 0.00920 104 85
2 / 2 0.00999 0.00873 0.00816 0.01187 0.01675 0.01314 86 31
2 / 3 0.00724 0.00138 0.00443 0.00137 0.01140 0.00129 97 38
2 / 4 0.00937 0.00776 0.00782 0.01257 0.01624 0.01413 98 97
2 / 5 0.00628 0.00068 0.00411 0.00090 0.01085 0.00090 118 31

Table 6.15. Mean and standard deviation for the results of Elman networks with 12 order
delay line experiments using the empper time series (with differentiation)
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Figure 6.5. Comparing real values with values predicted by the best Elman network for series
1 in test set (year 2002).

the two series in last section, but this time these networks have been trained 30 times
with different and random weights initializations. Trained networks were tested in two
ways. The first used the test sets vectors in the way described in section 6.3.3. The other
way used for testing was based on dynamic test set generation. For example, for a 2
order delay line, the values of months November and December, 2001 are used to forecast
the value of January, 2002. To forecast the value of February, 2002, the real value of
December, 2001 and the value of January, 2002 predicted by the network are used. This
procedure is used to generate dynamically the others vectors of the test sets. Test sets
generated dynamically obtained better results for both series.

Figure 6.5 compares real and mean predicted values for each month in the test set
for series 1, using the best Elman architecture and a test set generated dynamically. The
figure shows that the network visually achieves satisfactory predictions for the test set.
Table 6.16 presents the relative differences between mean predicted values and real values
for the test sets, for series 1 and for the earning 2 series. It shows that there is a large
error variation for different months for series 1, with very low and very high relative
errors. This makes it difficult to establish a threshold for novelty detection for this series.
For earning 2, on the other hand, we could say that a percentage difference above 8%
can be considered fraud.

Difficulty to establish a threshold for relative forecasting error novelty detection has
lead us to propose a different novelty detection rule based on the results presented on
table 6.17. This table presents absolute difference values for each predicted month. The
rule we propose establishes that the system will alarm if the absolute difference between
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Month/Year Differences for Series 1 Differences for Earning 2
January 2.25% 4.86%
February 3.93% 4.86%
March 48.79% 1.95%
April 9.60% 0.07%
May 46.09% 5.77%
June 8.23% 3.92%
July 1.41% 4.77%
August 102.85% 2.18%
September 39.43% 7.33%
October 50.79% 5.40%
November 24.43% 0.39%
December 10.67% 6.38%

Table 6.16. Relative percentage differences between mean values predicted by the best Elman
network for each series and the respective real values, on test sets (year 2002)

Month/Year Differences for Series 1 Differences for Earning 2
January 0.02250 0.04626
February 0.00709 0.04642
March 0.01854 0.01740
April 0.00437 0.00068
May 0.03563 0.05589
June 0.00400 0.03739
July 0.00424 0.04210
August 0.02273 0.01966
September 0.02299 0.06352
October 0.01473 0.04728
November 0.01700 0.00360
December 0.05216 0.06375

Table 6.17. Absolute differences between mean values predicted by the best Elman network
for each series and the respective real values, on test sets (year 2002)
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Figure 6.6. Comparing values predicted by the best Elman network for series 1 in the test set
(year 2002) with values obtained during auditing. Months July and October show fraudulent
values.

predicted and real value in a given month is greater than the greatest difference shown in
table 6.17 for each series. This rule is proposed admitting that the network will be able
to predict the values of the new year under auditing within the same forecast error of the
previous period. For example, if the network was capable to predict values of year 2002
with forecast error of, at most, 0.05216, than it is expected that in year 2003 it will have
a similar performance. Therefore, if in 2003 there is a month with difference between
predicted and real values greater than this threshold, the system will alarm the auditor.
Figure 6.6 shows that it is possible, even visually, to identify months July and October
as possibly fraudulent. In this figure, frauds are simulated in these months, making the
differences between predicted and real values become greater than the threshold, in this
simulation the differences were 0.1 for July and 0.065 for October.

6.3.5 Experiments with Robust Confidence Intervals

This section reports experiments with the method for novelty detection in time series
based on robust confidence intervals. This method was applied to the six series presented
previously in this chapter. It has been applied only in conjunction with the best Elman
neural network topology obtained in the previous experiments. In all experiments 95%
confidence intervals for one step ahead predictions were built. This means that p =
(1− 0.95)/2 = 0.025. Each network is trained 10 times, as proposed in the system shown
in figure 6.1. In this case, each ANN forecaster is an Elman network with the same
topology. The difference between these forecasters lies in the different initializations of
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Time series Elman hidden Order of Pre-processing Number np− 1
layers & neurons delay line of errors (n)

Series 1 1 layer / 7 neurons 12 norm. 600 14
Series 2 2 layers / 5 neurons 12 diff. + norm. 590 13
Series 3 2 layers / 3 neurons 12 diff. + norm. 590 13
Series 4 2 layers / 5 neurons 12 diff. + norm. 590 13
Empper 1 layer / 7 neurons 12 diff. + norm. 1340 32
Earning 2 1 layer / 28 neurons 6 norm. 660 15

Table 6.18. The best Elman topology for each series and the characteristics of the error col-
lections for robust confidence intervals computations

the weights and biases. The prediction for each month in the test set is given by the mean
prediction across the 10 runs. The robust confidence intervals are computed by using both
the training and validation sets. Elman networks are trained using the modified Rprop
algorithm with default parameters, as before. Early stopping with the GL5 criterion was
also used here to avoid overfitting.

Table 6.18 shows the best Elman topology and pre-processing for each time series
along with the number of errors collected to build the robust confidence intervals (n) and
the number of sample errors discarded from each extreme of the ordered error collection
(np − 1). In each case, the errors were collected from both training and validation sets
in 10 runs (10 machines in the committee of figure 6.1) of the experiments with different
weights and biases initializations. For example, for series 1, which has 84 data points,
using delay line of order 12 and 12 points for the test set, results in 84 − 12 − 12 = 60
point for the training and validation sets. The number of sample errors in 10 runs is,
therefore, 600 in this case. The number of samples discarded from each extreme for 95%
confidence intervals is 600 ∗ 0.025− 1 = 14.

Figures 6.7, 6.8, 6.9, 6.10, 6.11 and 6.12 depict the real and predicted values in the
test sets for series 1, series 2, series 3, series 4, the empper series, and the earning 2
time series, respectively. In each of these graphics the robust confidence intervals for
the predictions are also depicted. Recall that the test sets for all series do not contain
novelties. These graphics show that the real values from the test sets all lie within the
confidence intervals boundaries for the predictions, as desired. Some of the real values
are very near the respective predicted value, but other are more distant, being in the
limits created by the confidence intervals.

A novelty detection system based on robust confidence intervals would indicate a
novelty if the real value is outside the confidence intervals. The experiments reported
here showed that these intervals, built from the error on training and validation sets,
can correctly bound the region of normality. Furthermore, these intervals could be used
to indicate the level of suspicion associated with a given point in the future. This level
is directly related to the distance from the value in that point to the limit established
by the confidence intervals (if the value is outside of the normality region). In fraud
detection applications, the auditor can use these suspicions levels in order to prioritize
the investigations. The auditor would prioritize investigations on points of time series
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Figure 6.7. Robust confidence intervals for predictions in the test set of time series 1 (year
2002)

with greater suspicions levels.

6.4 CONCLUSIONS

This chapter has reviewed time series novelty detection with forecasting and has pro-
posed a method for improving it based on robust confidence intervals. In order to detect
novelties in a time series, the past values of the series are used to train a forecasting model
such as neural network. Next, the future values predicted by the model are compared to
the observed values. If the difference between these values exceeds a given threshold, a
novelty is detected in that point of the series. A previous work that applied this tech-
nique to accountancy auditing proposed to pre-define a relative threshold beyond which
a novelty would be indicated. In this chapter an alternative was proposed: the use of
absolute errors in order to define the thresholds. The proposed method uses previous
values of the errors in order to estimate the threshold to be used for future forecasting.

Robust confidence intervals are a refinement of the above idea. The idea is the same,
yet robust confidence intervals approach the problem in a more formal way. These inter-
vals are built from the previous forecasting errors of the model on the same time series.
Robust confidence intervals are more reliable than other kinds of confidence intervals be-
cause no assumption on errors distributions is made. These intervals provide a suitable
threshold for novelty detection in time series. A novelty is indicated if a future value of
the time series is beyond the low or high limits defined by the confidence interval.

In this chapter 95% robust confidence intervals for one step ahead forecasting were
built. Experiments were carried out using six real-world non-stationary time series. Four
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Figure 6.8. Robust confidence intervals for predictions in the test set of time series 2 (year
2002)
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Figure 6.9. Robust confidence intervals for predictions in the test set of time series 3 (year
2002)
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Figure 6.10. Robust confidence intervals for predictions in the test set of time series 4 (year
2002)
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Figure 6.11. Robust confidence intervals for predictions in the test set of empper time series
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Figure 6.12. Robust confidence intervals for predictions in the test set of earning 2 time series
(year 2002)

of these series were seasonal with period 12. The test set of each time series did not
contain any novelty. The results have shown that all real values of each series lay within
the respective robust confidence interval. This means that the method can correctly
discriminate between normal and novelty values.

Although this chapter presents experiments using only univariate short-time forecast-
ing, there are methods for computing robust confidence for multivariate and/or long-term
forecasting as well [Mas95]. This means that the novelty detection method based on ro-
bust confidence intervals introduced here may be easily extended for these cases.

In the previous chapter, classification-based methods were proposed as an alternative
to forecasting-based ones. The former methods have the ability to detect a novelty
in a time series window of size w. On the other hand, forecasting-based methods can
detect novelty in a single point of a given time series. This can be an advantage for
fraud detection applications such as accountancy and payroll auditing. An alternative to
further improve novelty detection performance would consist in combining the methods of
this chapter with the classification-based methods of chapter 5. The classification-based
method would be applied firstly in order to detect novelty in a window of the time series.
Subsequently, the forecasting-based method proposed here based on robust confidence
intervals would be applied in order to identify the point of the time series in which the
novelty took place.



CHAPTER 7

CONCLUSION

This thesis has investigated and presented novel methods for the detection of novelties –
also referred as anomalies – in time series. A novelty in a time series is an unexpected
behavior. Algorithms for detecting such novelties find practical application in a num-
ber of areas including machine fault detection, medical diagnosis and fraud detection in
financial systems. The time series appearing in these domains have different character-
istics and therefore different novelty detection techniques may be more appropriate for
one or another. This work has focused on time series novelty detection methods for fraud
detection in financial systems. These techniques are appropriate for fraud detection in
accountancy or payroll systems, for example.

Novelty detection methods for time series can be classified into forecasting-based and
classification-based. The former methods compare values predicted by a neural network
(or other time series forecasting technique) with the values provided by the system under
analysis and issue an alarm if the difference between these values is above a pre-defined
threshold. These techniques have been criticized because it is difficult to define a threshold
beforehand. This work has proposed a method based on robust confidence intervals as a
suitable means to define the thresholds for novelty detection in time series.

Classification-based novelty detection methods detect novelties by classifying a given
time series window of data points as normal or novelty. This work has reviewed a number
of classification-based time series novelty detection methods. In contrast to forecasting-
based methods, the classification-based methods available do not tackle directly time
series of the kind encountered in accountancy and payroll fraud detection.

This thesis has introduced two novel methods for novelty detection in time series
through classification. Both methods are based on the idea of using an envelope in order
to define the regions or normality and novelty. One method is based on the use of negative
samples in the training phase whereas the other does not depend on negative samples. A
number of experiments with different time series and different classifiers were performed
and their results reported and discussed. The results have shown that the second method
gives better results because it does not depend on negative samples for training.

The performance of the classifier is, of course, very important for the overall per-
formance of classification-based methods for novelty detection in time series. This has
motivated the investigation of techniques for improving the performance of DDA, a con-
structive training algorithm for RBF networks. Four different methods were introduced
and investigated in this thesis for this purpose. In order to assess the performance of
the proposed methods, several experiments using six benchmark classification datasets
from the UCI machine learning repository were conducted. The results obtained have
shown that, indeed, the proposed methods considerably improve RBF-DDA classification
performance in the datasets considered. The improved constructive RBF classifiers in-
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troduced here were shown to outperform MLPs and AdaBoost in the datasets considered
and to achieve similar performance to k-NN and support vector machines.

Two of the methods introduced in this thesis for improving RBF-DDA generalization
performance were also applied to the problem of detecting novelties in time series via
classification of windows from the time series. Experiments conducted using a number
of real-world time series have shown that these methods are also valuable for improving
performance of novelty detection in time series.

7.1 CONTRIBUTIONS

The main contributions of this thesis are summarized below:

• First: This thesis has introduced the idea of using absolute thresholds instead of
relative thresholds and robust confidence intervals in order to improve forecasting-
based time series novelty detection. The main problem with forecasting-based time
series novelty detection is the selection of adequate values for the thresholds to be
used to detect novelties. The use of robust confidence intervals introduced here is
a suitable way to define these thresholds.

• Second: A novel method for time series novelty detection based on classification
was proposed. The method classifies time series windows into normal or novelty.
Training is carried out by using an augmented training set formed by artificially gen-
erating both normal and novelty random patterns and adding them to the original
training set.

The method is based on the idea of using an envelope to define normal and novelty
regions. Normal random patterns have all data points inside an envelope around
the time series windows whereas novelty patterns are outside this envelope. Nov-
elty random patterns are also called negative samples. Normal random patterns
are added in order to improve performance when the method is used for novelty
detection in short time series.

A number of different neural networks were used as classifiers, including MLPs,
RBF-DDA, committee machines formed by these networks and SVMs. The pro-
posed method was evaluated on some real-world time series. Performance of the
different classifiers were compared.

In contrast to previous classification-based time series novelty detection methods,
the method introduced in this work is devoted to short time series and is designed to
detect more subtle novelties. This is important for fraud detection applications. The
main disadvantage of this method is that it needs negative samples and therefore
its performance depends on the number of negative samples used in training.

• Third: A novel classification-based novelty detection method that does not need
negative samples was also proposed in this thesis. The method is also based on
the idea of the envelope and on the DDA algorithm for constructive training of
RBF neural networks. The proposed method was evaluated using some real-world
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time series. The results show that it outperforms the method based on negative
samples proposed here. It is also shown that the method’s performance is almost
independent on test set size. Conversely, performance of the method based on
negative samples degrades when the test set increases because it depends on negative
samples for training.

• Fourth: The work reported here presents contributions also in the area of clas-
sification by constructive RBF neural networks. In this regard, four methods for
boosting RBF-DDA performance were proposed. The first method introduced in
this thesis improves generalization performance of RBF-DDA by selection of the
value of parameter θ−. This method is shown to considerably improve RBF-DDA
performance in several classification problems, yet it builds much larger networks
than default RBF-DDA. Three alternative methods were introduced in this thesis
to tackle this problem.

The second method for improving RBF-DDA adjusts the values of the network
weights in order to improve performance. In both this and the previous method,
a validation set is used to help avoiding overfitting. The third method introduced
in this thesis combines a data reduction algorithm with θ− selection for improv-
ing performance of constructive RBF networks without increasing the size of the
networks. Finally, the fourth method, which we call RBF-DDA-SP, combines se-
lective pruning of neurons considered redundant after the networks is built with θ−

selection [OMM05a].

A number of simulations carried out using six benchmark classification datasets
from the UCI machine learning repository were conducted and the results were
reported in this thesis. We have compared the methods regarding classification
performance, and space and time complexities. Comparisons with a number of
other classifiers, including MLPs, k-NN, RBF networks with a more traditional
training method, AdaBoost and SVM were also provided. The simulations of the
proposed methods were carried out using both the holdout and the cross-validation
methods. A number of Student paired t-test were also conducted in order to verify
whether the difference in performance of the classifiers were statistically significant.

The results of the experiments reported on this thesis have shown that the method
based on θ− considerably improved performance (in comparison with the DDA
trained with default parameters) for all datasets considered. Moreover, the method
has outperformed RBF trained with a more traditional method, MLPs and Ad-
aBoost on these datasets. The proposed method achieved performance comparable
to k-NN and SVM in the datasets considered. It offers the advantage of build
classifiers with smaller space complexity than k-NN and much faster to train than
SVMs.

The results of the experiments have also shown that the three methods proposed
for improving RBF-DDA performance without increasing the size of the networks
also achieved their goals. The three methods were able to produce networks with
generalization performance close to the first method (RBF-DDA with θ− selection),
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yet generating much smaller networks. The second method, which integrated data
reduction with θ− selection, was the best regarding both generalization performance
and size of the networks generated. This method was able to produce networks with
approximately the same size as those produce by the default RBF-DDA, but having
the generalization performance of the method based solely on θ− selection.

Two of the methods introduced in this thesis for improving RBF-DDA, namely
RBF-DDA with θ− selection and RBF-DDA-SP, were also applied in conjunction
with classification-based method for novelty detection in time series using negative
samples. The simulation results have shown that the proposed methods consider-
ably improves novelty detection performance on the time series considered.

7.2 FUTURE WORK

The envelope - used as a basis for the methods for novelty detection in time series
based on classification proposed here - are needed to tackle the uncertainty associated
with the future behavior of the time series under analysis. In the experiments reported it
was assumed that a normal pattern (time series windows) had all data points deviating
at most 10% from the time series original data point (above or below). That is, envelopes
of width 0.2 were used. The question is: what should be the width of the envelope in
practical applications? Another question which arises is: the envelope width should be
constant or variable?

Further research is in need in order to try to answer these questions. Initially, the
influence of the envelope widths on the performance of the methods should be studied.
A possible approach for the automatic determination of the envelope width is to use the
width which optimizes performance on a validation set. In practice, the width should
have an upper limit because fraud detection applications, for example, are interested in
detecting small deviations from the true value.

The methods proposed here were designed for tackling short time series, which are
common in important applications such as accountancy and payroll auditing. The fore-
casting methods and the classification method with negative samples have been tested
with both seasonal time series and more general ones such as the chaotic Mackey-Glass
time series. However, the classification-based method has been tested only on short sea-
sonal time series with period 12. It is important to compare this method with the one
based on negative samples also on non-seasonal time series, which can also appear in
practice.

The ideas and methods proposed in this work can be further explored in various ways.
Some possibilities related to classification-based novelty detection in time series are:

• The DDA algorithm has also been adapted for training probabilistic neural networks
(PNNs) [BD98]. These networks directly provide a probabilistic interpretation of
their outputs, which can be important for some applications. A possible investiga-
tion consists in using PNNs in conjunction with both classification-based novelty
detection methods proposed in this work. In this case, the novelty detection method
would provide the probability that a given time series window be novelty.
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• The classifiers used in conjunction with the proposed methods are all focused TLFNs
(time lagged feedforward networks) and therefore have limited temporal processing
abilities. A further improvement in the proposed classification methods would be
to use distributed TLFNs, such as the time delay radial basis functions networks
– TDRBFs trained with the DDA [Ber94]. TDRBF was designed for temporal
processing and has the advantage of requiring less parameters than TDNN. Fur-
thermore, TDRBF is faster to train.

• The classification-based novelty detection method without negative samples pro-
posed in this work has performed better that the method based on these samples.
The experiments reported in this work regarding the former method have used win-
dow size w = 12. An investigation should be carried out in order to analyze the
impact of the window size on the performance of the method.

• Finally, a possible alternative for improving novelty detection in time series would
be to combine forecasting and classification-based methods. A classification-based
method could be used to detect novelty in a time series windows and then the
forecasting based method would be used to identity the particular data point(s)
at which novelty happened. This could improve confidence in the output of the
novelty detection system.

The methods proposed for improving performance of RBF-DDA can be further inves-
tigated in the following directions:

• The method based on θ− selection has lead to a suboptimal network for one of
the partitionings of the soybean dataset. The reason can be the use of simple
validation. The use of m − fold cross-validation in conjunction with this method
can be investigated as a method to refine θ− selection for small datasets.

• The weights adjustment of method two could be applied to the third method, which
integrated a data reduction algorithm with θ− selection. The idea is to adjust the
weights of the network generated by the integrated method in order to attempt to
further improve generalization performance.

• The weights adjustment of method two could also be applied to RBF-DDA-SP, with
the same purpose outlined above.

• An interesting research direction consists in investigating if the methods proposed
here can also improve performance in PNNs trained by the DDA.

• The DDA algorithm has also been adapted to train networks consisting of rectangu-
lar instead of radial basis functions [BH95]. The adaption of the methods proposed
here for this kind of network can also be a research direction.

• Finally, another possible investigation consists in the adaptation of the optimization
methods proposed here for training TDRBFs. This can lead to improvements in a
number of applications of these networks, which include phoneme recognition and
gesture recognition.
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7.3 FINAL REMARKS

The work reported in this thesis has studied the problem of novelty detection in
time series, with particular emphasis on methods for application in fraud detection in
financial systems. The investigations carried out have contributed with both forecasting
and classification-based methods for this problem. It is hoped that the methods proposed
here can be of practical applications to real-world problems such as to build systems for
automatic fraud detection in accountancy and payrolls.

In addition, this work has proposed methods that improved classification performance
of constructive RBF neural networks in a number of image recognition tasks and in a
soybean diseases dataset. Constructive neural networks have a good practical appeal
because they overcome the, sometimes difficult and/or cumbersome, task of defining the
network architecture. It is expected that the work proposed here lead to improved and,
at the same time, easier to build classifiers for a number of different datasets.



APPENDIX A

METHODS FOR IMPROVING RBF-DDA: RESULTS OF
10FOLD CROSS-VALIDATION EXPERIMENTS

This appendix presents in more detail the cross-validation experiments of subsection 4.3.7,
carried out in order to compare two of the methods introduced in this thesis for improving
RBF-DDA performance. We have carried out 10-fold cross-validation simulations in order
to compare the method based on θ− (introduced in subsection 4.2.1) selection with the
integrated method for constructive training of RBFNs (introduced in subsection 4.2.3).
These methods are also compared to RBF-DDA trained with default parameters and to
k-NN.

In order to compare two classifiers using the Student paired t-test, we first perform
10-fold cross-validation using the same training and test sets for each of the classifiers.
Subsequently, we compute the collection of test errors, {xi} for the first classifier and
{yi} for the second one. Then, we compute di = xi − yi, which is used to compute t as
follows

t =
d̄√
s2

d/k
(.)

where d̄ is the mean of di, sd is the standard deviation of di and k is the number of folds.
In our experiments, we have performed 10-fold cross-validation, thus k = 10. Moreover,
we employ 95% confidence level. For this confidence level, the t-student distribution table
with k − 1 = 9 gives z = 2.262. Hence, for 95% confidence level, the results produced
by two classifiers being compared will be considered statistically different only if t > z or
t < −z.

Tables A.1, A.3, A.5, A.7 and A.9 show the classification errors for each fold and the
mean and standard deviation of the cross-validation error for each classifier (in the last
line), for the datasets optdigits, pendigits, letter, satimage and segment, respectively. For
all datasets, except segment, k-NN experiments were carried out with k = 3. For segment,
these experiments used k = 1, k = 2 and k = 3. Table A.9 shows only k-NN results with
k = 1, since this value achieved the best generalization performance. The results of these
tables have been summarized and presented also in table 4.25 of subsection 4.3.7.

The results of these tables show that both methods introduced in chapter 4 consid-
erably outperform RBF-DDA trained with default parameters. Moreover, they achieve
performance similar to k-NN in all datasets.

Tables A.2, A.4, A.6, A.8 and A.10 show results of hypothesis tests (Student paired t-
test) intended to compare the classifiers considered here in pairs for the datasets optdigits,
pendigits, letter, satimage and segment, respectively.
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RBF-DDA RBF-DDA Integrated method
k-NN (default) (θ− selection) (subsection 4.2.3)
3.74% 9.96% 2.14% 2.31%
0.89% 7.65% 0.53% 0.36%
1.25% 9.43% 1.07% 1.42%
2.85% 9.61% 1.96% 1.25%
1.96% 8.36% 1.60% 1.25%
1.07% 9.96% 1.42% 1.42%
3.91% 7.83% 2.31% 1.96%
2.49% 10.32% 2.67% 1.78%
2.85% 9.96% 3.02% 2.14%
1.78% 8.01% 1.96% 1.42%

2.28% (1.07%) 9.11% (1.03%) 1.87% (0.74%) 1.53% (0.56%)

Table A.1. 10-fold cross validation errors for optdigits

k-NN × k-NN × k-NN × DDA (def.) × DDA (def.) × DDA (θ−) sel. ×
DDA (def.) DDA (θ−) sel. int. met. DDA (θ−) sel. int. met. int. met.
t = −15.93 t = 1.79 t = 3.21 t = 23.81 t = 27.35 t = 2.49

diff. equal diff. diff. diff. diff.

Table A.2. Hypothesis tests for optdigits

The last line of the each table provides the final results of each comparison. In these
lines, equal means that the difference in performance of the classifiers in the dataset is
not statistically significant. Conversely, diff. means that the difference is statistically
significant.

The results of these tables show that the difference between k-NN and RBF-DDA
with default parameters is statistically significant for all datasets considered, yet the
difference between k-NN and RBF-DDA with θ− selection is not significant for none
of the datasets. These tables also show that the differences in performance between
each of the methods proposed for improving RBF-DDA and the default RBF-DDA are
statistically significant for all datasets. The comparison of k-NN to the integrated method
for improving RBF-DDA has shown that the difference in the results is statistically
significant only for the datasets optdigits, pendigits and satimage. On the other hand,
RBF-DDA with θ− selection and the integrated method produced results with a difference
statistically significant only for the datasets optdigits and satimage.



methods for improving rbf-dda: results of 10fold cross-validation experiments163

RBF-DDA RBF-DDA Integrated method
k-NN (default) (θ− selection) (subsection 4.2.3)
0.82% 4.64% 1.00% 1.00%
0.45% 3.55% 0.55% 1.64%
0.55% 3.00% 0.36% 0.82%
0.64% 5.28% 0.82% 1.00%
0.91% 4.09% 1.18% 1.46%
0.73% 3.55% 0.73% 0.82%
0.27% 4.00% 0.73% 0.64%
1.46% 6.37% 1.09% 1.27%
0.73% 5.10% 0.73% 0.73%
1.09% 4.90% 1.18% 1.09%

0.77% (0.34%) 4.45% (1.01%) 0.84% (0.27%) 1.05% (0.32%)

Table A.3. 10-fold cross validation errors for pendigits

k-NN × k-NN × k-NN × DDA (def.) × DDA (def.) × DDA (θ−) sel. ×
DDA (def.) DDA (θ−) sel. int. met. DDA (θ−) sel. int. met. int. met.
t = −14.52 t = −0.98 t = −2.31 t = 13.29 t = 10.42 t = −1.88

diff. equal diff. diff. diff. equal

Table A.4. Hypothesis tests for pendigits

RBF-DDA RBF-DDA Integrated method
k-NN (default) (θ− selection) (subsection 4.2.3)
4.75% 15.05% 4.95% 4.95%
5.30% 16.65% 5.20% 5.15%
4.75% 13.25% 3.90% 4.85%
4.75% 14.00% 4.20% 4.15%
4.15% 13.75% 4.20% 4.05%
5.30% 14.80% 5.60% 5.50%
5.20% 14.00% 5.05% 5.20%
4.05% 13.40% 3.95% 4.00%
4.05% 15.20% 4.80% 4.35%
5.05% 14.90% 4.95% 4.95%

4.74% (0.50%) 14.50% (1.03%) 4.68% (0.58%) 4.72% (0.53%)

Table A.5. 10-fold cross validation errors for letter

k-NN × k-NN × k-NN × DDA (def.) × DDA (def.) × DDA (θ−) sel. ×
DDA (def.) DDA (θ−) sel. int. met. DDA (θ−) sel. int. met. int. met.
t = −33.19 t = 0.40 t = 0.25 t = 43.15 t = 33.93 t = −0.31

diff. equal equal diff. diff. equal

Table A.6. Hypothesis tests for letter
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RBF-DDA RBF-DDA Integrated method
k-NN (default) (θ− selection) (subsection 4.2.3)

11.20% 11.51% 7.93% 7.31%
10.58% 9.64% 8.71% 8.86%
17.11% 22.08% 17.73% 17.26%
16.49% 20.53% 15.86% 15.55%
9.49% 13.69% 8.40% 7.78%
7.31% 15.09% 9.49% 8.86%
11.82% 18.35% 9.64% 9.95%
7.31% 8.24% 6.53% 6.22%
13.22% 17.42% 12.44% 12.29%
8.49% 19.14% 7.87% 6.94%

11.30% (3.47%) 15.57% (4.71%) 10.46% (3.70%) 10.10% (3.76%)

Table A.7. 10-fold cross validation errors for satimage

k-NN × k-NN × k-NN × DDA (def.) × DDA (def.) × DDA (θ−) sel. ×
DDA (def.) DDA (θ−) sel. int. met. DDA (θ−) sel. int. met. int. met.
t = −3.81 t = 1.78 t = 2.69 t = 5.31 t = 5.44 t = 2.98

diff. equal diff. diff. diff. diff.

Table A.8. Hypothesis tests for satimage

RBF-DDA RBF-DDA Integrated method
k-NN (default) (θ− selection) (subsection 4.2.3)
3.90% 16.45% 0.00% 0.43%
6.93% 42.42% 5.19% 6.93%
17.32% 43.72% 16.88% 13.42%
2.16% 25.97% 4.33% 6.06%
0.00% 2.16% 0.00% 6.06%
15.58% 55.84% 17.75% 19.05%
16.45% 25.54% 22.08% 23.38%
24.24% 16.02% 23.38% 22.51%
12.99% 59.31% 14.72% 15.15%
4.33% 37.23% 16.02% 10.82%

10.39% (8.01%) 32.47% (18.41%) 12.04% (8.85%) 12.38% (7.69%)

Table A.9. 10-fold cross validation errors for segment

k-NN × k-NN × k-NN × DDA (def.) × DDA (def.) × DDA (θ−) sel. ×
DDA (def.) DDA (θ−) sel. int. met. DDA (θ−) sel. int. met. int. met.
t = −3.95 t = −1.19 t = −1.55 t = 3.78 t = 3.56 t = −0.36

diff. equal equal diff. diff. equal

Table A.10. Hypothesis tests for segment



APPENDIX B

CORRELOGRAMS OF TIME SERIES USED IN
EXPERIMENTS

In many cases, pre-processing a time series before building a neural network model for
forecasting can be very important for improving forecasting performance. For example,
if an MLP is used for forecasting and the time series is non-stationary, it is important
to differentiate the series before training the network, as discussed in chapter 2. The
correlogram is a visual tool used to identify trends, seasonality and stationarity [Cha89].

The correlogram is a graphics that depicts the values of the autocorrelations of order
1 to n− 1, where n is the size of the series. The autocorrelation of order k measures the
influence of a value at time t+k on the past value k slots before, that is, at time t. Given
a time series x1, · · ·xn, the autocorrelation of order k (or lag k), rk is given by:

rk =

∑n−k
t=1 (xt − x)× (xt+k − x)∑n

t=1(xt − x)2
(.)

where x is the mean over all values of the time series.
Figures B.1, B.2, B.3, and B.4 depict the correlograms of time series 1, 2, 3 and 4,

respectively. These time series are shown in figures 6.2 and 5.5. These correlograms
confirm that these series are seasonal and non-stationary, because they present periodic
peaks and have significant values even for large values of the lag k. Notice that the
periodic peaks appear at lags k = 12, k = 24, k = 36, and so on. This means that
the series are seasonal with period 12, as expected from the visual examination of the
respective time series graphics.

The correlograms of the earning 2 and of the empper time series are shown in figures
B.5, and B.6, respectively. These series are depicted in figures 6.4 and 6.3. Their cor-
relograms show that these are non-stationary and non-seasonal time series because they
exhibit many significant values (for high values of k) and the values do not alternate much
between positive and negative values. In fact, for both cases the correlogram start with
positive values up to a certain lag and then the autocorrelation values are all negative
until k = n− 1. Finally, the correlogram of the chaotic Mackey-Glass time series (shown
in figure 5.11) is depicted in figure B.7. The correlogram of this time series shows that it
exhibits long range dependence, a characteristic of chaotic time series.
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Figure B.1. Correlogram of time series 1
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Figure B.2. Correlogram of time series 2
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Figure B.3. Correlogram of time series 3
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Figure B.4. Correlogram of time series 4
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Figure B.5. Correlogram of the earning 2 time series
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Figure B.6. Correlogram of the empper time series
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Figure B.7. Correlogram of the chaotic Mackey-Glass time series
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